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[I. Chinese Global Applicant Privacy Policy - FREF ARBRFAE
pal

1. 3543 SUHRY B B 12

Brink's E—RELMNEHKBRESNESTLETE. BFSEMAAE. EERENA™M BEEIRTE
R, 7 Brink's AN ERIBELA, EMEERBEMEEHRET, LRE—SEEMNESF
WEET, BKEEMNBFAEMMERZREIETEREE Brink's AR REEBEAR (
“Brink's”) BITI{E, S EMEZEEEMEHEABBFNAILRAMEER FEZANRT
I2E1E, UREBEERELZENER,

REAANBENEIE TS E R EFTERE LM Brink's CEEERE, MBERFLEFRILEH,
FHEEBEFEMZE dpo_gdpr@brinksinc.coms,

2. FRHRAEIFHI:

EMGETARREARNFRL, EERECHERGE

- ik, NEHILERMAER,

- EEAREMEAEERRBNEREN, FTEULELENTHEENARER
- EEMENEHE AR, BERIGSE N,

- EREA(RFF R

EREARME ST B TR,

- RERE

3. ol A A B (BN AR

AERFRRMALSEMBERED, HMFKE. FREMEAUTENMNERENEAER

o CEBEPIRGEEMIEA,

o BHEZMIPFRPIRENET, AFEML. BK, EFEEFL, BERE. ik,
EES. BR. 555, A, UAIMEE. ERHREEEBAL. HEEE. 2E. EXHE
B, BEE. SMEREN/RRBHIER,

o SEEAPHRBREERE P REGERMEEER,

« HFRBER AR O RERREKRIINER, PINmMRBERERAER.

4. & fE N & FRAAn e IS 2
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o I%, BEMEZEAKRA,

o B HMEIBIEE R, 5140 LinkedIn B Indeed,
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HihiZ hEd SEBMA2E, TSRS REE  CRMBIE/AEE  AIlEEIKE
2% | R #5 ( Disclosure and Barring Service) , 1Rig@E R AE,

5. B anfarfits A BLAECA R B &R

B E AR B BB E BN E A -

- SHaERBAE. ERTEARGRENAL,

EITERNBERKD - MREA -

- BB A RIABBREN AN,

- RERHMERREARN TR,

- BEERREEER,

RIBERAEH S EENE N,

ERFIEHHEN/RRERS, ROWRBELER URECRTHAABREANES

ERK, MERME, BMEREENHRERERHEA MU%Q§MEJ WRBFVEE

BELESNED  RASERSERSTRHABMNER  LUAEZEEQTREZAE -
MRBMEREORIZEHZAR RO ETHENSSTIEEZE - UiREBER AR
BELEA -

6. FAM AR BRAE N & AR5 15 AR
MRERAMERREZFERBEMEANERETIRE. FRMEE, AFKEBREERE
ISEANEARERE,

« ZHITRIEDE . HNKEL/BEAEH, RERATLATHEESHEHITERRE, MR
BERERERERBE

o ERBER  AELIFERT, Hlin, ERFEAERRBEMSEIRESERE, REHTES
SPE AR,

o HEME  MRLEAREHTER, BMEREFTERETCWEANER, LLEBKREMEDE
MEREAEASAEMEEFE, Flin, MEEIEERMMBKAZEZMIES, BMIFHRBE
MIRITE R,

cEM : MELRINHMELSEIRENERTER, SEBEREEER, HMEKERE
MR E R EIRIGEANEH,

MEHRMEZEHRE, EMEERLPEREN—BLEREMEIE, MEEERRE,
BRI R AE R LR EEEAR MRS, Brink'sAJREEEE B IRBENRAL
NBEAERBRIZHEFARIRBEREN CGLEEAHEMEECHBRFEZLEM, HiaD
ERSBITEREMZEE)  EMEEEIRIREEMNEBE,

7. ARERIUIRRC R, PRI R &
m%wr&ﬁﬂﬂ$mMﬁﬁi,&ﬁ?ﬁsm%@mﬁﬁwiﬁ%@mmﬁﬁﬁ,ﬁmm
KRR

- EREER, RMEAREBETIRRHLE  URIBTHIDECHEPREEITES
AR -
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« HMFTReE KGR EALRANSKRMEE N, FEEREE,
« B IR E WK EMBREN, LFLENITFEERN, RERFBEDHHEER,
HimEHBEAEMEREER FEERER

8. H B LIR AR

9. BB/ =
AHEAT ARG ABRESEZEZNEAZR?

HMREREHEANERARNER, LETHAIREIEA

* Brink’sf{EB A B: MMBARHFLE, ARBEBENMNHEATE,

o RFIFRMEE: KKRBrink'sHITIRTS, FlNTFERUEEERERMNBEENE, TERRBRM
EGYEEGERE HEMBAREANETER. ERM/BILERS  TEBHER -

o FRERE fIMBMHER. FraFREMEEEXMEE,

FMFR A MG D RE RS IREEMBrinksEXRE T EMBERBLARIEENR £k
. UHEHMMBRRAREZEENEAER . BMATFRHFHNARERBFREEFEHEAANEAR
ARtfE S E M., HMRRFMMARBERMMETLSEEENEREENEAER,

Cil =gyt

o HFEIREEEPKEMBEREHEANEA TG HERIMNEBNFAREL, HERE
HEEMYBERE RS EHENI R ERMRREE L

o Brink’'s R E R IR B 55 A B AN BRI AR TSR 1 & & ~F B X B 75 50 il 7E rOBREE - S B # S FA
¥EZ (EU-U.S.DPF) . BXEBB-XEEMISTAERMZEBZEMAR (EU-U.S. DPF UK Extension)
UREET-EEERSFAESS (Swiss-U.S.DPF) , S8—IEXEESHEFEARYE. ZEHKIE LK
At E, HERARMTEBEAENMNENREKE, ZEBABREHEBIAMESRE (
DPF) #HEMELZEN, WEEFEHZMMRBELUREMVEHBIAEERRBIABER, FHREHRRE

FAAMEZR#EUY : https://www.dataprivacyframework.gov/,

10. A TRFAn(af Rt A 18 & ) 2

HMERRMTEEMZ 2R, UMLEMEAEARNEL. SREREHM. B
WEE. Lo, BFREEHEHNEANEAMBERRBEEXRBTEMEMNE T, REA,
AOABMEMEERE. WARERERMANETREENEAER, LERIREZRFIH
Ro
BMERIAEXAREEEFARLUEMZENRRA IFERMAEESEHERMVBERLT,
BRI ELE A BB E R REE,

11. FeAM B A AE A A 2

INBBrink’sBBE, HMEREAEFIKENEANERAFRSBUAFZIERN—I2, A
BEFAMEERERBRURBRANREMNEHAEEN, EMFBEXMANREGFRIINER
EENRE, EEEEMOMAERREEDIMURZEZREELEA,
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MR ERBREERNPFANBEAEN, EEEREEALHFNREEAN, SEHMRGEE
MREEGEINZARMRERMMEN, UREMRMAE, RMAKRBENEAETLU
BEHEIERRSHIRTEMIARNRZLENEHREHEE NETER, HTAEMEUAES
BAM T ETT T HEE. &, BHMASRBEREZRNERZ2HRENEAAER,
AEMRET, HMABEATERPRBEMNEAEBARE=F, ENRKATERHEFEMNEEU
EBMuIaes EESRMER L,

12. BB N BEAERAROEAR. BIE. MIBRF0RR HI+EF|

o) S EPNE oL 2

RARELRERTIEZEREEMARGMGNER, EFLUTEF

« FRAMEHEANER (BEBLEHNIRIAMBER") . SEERHWIIHMARTORE
RIEVEAEHRNEIR  TRERMEZEESEZEREYE - RERMRENEBAZNAZTEMA
WEFANBBRERANTE -

« FREERMREFHERGHEANER, EEERAZERFHREFNERENTTATZE
S A EEREREF -

o FERMIBRERBENER, EFEEEAZKIMMBRIBIRORIBEEEEOEANENRER
- WEARBRHPIMBRBREREAEFN - HPERSTE A REEENER (BERT
) e

o REFBMERBREENR (RFARBAFE ETREEHWEANER, MARGETE
ERAEEREHERBEIEE FEE, MREASEEITREERE, RIEFEX, &
HMEEREERENREI VRN IR, ERBFEEETR SAHELEEENE
A&,

o FRIRFNFMREEEHEAER., SEEEHDBRAMLFEEBRCOBAEN - A0
- MRBHERMEEEERMNERERE -
ERUBFRA B EIRESEBinksHEANERERI R —A,

MREHLES - BFE - BELRHEKMRENEAEN - REEBEROBEAER - 35KRK
M ENEAEMNB AERGE ST - FUEEF N Edpo_gdpr@brinksinc.com, i
R 8 RE R B EFE R,

REFHER
MRERACHEANEHEERERENREBZNFERTHRERE, CHRERGEEMER.
TEMBERSHSHRERBEMBEIRN T EREERBIRR.

BEREER

EiRBEEEBAE, SRERMREEEGHEANEARRIBIETS, GEEEREEYZE
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13. BEFHMREE

EMEEd—2ERREE (DPO) BEEEEAREBIVEZHMNESHEMN, MEEHEKEIESE
s HEMEEENEANERANARXEE LR, FEBiE dpo_gdpr@brinksinc.com, AR
BRAEEERERRERENE R EMERR,
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lll. Czech Global Applicant Privacy Policy -Oznameni O
Ochrané Osobnich Udajii Uchazeée

1. Jaky je ucel tohoto dokumentu?

Spolec¢nost Brink's je pfednim svétovym poskytovatelem spravy hotovosti a cennosti,
digitalnich maloobchodnich fesenia sluzeb spravy bankomat(. V ramci oddéleni ndboru
lidskych zdrojli spole¢nosti Brink's jsme zodpovédni za ndbor a vybér novych zaméstnanc( a
dalSi rozvoj a rlist stavajicich zaméstnancU. Kopii tohoto ozndmeni o ochrané osobnich udajl
vam predkladame, protoze se uchazite o praci ve spole¢nosti Brink's nebo v nékteré z jejich
dcefinych spole¢nosti (dale jen ,,Brink's“). Seznamuje vas s tim, jak a pro¢ budou vase osobni
Udaje pouzity, konkrétné pro ucely naboru, a jak dlouho budou obvykle uchovavany.
Spravcem vasich osobnich Udajud je ¢len korporéatni skupiny Brink's, u kterého jste se uchazeli
o zamestnani. Pokud si prejete tyto informace vyzadat, napiste na e-mailovou adresu

dpo_gdpr@brinksinc.com.

2. Zasady ochrany udaju
Budeme dodrzovat zédkony a zasady ochrany osobnich Udajt, coz znamena, Ze vase Udaje
budou:
e Pouzivany zakonné, spravedlivé a transparentné.
e Shromazdovany pouze pro platné ucely, které jsme vam jasné vysvétlili, a nebudou
pouzivany zplisobem, ktery je s témito ucely neslucitelny.
e Relevantni pro Ucely, o kterych jsme vas informovali, a omezené pouze na tyto Ucely.
e Pfesné a aktualizované.
e Uchovavany pouze po dobu nezbytnou pro tGéely, o kterych jsme vas informovali.

e Bezpecné uchovavany.

3. Druh informaci, které o vas uchovavame
V souvislosti s vasi Zddosti o praci u nds budeme shromazdovat, uchovavat a pouzivat
nasledujici kategorie osobnich udaju:

e Informace, které jste nam poskytli ve svém Zivotopise (CV).

e Informace, které jste uvedli v naSem formulafi Zzadosti o zameéstnani, v€etné jména,
pfijmeni, e-mailové adresy, telefonniho &isla, adresy, poStovniho smérovaciho Cisla,
zemé, jazyka (jazyk(), kterym(i) hovofite, pohlavi, pfedchozich zaméstnavatel(l, délky
zameéstnani a souvisejicich pozic, historie vzdélani, diplomU a oboru studia, kvalifikace.

e \eskeré informace, které ndm poskytnete béhem pohovoru nebo jinak v priibéhu
naborového procesu.

e Veskeré informace, které ziskdme ze zdroju tfetich stran, jako jsou reference o
zameéstnani, v souladu s platnymi pravnimi predpisy.

Page 18 of 156



mailto:dpo_gdpr@brinksinc.com

4. Jak se shromazduji vase osobni udaje?
Osobni udaje o uchazecich shromazdujeme z nasledujicich zdroja:
e \ly, uchazed.
e Znaborovych zdrojl tfetich stran, jako je LinkedIn nebo Jobs, Jenprace, Prace,
Atmoskop, PraceZaRohem.
e QOdjinych tfetich stran, véetné referenci o zaméstnani.

5. Jak budeme pouzivat informace o vas

e Osobniudaje, které o vas shromazdime, pouzijeme k:

e Posouzenivasich dovednosti, kvalifikaci a vhodnosti pro pozici, o kterou se

uchazite.Provedeme pfipadné proveéreni minulosti a referenci.

e Komunikaci s vami o naborovém procesu.

e \edenizdznamu souvisejicich s nasimi ndborovymi procesy.

e Dodrzeni pravnich nebo regula¢nich pozadavku.

e Pro ucely diverzity v souladu s platnymi pravnimi predpisy.
Poté, co obdrzime vas Zivotopis a/nebo formular zadosti, zpracujeme tyto informace a
rozhodneme, zda splhujete zakladni pozadavky pro zafazeni do uzsiho vybéru. Pokud ano,
rozhodneme, zda je vaSe Zzadost dostatec¢né silna, abychom vas pozvali na pohovor. Pokud se
rozhodneme pozvat vas k pohovoru, pouzijeme informace, které nam pfi pohovoru
poskytnete, k rozhodnuti, zda vam nabidneme danou pozici. Pokud se rozhodneme vam pozici
nabidnout, miZeme v souladu s platnymi pravnimi pfedpisy provést prislusné provérky a
trestnépravni provérky a ziskat reference.

6. Nas zakonny zaklad pro zpracovani

Pokud platné pravo na ochranu osobnich Udajd vyzaduje zakonny zéaklad pro shromazdovani,
pouzivani a jiné zpracovani vasich osobnich udajd, spole¢nost se pfi zpracovani vasich
osobnich udajl opira o nékolik davodu.

e Uzavreni pracovni smlouvy: V pfipadé vétSiny osobnich Gdajll je zpracovani nezbytné k
tomu, aby Spole¢nost mohla rozhodnout, zda s vami uzavfe pracovni smlouvu, pokud
platné pravni predpisy uzavreni pracovni smlouvy vyzaduiji.

e VyzZaduje to zakon: Za urditych okolnosti, napfiklad pokud uchaze¢ pozada o Upravu
pro zdravotné postizené, je zpracovani nezbytné pro dodrzeni platnych pravnich
predpist.

e Opravnéné zajmy: V pripadech, kdy se neuplatni vySe uvedené dlivody, zpracovavame
vase osobni Udaje, pokud to mUze byt nezbytné k naplnéni nasich opravnénych zajmu
pfi ndboru a zaméstnavani vhodnych pracovnik(l, napfiklad k proplaceni vasich
cestovnich vydajl, pokud cestujete do nasich kancelafi na pracovni pohovor.
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e Souhlas: Pokud se neuplatni zadny z vySe uvedenych zakonnych dvod( pro
zpracovani nebo pokud to vyzaduji platné pravni predpisy, spoléhame se pfi zpracovani
vasich osobnich udaj na vas souhlas.

Pokud budeme potfebovat vas souhlas, pozadame o néj v ramci procesu online zadosti.

Pokud souhlas odmitnete, je mozné, Ze nebudete moci pouzit stranku s online zadosti o
zameéstnani a spole¢nost Brink's vas nebude moci zvazit pro pozici, o kterou se uchazite.
Pokud neposkytnete informace, kdyz jsou pozadovany, nebo poskytnete zfalSované informace,
které jsou nezbytné k tomu, abychom mohli vasi zadost posoudit (napfiklad doklady o
kvalifikaci nebo pracovni historii), nebudeme moci vasi zadost Uspésneé zpracovat.

7. Informace o vasich trestnich odsouzenich, pohlavi a zdravotnim stavu

V zévislosti na pozici, o kterou se u nas uchazite, mdzeme v souladu s platnymi pravnimi
predpisy shromazdovat informace o vasi trestni minulosti, pohlavi a zdravotnim stavu.

e V neékterych zemich jsme ze zakona povinni provést provérku trestniho rejstriku,
abychom se ujistili, Ze ve vasi trestni minulosti neni nic, co by vas €inilo pro danou
pozici nevhodnym.

e Vsouladu s platnymi pravnimi predpisy mazeme zjiStovat daje o vaSem pohlavi pro
Ucely diverzity.

e Vsouladu s platnymi pravnimi predpisy mizeme shromazdovat informace o vasem
zdravotnim stavu za Ucelem posouzeni vasi zpUsobilosti ke sluzbé, feSeni Zadosti o
Upravu v ramci procesu podavani zadosti nebo splnéni zakonem stanovenych
pozadavkl pro pfijimani zaméstnancd.

8. Automatizované rozhodovani

Béhem naborového procesu se na vas nebudou vztahovat rozhodnuti, ktera by na vas méla
vyznamny dopad, zaloZzena na automatizovaném rozhodovani.

9. Sdileni udaju
Pro¢ muzete sdilet mé osobni Gdaje s tfetimi stranami?
Vase osobni udaje budeme sdilet pouze interné a nasledujicim tfetim stranam:
e Pridruzenym spole¢nostem spolec¢nosti Brink's, napfiklad materské nebo dcefiné
spolecnosti, pro ucely naboru a udrzeni talentd.
e Pokud to vyzaduje zakon, napfiklad kdyz reagujeme na soudni obsilky, soudni pfikazy
nebo jiné pravni postupy.
VSichni nasi poskytovatelé sluzeb tfetich stran a dalSi subjekty ve skupiné Brink's jsou povinni
pfijmout vhodna bezpecnostni opatieni k ochrané vasich osobnich udajd v souladu s nasimi
zdsadami. Nasim poskytovateldm sluzeb tfetich stran nedovolujeme pouZivat vase osobni
Udaje pro vlastni ucely. Dovolujeme jim zpracovavat vase osobni Udaje pouze pro stanovené
UcCely a v souladu s nasimi pokyny.
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Mezinarodni prfenosy

Osobni udaje, které o vas shromazdujeme v ramci naborového procesu, mohou byt pfenaseny
a ukladany na naSe servery umisténé v USA a na servery spravované nasimi poskytovateli
naborovych sluzeb, ktefi se rovnéz nachazeji v USA.

Spolec¢nost Brink's a jeji poskytovatelé sluzeb, ktefi zpracovavaji osobni idaje uchazecd,
dodrzuji Rd&mec pro ochranu osobnich Udajd mezi EU a USA (EU-U.S. DPF), Rozsiteni Ramce
pro ochranu osobnich udaji mezi EU a USA ve Spojeném kralovstvi a Rdmec pro ochranu
osobnich Gdajd mezi Svycarskem a USA (Swiss-U.S. DPF), jak je stanovilo Ministerstvo
obchodu USA, pficemz kazdy z téchto dokumentt byl schvélen prislusnym vladnim organem
EU, Spojeného kralovstvi nebo Svycarska jako dokument poskytujici odpovidajici Grove
ochrany predavanych osobnich Uidaji. Chcete-li se dozvédét vice o programu Data Privacy
Framework (DPF) a prohlédnout si nasi certifikaci a nase zasady ochrany osobnich udajd,
navstivte webové stranky Data Privacy Framework: https://www.dataprivacyframework.gov/.

10. Jak budeme chranit vase osobni udaje?

Zavedli jsme vhodna bezpecnostni opatfeni, abychom zabréanili ndhodné ztraté, pouziti nebo
neopravnénému pfistupu k vas§im osobnim adajlim, jejich zméné nebo vyzrazeni. Kromé toho
omezujeme pfistup k vasim osobnim udajlim pouze na ty zaméstnance, zastupce, dodavatele
a dalsi tfeti strany, ktefi maji obchodni potfebu je znat. Ti zpracovavaji vasSe osobni udaje
pouze na zéakladé nasich pokyn( a podléhaji povinnosti ml&enlivosti.

Zavedli jsme postupy pro feseni jakéhokoli podezieni na naruseni bezpecénosti Udajld av
pfipadé, Ze jsme povinni tak ucinit ze zakona, budeme vas a pfislusné regulacni organy o
naruseni bezpecénosti idajd informovat.

11.Jak dlouho budete mé udaje pouzivat?

Pokud vas spolec¢nost Brink's pfijme do pracovniho poméru, stanou se osobni Udaje, které
shromazdime béhem naborového procesu, soucasti vaseho osobniho spisu a mohou byt
pouzity pro spravu pracovniho pomeéru a pro souvisejici u¢ely podavani zprav a vedeni
zdznamdU. Tyto informace budeme uchovéavat po celou dobu trvani vaseho pracovniho poméru
s nami a po dobu nasleduijici, jak je stanoveno v nasich harmonogramech uchovavani
informaci a v platnych pravnich pfedpisech.

Osobni udaje uchazecu, ktefi nebyli pfijati, budeme uchovéavat pouze po dobu povolenou
pfislusnymi pravnimi predpisy. Po tuto dobu uchovavame vase osobni udaje, abychom mohliv
pfipadé pravniho naroku prokazat, Ze jsme uchazece nediskriminovali ze zakdzanych davod( a
Ze jsme nabor provedli spravedlivé a transparentné. Po uplynuti této doby vasSe osobni Gidaje
bezpecné zlikvidujeme v souladu s platnymi zakony a predpisy.

S vasim souhlasem budeme vase osobni idaje uchovavat v nasi databazi talentl po dobu az
tfi let, a to z toho dlvodu, Ze se v budoucnu muze objevit pfilezitost, o které budeme chtit
uvazovat.
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12.Prava na pfistup, opravu, vymaz a omezeni
Vase prava v souvislosti s osobnimi udaji
Za urcitych okolnosti a s vyhradou platnych omezeni a vyjimek mate ze zakona pravo na:

e Pozadat o pristup ke svym osobnim udajiim (bézné znamé jako ,,Zadost o pfistup k
udajim*). To vam umozriuje ziskat kopii osobnich Gdaju, které o vas uchovavame, a
zkontrolovat, zda je zpracovavame v souladu se zakonem, pokud by nase poskytnuti
osobnich udajl nemélo nepfiznivy dopad na prava a svobody jinych osob.

e Pozadat o opravu osobnich udaju, které o vas uchovavame. To vdm umozni opravit
neuplné nebo nepfesné udaje, které o vas mame.

e Pozadat o vymazanivasich osobnich udaji. To vdam umozZniuje pozadat nas o vymazani
nebo odstranéni osobnich udajud, pokud neexistuje Zadny dobry diivod, abychom je
nadale zpracovavali. Mate také pravo nas pozadat o vymazani nebo odstranéni vasSich
osobnich udajl, pokud jste vyuzili svého prava vznést namitku proti zpracovani (viz
nize).

e Vznést namitku proti zpracovanivasich osobnich udajt, pokud se opirame vyhradné o
opravnény zajem (nebo zajem tfeti strany) a existuje néco ve vasi konkrétni situaci, co
vas vede k tomu, Ze chcete vznést namitku proti zpracovani z tohoto dlivodu. Pokud za
téchto okolnosti vznesete namitku, zpracovani vasich osobnich Gdajd bude zastaveno,
ledaZe by existoval naléhavy a zavazny divod pro pokra¢ovani zpracovani nebo by
zpracovani bylo nezbytné pro urceni, uplatnéni nebo obhajobu pravnich narokd.

e Pozadat o omezeni zpracovani svych osobnich Udajd. To vdm umoznuje pozadat nas o
pozastaveni zpracovani vasich osobnich Gdajl, napfiklad pokud chcete, abychom
zjistili jejich pfesnost nebo dlvod jejich zpracovani.

e Pozadat o pfedani vasich osobnich Gdajd v elektronické podobé, které jste spolecnosti
Brink's poskytli, jiné strané.

Pokud chcete zkontrolovat, ovéfit, opravit nebo pozadat o vymazani svych osobnich udaju,
vznést namitku proti zpracovani svych osobnich tdajd nebo pozadat o pfedani kopie svych
osobnich Udaju jiné strané, obratte se pisemné na adresu dpo_gdpr@brinksinc.com. Na
takové zadosti budeme reagovat v souladu s platnymi pravnimi pfedpisy.

Pravo podat stiznost

Pokud se domnivate, Ze vase osobni Udaje byly zpracovany v rozporu s platnymi pravnimi
predpisy o ochrané osobnich udajl, mate pravo podat stiznost u pfislusného dozorového
ufadu v zemi, kde mate bydlisté, kde pracujete nebo kde k udajnému poruseni doslo.

Pravo odvolat souhlas

Kdyz jste se uchazeli o tuto pozici, poskytli jste nam souhlas se zpracovanim vaSich osobnich
Udajl pro ucely naboru. Mate pravo svij souhlas se zpracovanim pro tento tcel kdykoli
odvolat. Chcete-li svlij souhlas odvolat, kontaktujte prosim dpo_gdpr@brinksinc.com.
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Jakékoli odvolani nema vliv na zakonnost zpracovani zaloZzeného na vaSem souhlasu pfed jeho
odvolanim a spole¢nost bude nadale uchovavat osobni Udaje, které jste nam poskytli pred
odvolanim souhlasu, po dobu, kterou povoluji nebo vyzaduji platné pravni predpisy.

13. Povérenec pro ochranu osobnich udajl

Jmenovali jsme povérence pro ochranu osobnich udajd (DPO), ktery dohlizi na dodrzovani
tohoto oznameni o ochrané osobnich udajd. Pokud mate jakékoli dotazy tykajici se tohoto
oznameni o ochrané osobnich Gdajd nebo toho, jak nakladame s vasimi osobnimi udaji,
obratte se na DPO na adrese dpo_gdpr@brinksinc.com. Mate pravo kdykoli podat stiZznost u
Ufadu pro ochranu osobnich Gdaj(l, ktery je ve vasi zemi odpovédny za otazky ochrany
osobnich udaju.
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V. Dutch Global Applicant Privacy Policy - Kennisgeving inzake
privacy van sollicitanten

1. Wat is het doel van dit document?

Brink's is een toonaangevende wereldwijde aanbieder van cash- en waardebeheer, digitale
retailoplossingen, beveiligingsdiensten en beheerde diensten voor geldautomaten. Binnen de
Brink's HR Recruitment afdeling zijn wij verantwoordelijk voor de werving en selectie van
nieuwe medewerkers en de verdere ontwikkeling en groei van huidige medewerkers. U
ontvangt een kopie van deze privacyverklaring omdat u solliciteert bij Brink's of een van haar
aanverwante ondernemingen ("Brink's"). Dit document informeert u over hoe en waarom uw
persoonlijke gegevens zullen worden gebruikt, namelijk voor de doeleinden van het
wervingsproces, en hoe lang deze doorgaans bewaard zullen worden.

De verwerkingsverantwoordelijke van uw persoonlijke gegevens is het lid van de Brink's-
bedrijfsgroep waarbij u hebt gesolliciteerd. Als u deze informatie wilt opvragen, kunt u een e-
mail sturen naar dpo_gdpr@brinksinc.com.

2. Beginselen van gegevensbescherming
Wij zullen voldoen aan de wet- en regelgeving inzake gegevensbescherming en de daarbij
behorende beginselen, wat betekent dat uw gegevens:
e Op eenrechtmatige, eerlijke en transparante manier worden gebruikt.
e Alleen worden verzameld voor geldige doeleinden die duidelijk aan u zijn uitgelegd en
niet op een manier worden gebruikt die onverenigbaar is met die doeleinden.
e Relevante gegevens betreffen voor de doeleinden die wij u hebben medegedeeld en
beperkt zijn tot alleen die doeleinden.
e Nauwkeurig zijn en up-to-date worden gehouden.
e Alleen zo lang worden bewaard als nodig is voor de doeleinden die wij u hebben
medegedeeld.
e \Veilig worden bewaard.

3. Soorten informatie die wij over u bewaren
In verband met uw sollicitatie bij ons, verzamelen, bewaren en gebruiken wij de volgende
categorieén persoonlijke informatie over u:

e Deinformatie die u aan ons hebt verstrekt in uw curriculum vitae (CV).

e Deinformatie die u hebt verstrekt op ons sollicitatieformulier, waaronder uw naam,
achternaam, e-mailadres, telefoonnummer, adres, postcode, land, gesproken
taal/talen, geslacht, vorige werkgevers, duur van het dienstverband en bijbehorende
functies, opleidingsachtergrond, diploma’s en studierichting, vaardigheden, en kopieén
van identificatie- en/of licenties.

e Alle informatie die u tijdens een interview of anderszins tijdens het wervingsproces aan
ons verstrekt.

e Alle informatie die wij van derden ontvangen, zoals arbeidsreferenties of
kredietgeschiedenissen, in overeenstemming met de toepasselijke wetgeving.

Page 24 of 156




4. Hoe wordt uw persoonlijke informatie verzameld?
Wij verzamelen persoonlijke informatie over kandidaten uit de volgende bronnen:
e U, de kandidaat.
e Van externe wervingsbronnen, zoals LinkedIn of Indeed.
e Andere derden, inclusief werkreferenties, achtergrondcontroleproviders,
kredietbureaus, of de overheid, bijvoorbeeld de Disclosure and Barring Service in het
Verenigd Koninkrijk, indien van toepassing.

5. Hoe zullen wij informatie over u gebruiken?
Wij zullen de persoonlijke informatie die wij over u verzamelen gebruiken om:

e Uwvaardigheden, kwalificaties en geschiktheid voor de functie waarop u solliciteert te

beoordelen.

e Achtergrond- en referentiecontroles uit te voeren, indien van toepassing.

e Metute communiceren over het wervingsproces.

e Dossiers met betrekking tot onze aanwervingsprocessen bij te houden.

e Tevoldoen aan wettelijke of reglementaire vereisten.

e Voor diversiteitsdoeleinden, in overeenstemming met de toepasselijke wetgeving.
Na ontvangst van uw CV en/of sollicitatieformulier zullen wij die informatie verwerken om te
beslissen of u aan de basisvereisten voldoet om voor de functie te worden geselecteerd. Als
dat het geval is, zullen wij beoordelen of uw sollicitatie sterk genoeg is om u voor een interview
uit te nodigen. Als we besluiten u voor een interview uit te nodigen, zullen we de informatie die
u tijdens het interview verstrekt gebruiken om te beslissen of we u de functie aanbieden. Als
we besluiten u de functie aan te bieden, kunnen we vervolgens toepasselijke achtergrond- en
strafrechtelijke controles uitvoeren en referenties contacteren, in overeenstemming met de
toepasselijke wetgeving.

6. Onze wettelijke basis voor verwerking

Wanneer toepasselijke gegevensbeschermingswetgeving een wettelijke basis vereist voor het
verzamelen, gebruiken en anderszins verwerken van uw persoonlijke gegevens, beroept het
bedrijf zich op verschillende gronden voor de verwerking van uw persoonlijke informatie.

e Aangaanvan een arbeidsovereenkomst: Voor de meeste persoonlijke informatie is de
verwerking noodzakelijk voor het bedrijf om te bepalen of een arbeidsovereenkomst
met u moet worden aangegaan, waar toepasselijke wetgeving een
arbeidsovereenkomst vereist.

o Wettelijk vereist: In bepaalde omstandigheden, bijvoorbeeld wanneer een sollicitant
om een aanpassing voor een handicap vraagt, zal de verwerking noodzakelijk zijn om te
voldoen aan de toepasselijke wetgeving.

e Legitieme belangen: Wanneer de bovenstaande gronden niet van toepassing zijn,
verwerken wij uw persoonlijke gegevens zoals nodig kan zijn om onze legitieme
belangen na te streven bij het werven en aannemen van geschikt personeel,
bijvoorbeeld om uw reiskosten terug te betalen als u naar ons kantoor reist voor een
sollicitatiegesprek.

e Toestemming: Waar geen van deze wettelijke gronden voor verwerking van toepassing
is of waar de toepasselijke wetgeving dit vereist, vertrouwen wij op uw toestemming om
uw persoonlijke gegevens te verwerken.
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Als we uw toestemming nodig hebben, zullen we hierom vragen als onderdeel van het online
sollicitatieproces. Als u weigert toestemming te geven, kunt u mogelijk de online
sollicitatiepagina niet gebruiken om bij ons te solliciteren en kan Brink’s u mogelijk niet
overwegen voor de functie waarvoor u solliciteert.

7. Informatie over uw strafrechtelijke veroordelingen, geslacht en
gezondheid

Wij kunnen informatie verzamelen over uw strafrechtelijke veroordelingsgeschiedenis,
geslacht en gezondheid, afhankelijk van de functie waarvoor u bij ons solliciteert, in
overeenstemming met de toepasselijke wetgeving.

e In sommige landen zijn wij wettelijk verplicht om strafregistercontroles uit te voeren om
te bevestigen dat er niets in uw strafrechtelijke geschiedenis staat waardoor u
ongeschikt bent voor de functie.

e We kunnen uw geslacht verzamelen voor diversiteitsdoeleinden, in overeenstemming
met de toepasselijke wetgeving.

e We kunnen uw gezondheidsinformatie verzamelen om uw geschiktheid voor de functie
te beoordelen, omin te gaan op een verzoek om aanpassing tijdens het
sollicitatieproces of om te voldoen aan wettelijk verplichte vereisten voor aanwerving,
in overeenstemming met de toepasselijke wetgeving.

8. Geautomatiseerde besluitvorming
U zult tijdens het wervingsproces niet worden onderworpen aan beslissingen die een
significante impact op u hebben op basis van geautomatiseerde besluitvorming.

9. Delen van gegevens
Waarom zou u mijn persoonlijke informatie delen met derden?
Wij zullen uw persoonlijke informatie alleen intern delen, en met de volgende derden:

e Brink's affiliates, zoals een moeder- of dochteronderneming, voor wervingsdoeleinden
en het bijhouden van een talentenpool.

e Dienstverleners, om diensten uit te voeren namens Brink's, zoals opslagproviders om
onze wervingsdatabases te beheren, administratieve dienstverleners om te assisteren
bij het wervingsproces, of andere derden voor de doeleinden van het uitvoeren van
achtergrond-, krediet- en/of strafrechtelijke controles, in overeenstemming met de
toepasselijke wetgeving.

e Waar wettelijk vereist, bijvoorbeeld wanneer wij reageren op dagvaardingen,
gerechtelijke bevelen of andere juridische procedures.

Al onze externe dienstverleners en andere entiteiten in de Brink's-bedrijfsgroep zijn verplicht
om passende veiligheidsmaatregelen te nemen om uw persoonlijke informatie te beschermen
in overeenstemming met ons beleid. Wij staan onze externe dienstverleners niet toe om uw
persoonlijke informatie voor hun eigen doeleinden te gebruiken. We staan hen alleen toe om
uw persoonlijke informatie te verwerken voor specifieke doeleinden en in overeenstemming
met onze instructies.

Internationale overdrachten
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De persoonlijke informatie die we over u verzamelen tijdens het wervingsproces, kan worden
overgedragen naar en opgeslagen op onze servers in de Verenigde Staten en op servers die
worden beheerd door onze wervingsdienstverleners, die zich ook in de Verenigde Staten
bevinden.

Brink’s en haar dienstverleners die persoonlijke informatie van sollicitanten verwerken,
voldoen aan het EU-VS Data Privacy Framework (EU-VS DPF), de UK Extension to the EU-VS
DPF, en het Swiss-VS Data Privacy Framework (Swiss-VS DPF), zoals vastgesteld door het
Amerikaanse ministerie van Handel, die elk zijn goedgekeurd door de relevante EU-, UK- of
Zwitserse overheidsinstantie als zijnde voldoende beschermend voor overgedragen
persoonlijke gegevens. Voor meer informatie over het Data Privacy Framework (DPF)
programma, en om onze certificering en ons Data Privacy Framework Privacy Policy te
bekijken, kunt u de website van het Data Privacy Framework bezoeken:
https://www.dataprivacyframework.gov/.

10. Hoe zullen wij uw persoonlijke gegevens beveiligen?

Wij hebben passende beveiligingsmaatregelen getroffen om te voorkomen dat uw persoonlijke
informatie per ongeluk verloren gaat, op een ongeoorloofde manier wordt gebruikt of
benaderd, gewijzigd of openbaar gemaakt. Daarnaast beperken we de toegang tot uw
persoonlijke informatie tot die werknemers, agenten, aannemers en andere derden die een
zakelijke noodzaak hebben om deze informatie te kennen. Zij zullen uw persoonlijke informatie
alleen volgens onze instructies verwerken en zijn onderworpen aan een geheimhoudingsplicht.
Wij hebben procedures ingesteld om om te gaan met vermoedelijke inbreuken op de
beveiliging van gegevens en zullen u en de toepasselijke toezichthouder op de hoogte stellen
van een gegevensinbreuk waar wij wettelijk verplicht zijn dit te doen.

11. Hoe lang zullen wij uw informatie gebruiken?

Als Brink’s u in dienst neemt, zullen de persoonlijke gegevens die wij tijdens het
wervingsproces verzamelen deel gaan uitmaken van uw personeelsdossier en kunnen ze
worden gebruikt om de arbeidsrelatie te beheren en voor gerelateerde rapportage- en
registratie-doeleinden. Wij zullen deze informatie bewaren voor de gehele duur van uw
arbeidsrelatie met ons en voor de periode daarna, zoals gedefinieerd door onze
retentieschema's en de toepasselijke wetgeving.

Wij bewaren persoonlijke informatie van sollicitanten die niet worden aangenomen alleen
zolang als toegestaan door de toepasselijke wetgeving of gedurende twee jaar nadat wij u onze
beslissing hebben meegedeeld over of u voor de functie bent aangenomen, afhankelijk van wat
korter is. Wij bewaren uw persoonlijke informatie voor die periode zodat we kunnen aantonen,
in het geval van een juridische claim, dat we kandidaten niet hebben gediscrimineerd op
verboden gronden en dat we de wervingsprocedure op een eerlijke en transparante manier
hebben uitgevoerd. Na deze periode zullen wij uw persoonlijke gegevens veilig vernietigen in
overeenstemming met de toepasselijke wetten en voorschriften.

Met uw toestemming zullen wij uw persoonlijke gegevens gedurende maximaal drie jaar in
onze talentenpool bewaren, op basis van het feit dat er in de toekomst een mogelijkheid kan
ontstaan en wij u wellicht willen overwegen voor die mogelijkheid.

12. Rechten van toegang, correctie, verwijdering en beperking
Uw rechten in verband met persoonlijke informatie
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https://www.dataprivacyframework.gov/

Onder bepaalde omstandigheden en onderhevig aan toepasselijke beperkingen en
uitzonderingen, hebt u volgens de wet het recht om:

e Toegang tot uw persoonlijke informatie te vragen (ook wel bekend als een "verzoek om
inzage van gegevens"). Dit stelt u in staat een kopie van de persoonlijke informatie die
wij over u hebben te ontvangen en te controleren of wij deze rechtmatig verwerken,
zolang het verstrekken van de persoonlijke informatie de rechten en vrijheden van
anderen niet nadelig beinvloedt.

e Correctie van de persoonlijke informatie die wij over u hebben te verzoeken. Dit stelt u
in staat om onvolledige of onjuiste informatie die wij over u hebben, te laten corrigeren.

e Verwijdering van uw persoonlijke informatie te verzoeken. Dit stelt u in staat ons te
vragen om persoonlijke informatie te wissen of te verwijderen wanneer er geen goede
reden is om deze te blijven verwerken. U hebt ook het recht om ons te vragen uw
persoonlijke informatie te wissen of te verwijderen wanneer u uw recht hebt
uitgeoefend om bezwaar te maken tegen de verwerking (zie hieronder).

e Bezwaar te maken tegen de verwerking van uw persoonlijke informatie wanneer wij
uitsluitend vertrouwen op een legitiem belang (of dat van een derde partij) en eriets is
aan uw specifieke situatie dat u ertoe brengt bezwaar te maken tegen verwerking op
deze grond. Als u in deze omstandigheden bezwaar maakt, wordt de verwerking van uw
persoonlijke gegevens stopgezet, tenzij er een dwingende, dwingende reden is om de
verwerking voort te zetten of de verwerking noodzakelijk is om juridische claims vast te
stellen, uit te oefenen of te verdedigen.

e De beperking van de verwerking van uw persoonlijke informatie te verzoeken. Dit stelt u
in staat ons te vragen de verwerking van persoonlijke informatie over u op te schorten,
bijvoorbeeld als u wilt dat wij de juistheid of de reden voor de verwerking vaststellen.

e Verzoek om de overdracht van uw persoonlijke informatie in elektronische vorm die u
aan Brink's hebt verstrekt aan een andere partij.

Als u uw persoonlijke informatie wilt bekijken, verifiéren, corrigeren of verzoeken om
verwijdering ervan, bezwaar wilt maken tegen de verwerking van uw persoonlijke gegevens, of
wilt verzoeken dat wij een kopie van uw persoonlijke informatie naar een andere partij
overdragen, neem dan schriftelijk contact op met dpo_gdpr@brinksinc.com. Wij zullen op
dergelijke verzoeken reageren in overeenstemming met de toepasselijke wetgeving.

Recht om een klacht in te dienen

Als u van mening bent dat uw persoonlijke gegevens zijn verwerkt in strijd met de toepasselijke
wetgeving inzake gegevensbescherming, hebt u het recht om een klacht in te dienen bij de
bevoegde toezichthoudende autoriteit in het land waar u woont, waar u werkt of waar de
vermeende schending heeft plaatsgevonden.

Recht om toestemming in te trekken

Toen u solliciteerde naar deze functie, hebt u toestemming gegeven voor de verwerking van uw
persoonlijke gegevens voor de doeleinden van de wervingsprocedure. U hebt het recht om uw
toestemming voor die verwerking op elk moment in te trekken. Om uw toestemming in te
trekken, kunt u contact opnemen met dpo_gdpr@brinksinc.com. Intrekking van uw
toestemming heeft geen invloed op de rechtmatigheid van de verwerking die is gebaseerd op
uw toestemming voordat deze werd ingetrokken, en het bedrijf zal de persoonlijke informatie
die u ons hebt verstrekt voordat u uw toestemming introk, blijven bewaren zolang als
toegestaan of vereist door de toepasselijke wetgeving.
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13. Gegevensbeschermingsfunctionaris

Wij hebben een functionaris voor gegevensbescherming (DPO) aangesteld om toezicht te
houden op de naleving van deze privacyverklaring. Als u vragen hebt over deze
privacyverklaring of over hoe wij met uw persoonlijke gegevens omgaan, kunt u contact
opnemen met de DPO via dpo_gdpr@brinksinc.com. U hebt het recht om op elk moment een
klacht in te dienen bij de Gegevensbeschermingsautoriteit die verantwoordelijk is voor
gegevensbeschermingskwesties in uw land.
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V. English Global Applicant Privacy Policy

1. What is the purpose of this document?

Brink’s is a leading global provider of cash and valuables management, digital retail solutions,
guarding services, and ATM managed services. Within the Brink’s HR Recruitment department,
we are responsible for the recruitment and selection of new employees and the further
development and growth of current employees. You are being presented with a copy of this
privacy notice because you are applying for work for the Brink’s Company or one of its
corporate affiliates (“Brink’s"). It makes you aware of how and why your personal data will be
used, namely for the purposes of the recruitment exercise, and how long it will usually be
retained for.

The data controller of your personal data is the Brink’s corporate group member to which you
have applied for a job. If you wish to request this information, please e-mail
dpo_gdpr@brinksinc.com.

2. Data protection principles
We will comply with data protection law and principles, which means that your data will be:
e Used lawfully, fairly and in a transparent way.
e Collected only for valid purposes that we have clearly explained to you and not used in
any way that is incompatible with those purposes.
e Relevant to the purposes we have told you about and limited only to those purposes.
e Accurate and kept up to date.
e Keptonly as long as necessary for the purposes we have told you about.
o Keptsecurely.

3. The kind of information we hold about you

In connection with your application for work with us, we will collect, store, and use the
following categories of personal information about you:

e The information you have provided to us in your curriculum vitae (CV).

e The information you have provided on our application form, including name, family
name, e-mail address, telephone number, address, postal code, country, language(s)
spoken, gender, previous employers, duration of employment, and associated
positions, education history, diplomas, and field of study, skillsets, and copies of
identification and/or license(s).

e Anyinformation you provide to us during an interview or otherwise in the course of the
recruiting process.

e Anyinformation we receive from third-party sources, such as employment references
or credit histories, in accordance with applicable law.
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4. How is your personal information collected?
We collect personal information about candidates from the following sources:
e You, the candidate.
e From third-party recruitment resources, such as LinkedIn or Indeed.
e Other third parties, including job references, background check providers, credit
agencies, or the government, for instance the Disclosure and Barring Service in the UK,
where applicable.

5. How we will use information about you

We will use the personal information we collect about you to:

e Assess your skills, qualifications, and suitability for the role you are applying.

e Carry out background and reference checks, where applicable.

e Communicate with you about the recruitment process.

e Keep records related to our hiring processes.

e Comply with legal or regulatory requirements.

e Fordiversity purposes, in accordance with applicable law.
Having received your CV and/or your application form, we will then process that information to
decide whether you meet the basic requirements to be shortlisted for the role. If you do, we will
decide whether your application is strong enough to invite you for an interview. If we decide to
call you for an interview, we will use the information you provide to us at the interview to decide
whether to offer you the role. If we decide to offer you the role, we may then run applicable
background and criminal checks, and we may contact references, in accordance with
applicable law.

6. Our lawful basis for processing

Where applicable data protection law requires a lawful basis for collecting, using and
otherwise processing your personal data, the Company relies on several grounds for
processing your personalinformation.

e Enter an Employment Agreement: For most personal information, the processing is

necessary for the Company to determine whether to enter into an employment
agreement with you where applicable law requires an employment agreement.
e Regquired By Law: In certain circumstances, for example, where an applicant requests

an accommodation for a disability, the processing will be required to comply with
applicable law.
e Legitimate Interests: Where the grounds above do not apply, we process your

personal data as may be necessary to pursue our legitimate interests in recruiting and
hiring suitable personnel, for example, to reimburse your travel expenses if you travel to
our offices for ajob interview.
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e Consent: Where none of these lawful grounds for processing listed above is applicable
or where applicable law requires it, we rely on your consent to process your personal
data.

If we require your consent, we will request it as part of the online application process. If you
decline to consent, you may not be able to use the online application page to apply with us,
and Brink’s may not be able to consider you for the position for which you are applying.

If you fail to provide information when requested or provide falsified information, which is
necessary for us to consider your application (such as evidence of qualifications or work
history), we will not be able to process your application successfully.

7. Information about your criminal convictions, gender, and health
We may collect information about your criminal conviction history, gender, and health
depending on the role you apply for with us, in accordance with applicable law.

e In some countries, we are legally required to carry out criminal records checks to
confirm there is nothing in your criminal convictions history which makes you
unsuitable for the role.

e We may collect your gender for diversity purposes, in accordance with applicable law.

e We may collect your health information for the purpose of evaluating your fitness for
duty, to address a request for accommodation in the application process, or to meet
legally mandated requirements for hiring, in accordance with applicable law.

8. Automated decision-making

You will not be subject to decisions that will have a significant impact on you based on
automated decision-making during the recruiting process.

9. Data sharing
Why might you share my personal information with third parties?
We will only share your personal information internally, and to the following third parties:

e Brink’s Affiliates, such as a parent or subsidiary company, for recruiting purposes and
maintaining a talent pool.

e Service Providers, to perform services on Brink’s behalf, such as storage providers to
manage our recruiting databases, administrative service providers to assist in the
recruiting process, or other third parties for the purposes conducting background,
credit, and/or criminal checks, in accordance with applicable law.

e Where Required by Law, such as when we respond to subpoenas, court orders, or
other legal process.

All our third-party service providers and other entities in the Brink’s corporate group are
required to take appropriate security measures to protect your personal information in line
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with our policies. We do not allow our third-party service providers to use your personal
information for their own purposes. We only permit them to process your personal information
for specified purposes and in accordance with our instructions.

International Transfers

The personal information that we collect about you in the recruitment process may be
transferred to, and stored on, our servers located in the U.S., and on servers maintained by our
recruitment service providers which also in the United States.

Brink’s and its service providers which process applicants’ personal information comply with
the EU-U.S. Data Privacy Framework (EU-U.S. DPF), the UK Extension to the EU-U.S. DPF, and
the Swiss-U.S. Data Privacy Framework (Swiss-U.S. DPF) as set forth by the U.S. Department of
Commerce, each of which has been approved by the relevant EU, UK, or Swiss government
authority as providing an adequate level of protection for transferred personal data. To learn
more about the Data Privacy Framework (DPF) program, and to view our certification and our
Data Privacy Framework Privacy Policy, please visit the Data Privacy Framework website:
https://www.dataprivacyframework.gov/.

10. How will we safeguard your personal data?

We have put in place appropriate security measures to prevent your personal information from
being accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In
addition, we limit access to your personal information to those employees, agents, contractors
and other third parties who have a business need-to-know. They will only process your
personal information on our instructions and they are subject to a duty of confidentiality.

We have put in place procedures to deal with any suspected data security breach and will
notify you and any applicable regulator of a data breach where we are legally required to do so.

11.How long will you use my information for?

If Brink’s hires you, the personal information that we collect during the recruiting process will
become part of your personnel file and may be used to administer the employment
relationship and for related reporting and recordkeeping purposes. We will retain this
information for the entire duration of your employment relationship with us and for the period
thereafter as defined by our retention schedules and applicable law.

We will retain personal information of applicants that are not hired only for as long as
permitted by applicable law or for two years after we have communicated to you our decision
about whether to appoint you to the role, whichever is shorter. We retain your personal
information for that period so that we can show, in the event of a legal claim, that we have not
discriminated against candidates on prohibited grounds and that we have conducted the
recruitment exercise in a fair and transparent way. After this period, we will securely destroy
your personal information in accordance with applicable laws and regulations.

Page 33 of 156




With your consent, we will retain your personal information in our talent pool for up to three

years, on the basis that a future opportunity may arise in future and we may wish to consider

you for that.

12.Rights of access, correction, erasure, and restriction

Your rights in connection with personal information

Under certain circumstances and subject to applicable limitations and exceptions, by law you
have the right to:

Request access to your personal information (commonly known as a "data subject
access request"). This enables you to receive a copy of the personal information we
hold about you and to check that we are lawfully processing it, as long as our providing
the personal information would not adversely affect the rights and freedoms of others.
Request correction of the personal information that we hold about you. This enables
you to have any incomplete or inaccurate information we hold about you corrected.
Request erasure of your personal information. This enables you to ask us to delete or
remove personal information where there is no good reason for us continuing to
process it. You also have the right to ask us to delete or remove your personal
information where you have exercised your right to object to processing (see below).
Object to processing of your personal information where we are relying solely on a
legitimate interest (or those of a third party) and there is something about your
particular situation which makes you want to object to processing on this ground. If you
do object in these circumstances, the processing of your personal information will be
stopped unless there is an overriding, compelling reason to continue the processing or
the processing is necessary to establish, pursue or defend legal claims.

Request the restriction of processing of your personal information. This enables you
to ask us to suspend the processing of personal information about you, for example if
you want us to establish its accuracy or the reason for processing it.

Request the transfer of your personal information in electronic form that you provided
to Brink’s to another party.

If you want to review, verify, correct or request erasure of your personal information, object to

the processing of your personal data, or request that we transfer a copy of your personal

information to another party, please contact dpo_gdpr@brinksinc.com in writing. We will

respond to such requests in accordance with applicable law.

Right to Lodge a Complaint
If you believe your personal data has been processed in violation of applicable data protection

law, you have the right to lodge a complaint with the competent supervisory authority in the

country where you reside, where you work, or where the alleged violation occurred.
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Right to withdraw consent

When you applied for this role, you provided consent to us processing your personal
information for the purposes of the recruitment exercise. You have the right to withdraw your
consent for processing for that purpose at any time. To withdraw your consent, please contact
dpo_gdpr@brinksinc.com. Any withdrawal shall not affect the lawfulness of processing based
on your consent before its withdrawal, and Company will continue to retain the personal
information that you provided us before you withdrew your consent for as long as allowed or
required by applicable law.

13. Data protection officer

We have appointed a data protection officer (DPQO) to oversee compliance with this privacy
notice. If you have any questions about this privacy notice or how we handle your personal
information, please contact the DPO at dpo_gdpr@brinksinc.com. You have the right to make a
complaint at any time to the Data Protection Agency who is responsible for data protection
issues in your country.
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VI. Estonian Applicant Privacy Policy - Kandideerija
Pprivaatsusteade

1. Mis on selle dokumendi eesmark?

Brink’s on juhtiv Uleilmne sularaha ja vaarisesemete haldamise, jaemuugi digilahenduste,
valveteenuste ning sularahaautomaatide haldusteenuste pakkuja. Me vastutame Brink’si
varbamisosakonnas uute todtajate palkamise ja valimise ning praeguste tootajate edasise
arengu ja kasvu eest. Saite siinse privaatsusteate seeparast, et te kandideerite todle Brink’si
ettevottesse voi selle tltarettevottesse (edaspidi: Brink’si ettevote). Teates kirjeldatakse,
kuidas ja miks teie isikuandmeid kasutatakse (eelkdige varbamise eesmargil) ning kui kaua
neid tavaliselt sailitatakse.

Teie isikuandmete vastutav todtleja on selle Brink’si kontserni liige, kuhu te kandideerisite. Kui
te soovite seda teavet saada, saatke e-kiri aadressile dpo_gdpr@brinksinc.com.

2. Andmekaitsepohimotted
Me jargime andmekaitseseaduseid ja -pohimébtteid, mis tdhendab, et teie andmeid:
e kasutatakse seaduslikult, diglaselt ja labipaistvalt;
e kogutakse ainult digustatud eesmarkidel, mida oleme teile arusaadavalt selgitanud,
ega kasutata viisil, mis on nende eesmarkidega vastuolus;
e kasutatakse ainult eesmarkidel, millest oleme teile raakinud;
e sailitatakse tapse ja ajakohasena;
e sailitatakse ainult nii kaua, kui see on vajalik eesmarkide jaoks, millest oleme teile
teada andnud;
e séilitatakse turvaliselt.

3. Milliseid andmeid me teie kohta sailitame?
Me kogume, salvestame ja kasutame teie kohta jargmisi isikuandmeid, mis on seotud teie
kandideerimisega meie juurde:

e andmed, mille olete meile esitanud oma elulookirjelduses (CV-s);

e andmed, mille olete esitanud meie kandideerimisvormil, sealhulgas ees- ja
perekonnanimi, e-posti aadress, telefoninumber, aadress, sihtnumber, riik,
kdneldav(ad) keel(ed), sugu, varasemad td6andjad, todsuhte kestus ja seotud
ametikohad, haridus, diplomid ja 6ppevaldkond, oskused ning isikutunnistuse ja/voi
litsentsi(de) koopiad;

e teave, mida te esitate meile todvestlusel voi muul viisil varbamisprotsessi jooksul;

e teave, mida me saame kolmandatelt isikutelt, nditeks soovituskirjad voi krediidiajalugu,
kooskdlas kehtivate digusaktidega.
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4. Kuidas teie isikuandmeid kogutakse?

Me kogume kandidaatide kohta isikuandmeid jargmistest allikatest:

teilt kui kandidaadilt;

kolmandate isikute varbamisressurssidest, naiteks LinkedInist voi Indeedist;
muudelt kolmandatelt isikutelt, sealhulgas varasemad to6dandjad,
taustakontrolliteenuse pakkujad, krediidiasutused vdi valitsus, naiteks
Uhendkuningriigi avalikustatud teabe ja piirangute teenistus (Disclosure and Barring
Service), kui see on asjakohane.

5. Kuidas me teie teavet kasutame?

Me kasutame teie kohta kogutud isikuandmeid selleks, et:

hinnata teie oskusi, kvalifikatsiooni ja sobivust ametikohale, kuhu te kandideerite;
kontrollida soovitusi ja teha vajaduse korral taustakontrolli;

suhelda teiega varbamisprotsessi kaigus;

pidada arvestust meie varbamisprotsesside kohta;

taita digus- ja regulatiivnéudeid;

taita mitmekesisuse eesmarke kooskdlas kohaldatava digusega.

Kui oleme saanud teie CV ja/voi kandideerimisavalduse, to6tleme seda teavet, et otsustada,

kas te taidate péhinduded jargmisse kandideerimisvooru saamiseks. Kui jah, siis otsustame,

kas teie avaldus on piisavalt tugev, et kutsuda teid toovestlusele. Kui me otsustame teid

vestlusele kutsuda, kasutame teavet, mida te vestluse kaigus esitate, et otsustada, kas

pakkuda teile t66d. Kui me otsustame teile t66d pakkuda, siis vbime kooskdlas kehtivate

digusaktidega kontrollida teie tausta ja teha paringu karistusregistrisse ning votta Uhendust

soovitajatega.

6. Tootlemise Oiguslik alus

Kui andmekaitseseaduses on teie isikuandmete kogumiseks, kasutamiseks ja muul viisil

tootlemiseks ndutud diguslikku alust, on ettevottel teie isikuandmete td6tlemiseks mitu alust.

Toolepingu solmimine: enamikku isikuandmeid toddeldakse selleks, et ettevote saaks

otsustada, kas s6lmida teiega to6leping, kui kohaldatavates digusaktides ndutakse
toolepingut.

Seadustes noutud: mdnes olukorras, naiteks kui kandideerija taotleb puude tottu

kohandusi, peab t66tlemine olema kooskdlas kohaldatava digusega.

6igustatud huvi: kui eespool nimetatud alused ei kehti, tootleme teie isikuandmeid,
kui see vdib olla vajalik meie digustatud huvides sobivate tootajate varbamisel ja
toolevotmisel, naiteks teie sdidukulude huvitamiseks, kui te sdidate meie kontorisse
toovestlusele.

Nousolek: kui kohaldada ei saa Uhtki Ulaltoodud 6iguslikku alust voi kui kohaldatavates
seadustes seda ndutakse, tugineme isikuandmete t66tlemisel teie ndusolekule.
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Kui me vajame teie ndusolekut, kiisime seda veebipdhise kandideerimisprotsessi kaigus. Kui
te ndusoleku andmisest keeldute, voib juhtuda, et te ei saa veebipdhist kandideerimislehte
kasutada ja Brink’s ei saa teie avaldust vastu votta.

Kui te ei esita oma avalduse lAbivaatamiseks vajalikke andmeid (naiteks kvalifikatsiooni ja
to6okaigu kinnitus) voi esitate vdltsitud andmed, ei saa me teie avaldust toddelda.

7. Kriminaalkaristuste, soo ja tervisega seotud teave
Me vbime kooskdlas kohaldatavate digusaktidega koguda teavet teie kriminaalkaristuste, soo
ja tervise kohta olenevalt sellest, millisele ametikohale te kandideerite.

e Mbdnesriigis oleme seadusega kohustatud kontrollima karistusregistrit, veendumaks, et
teie kriminaalkaristuste ajaloos ei ole midagi, mis muudaks teid ametikoha jaoks
sobimatuks.

e Mevdime koguda teavet teie soo kohta mitmekesisuse eesmargil kooskdlas
kohaldatava digusega.

e Me vdime koguda teie terviseandmeid, et hinnata teie td6sobivust, vastata
kandideerimisprotsessi kohandamise taotlusele voi taita seadusjargseid
toolevotundudeid kooskdlas kehtivate digusaktidega.

8. Automatiseeritud otsuste tegemine

Varbamisprotsessi kdigus ei tehta teie suhtes automatiseeritud otsuseid, mis moéjutaksid teid
oluliselt.

9. Andmete jagamine
Mis eesmargil voite minu isikuandmeid kolmandate isikutega jagada?
Me jagame teie isikuandmeid ainult enda asutuse sees ja jargmistele kolmandatele isikutele:

e Brink’si tutarettevotetele varbamise eesmargil ja talendibaasi haldamiseks;

e teenusepakkujatele, kes osutavad Brink’si nimel teenuseid, naiteks salvestusruumi
pakkujad, kes haldavad meie varbamisandmebaase, haldusteenuse pakkujad, kes
abistavad meid varbamisprotsessis, voi muud kolmandad isikud tausta-, krediidi- ja/voi
karistusregistriandmete kontrollimise eesmargil kooskdlas kohaldatavate
Oigusaktidega;

e kui see on seadustes néutud, naiteks selleks, et tegeleda kohtukutse, -maaruse voi
muu kohtumenetlusega.

Koik meie kolmandatest isikutest teenusepakkujad ja muud Brink’si kontserni kuuluvad
Uksused on kohustatud vétma asjakohaseid turvameetmeid, et kaitsta teie isikuandmeid
kooskdlas meie eeskirjadega. Me ei luba kolmandatest isikutest teenusepakkujatel kasutada
teie isikuandmeid nende oma eesmarkidel. Me lubame neil teie isikuandmeid toddelda Uksnes
kindlaksméaaratud eesmarkidel ja meie juhiste jargi.

Rahvusvaheline edastamine
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Isikuandmed, mida me teie kohta varbamisprotsessi kdigus kogume, voidakse edastada ja
salvestada meie ning meie varbamisteenuse pakkujate serveritesse, mis asuvad USAs.
Brink’s ja selle teenusepakkujad, kes tootlevad kandideerijate isikuandmeid, jargivad ELi-USA
andmekaitseraamistikku (EU-U.S. DPF), ELi-USA andmekaitseraamistiku Uhendkuningriigi
laiendust ning Sveitsi-USA andmekaitseraamistikku (Swiss-U.S. DPF), nagu on satestanud USA
kaubandusministeerium. Iga raamistiku on heaks kiitnud asjaomane ELi, Uhendkuningriigi voi
Sveitsi valitsusasutus, et edastatavad isikuandmed oleks piisavalt kaitstud. Lisateavet
andmekaitseraamistiku (DPF) programmi kohta ning meie sertifitseerimise ja
andmekaitseraamistiku privaatsuspohimaotete kohta leiate andmekaitseraamistiku veebisaidilt
https://www.dataprivacyframework.gov/.

10. Kuidas me teie isikuandmeid kaitseme?

Oleme kehtestanud asjakohased turvameetmed, et ennetada teie isikuandmete juhuslikku
kaotsiminekut, kasutamist voi loata juurdepaasu teie andmetele, samuti nende muutmist voi
avalikustamist. Lisaks saavad teie isikuandmetega tutvuda Uksnes need todtajad, esindajad,
todvotjad ja muud kolmandad isikud, kellel on vaja nende andmetega kursis olla. Nad
tootlevad teie isikuandmeid Uksnes teie juhiste kohaselt ja kohustuvad jargima
konfidentsiaalsusndudeid.

Me oleme kehtestanud protsessid, et tegeleda iga isikuandmetega seotud rikkumisega, ning
teavitame rikkumisest teid ja kdiki asjakohaseid reguleerivaid asutusi, kui me oleme selleks
seaduslikult kohustatud.

11. Kui kaua te minu andmeid kasutate?

Kui Brink’s vdtab teid tdole, lisatakse varbamisprotsessi kdigus kogutud isikuandmed teie
personalitoimikusse ja neid voidakse kasutada to6suhte haldamiseks ning sellega seotud
aruandluseks ja arvestuse pidamiseks. Me séilitame andmeid kogu teie td6suhte ja sellele
jargneva aja jooksul, nagu on maaratletud meie sailitamisgraafikutes ning kohaldatavates
seadustes.

Sailitame mittevarvatud kandideerijate isikuandmeid ainult nii kaua, kui see on lubatud
kohaldatavas diguses, voi kaks aastat parast seda, kui oleme teavitanud teid oma
varbamisotsusest, olenevalt sellest, kumb ajavahemik on lUhem. Me séailitame selle aja
jooksul teie isikuandmeid, naitamaks digusndude korral, et me ei ole kandideerijaid keelatud
pbéhjustel diskrimineerinud ning et me oleme varbamistoimingu korraldanud diglaselt ja
labipaistvalt. Parast seda ajavahemikku havitame teie isikuandmed turvaliselt kooskdlas
kehtivate seaduste ja maarustega.

Teie nousolekul sailitame teie isikuandmeid meie talendibasseinis kuni kolm aastat, lahtudes
sellest, et tulevikus voib vabaneda uus ametikoht, mida me voime teile kandideerimiseks
soovitada.
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12. Oigus andmetega tutvuda, neid parandada, kustutada ja to6tlemist
piirata

Isikuandmetega seotud digused

Kindlates olukordades ning kohaldatavaid piiranguid ja erandeid arvestades on teil jargmised

seadusjargsed digused:

e Odigus oma isikuandmetega tutvuda (tuntud kui andmesubjekti juurdepaasutaotlus).
See annab teile voimaluse taotleda koopiat oma isikuandmetest ja kontrollida, kas me
tootleme andmeid seaduslikult, tingimusel et isikuandmete esitamine ei kahjusta teiste
Oigusi ega vabadusi;

e noudaoma isikuandmete parandamist. Seelabi saate nduda, et kdik teid puudutavad
ebadiged voi mittetaielikud andmed parandataks;

e nouda oma isikuandmete kustutamist. See voimaldab teil nbuda oma isikuandmete
kustutamist véi eemaldamist, kui meil ei ole mojuvat pdhjust jatkata nende t6otlemist.
Samuti on teil 6igus nduda oma isikuandmete kustutamist voi eemaldamist, kui olete
edukalt kasutanud oma digust esitada vastuvaiteid nende td6tlemisele (vt allpool);

e esitada vastuvaiteid isikuandmete to6tlemisele, kui me tugineme ainult digustatud
huvile (voi kolmanda isiku digustatud huvile) ja miski teie konkreetses olukorras tekitab
teis soovi esitada vastuvaiteid isikuandmete tootlemisele sellel alusel. Kui te esitate
sellises olukorras vastuvaite, ldpetatakse teie isikuandmete tootlemine, valja arvatud
juhul, kui to6tlemise jatkamiseks on olemas esmajarguline ja mojuv pdhjus voi kui
t6otlemine on vajalik selleks, et esitada, menetleda vdi kaitsta digusndudeid;

e noudaoma isikuandmete tootlemise piiramist. See voimaldab teil n6uda
isikuandmete tootlemise peatamist, naiteks juhul, kui soovite, et selgitaksime valja
andmete tapsuse voi nende tdotlemise pdhjuse;

e nouda, etisikuandmed, mis te olete Brink’sile elektroonilisel kujul esitanud,
edastataks kolmandale isikule.

Kui soovite oma isikuandmed labi vaadata, neid kontrollida, parandada, taotleda nende
kustutamist, esitada vastuvaiteid nende t6otlemisele vdi paluda, et edastaksime teie
isikuandmete koopia moénele teisele isikule, siis kirjutage aadressil dpo_gdpr@brinksinc.com.
Vastame sellistele taotlustele kooskdlas kohaldatava digusega.

Oigus esitada kaebus

Kui te usute, et teie isikuandmete tootlemisel on rikutud kohaldatavat andmekaitseseadust, on
teil 6igus esitada kaebus selle riigi padevale jarelevalveasutusele, kus te elate, kus te todtate
voi kus vaidetav rikkumine toimus.

Oigus nousolek tagasi votta
Sellele ametikohale kandideerides andsite meile ndusoleku tdodelda teie isikuandmeid
varbamise eesmargil. Teil on digus sellel eesmargil todtlemiseks antud ndusolek igal ajal
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tagasi votta. Kui soovite oma ndusoleku tagasi votta, siis kirjutage aadressil
dpo_gdpr@brinksinc.com. Nousoleku tagasivotmine ei mojuta enne tagasivotmist toimunud
t6otlemise seaduslikkust ja ettevdte jatkab enne ndusoleku tagasivotmist esitatud
isikuandmete sailitamist nii kaua, kui see on kohaldatavas diguses lubatud vdi néutud.

13. Andmekaitseametnik

Oleme nimetanud ametisse andmekaitseametniku, kelle tlesanne on jalgida selle
privaatsusteate taitmist. Kui teil on privaatsusteate voi isikuandmete to6otlemise kohta
kisimusi, votke Uhendust andmekaitseametnikuga aadressil dpo_gdpr@brinksinc.com. Teil on
Oigus esitada igal ajal kaebus andmekaitseametile, kes vastutab andmekaitseklisimuste eest
teie riigis.
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Vil. French Global Applicant Privacy Policy - Avis de
Confidentialité du Candidat

1. Quel est l'objectif de ce document ?

Brink's est l'un des principaux fournisseurs mondiaux de services de gestion des espéces et
des objets de valeur, de solutions numériques pour les commerces, de services de
gardiennage et de services de gestion des ATM. Au sein du service de recrutement des
ressources humaines de Brink's, nous sommes responsables du recrutement et de la
sélection des nouveaux collaborateurs, ainsi que du développement et de la croissance des
collaborateurs actuels. Cet avis de confidentialité vous est présenté parce que vous postulez a
un emploi au sein de la société Brink's ou de l'une de ses sociétés affiliées ("Brink's"). Il vous
indique comment et pourquoi vos données personnelles seront utilisées, a savoir aux fins de
l'exercice de recrutement, et pendant combien de temps elles seront généralement
conservées.

Le responsable du traitement de vos données personnelles est le membre du groupe Brink's
aupres duquel vous avez postulé. Si vous souhaitez obtenir ces informations, veuillez envoyer
un courriel a dpo_gdpr@brinksinc.com.

2. Principes de protection des données
Nous nous conformons a la législation et aux principes relatifs a la protection des données, ce
qui signifie que vos données sont conservées :
e Utilisées de maniere légale, équitable et transparente.
e Collectées uniguement a des fins que nous vous avons clairement expliquées et non
utilisées d'une maniere incompatible avec ces fins.
e Pertinentes par rapport aux objectifs que nous vous avons communiqués et limitées
uniguement a ces objectifs.
e Précisées et mises ajour.
e Conservées uniquement le temps nécessaire aux fins que nous vous avons indiquées.
e Conservées en toute sécurité.

3. Le type d'informations que nous détenons sur vous
Dans le cadre de votre candidature a un emploi chez nous, nous collecterons, conserverons et
utiliserons les catégories suivantes d'informations personnelles vous concernant :

e Lesinformations que vous nous avez fournies dans votre curriculum vitae (CV).

e Lesinformations que vous avez fournies dans notre formulaire de candidature,
notamment vos nom et prénom, votre nom de famille, votre adresse électronique, votre
numéro de téléphone, votre adresse, votre code postal, votre pays, la ou les langues
parlées, votre sexe, vos précédents employeurs, la durée de votre emploi et les postes
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occupés, votre parcours scolaire, vos diplémes et votre domaine d'études, vos
compétences, ainsi que les copies de vos pieces d'identité et/ou de votre ou vos
permis.

Toute information que vous nous fournissez lors d'un entretien ou dans le cadre du
processus de recrutement.

Toute information que nous recevons de sources tierces, telles que des références
professionnelles ou des antécédents de crédits, conformément a la législation
applicable.

4. Comment vos informations personnelles sont-elles collectées ?

Nous recueillons des informations personnelles sur les candidats a partir des sources

suivantes :

Vous, le candidat.

A partir de ressources de recrutement tierces, telles que LinkedIn ou Indeed.

D’autres tiers, y compris des références professionnelles, des fournisseurs de services
ou administrations compétentes de vérification des antécédents, des agences de
crédit ou le gouvernement.

5. Comment nous utiliserons les informations vous concernant

Nous utiliserons les informations personnelles que nous recueillons a votre sujet pour :

Evaluer vos compétences, vos qualifications et votre aptitude a occuper le poste
auquel vous postulez.

Effectuer des vérifications des antécédents et des références, le cas échéant.
Communiquer avec vous au sujet du processus de recrutement.

Conserver les dossiers relatifs a nos processus d'embauche.

Respecter les exigences légales ou réglementaires.

A des fins de diversité, conformément a la législation applicable.

Apres avoir regu votre CV et/ou votre formulaire de candidature, nous traiterons ces

informations afin de déterminer si vous remplissez les conditions de base pour étre

présélectionné(e) pour le poste. Si tel est le cas, nous déciderons si votre candidature est

suffisamment solide pour vous convoquer a un entretien. Si nous décidons de vous convoquer

a un entretien, nous utiliserons les informations que vous nous fournirez lors de l'entretien

pour décider de vous proposer ou non le poste. Si nous décidons de vous proposer le poste,

nous pourrons faire procéder les services administratifs habilités a des vérifications de vos

antécédents et de votre casier judiciaire, et nous pourrons contacter des personnes de

référence, conformément a la législation en vigueur.
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6. Notre base légale pour le traitement

Lorsque la législation applicable en matiere de protection des données exige une base légale
pour la collecte, l'utilisation et le traitement de vos données a caractére personnel, la société
s'appuie sur plusieurs motifs pour traiter vos données a caractere personnel.

e Conclure un contrat de travail : Pour la plupart des informations personnelles, le
traitement est nécessaire pour permettre a l'entreprise de déterminer si elle doit
conclure un contrat de travail avec vous lorsque la loi applicable exige un contrat de
travail.

e Exigences légales : Dans certaines circonstances, par exemple lorsqu'un candidat

demande un aménagement pour un handicap, le traitement sera nécessaire pour se
conformer a la loi applicable.

e Intéréts légitimes : Lorsque les motifs ci-dessus ne s'appliquent pas, nous traitons

vos données a caractere personnel dans la mesure ou cela est nécessaire pour
poursuivre nos intéréts légitimes en matiere de recrutement et d'embauche de
personnel qualifié, par exemple pour rembourser vos frais de déplacement si vous vous
rendez dans nos bureaux pour un entretien d'embauche.

e Leconsentement: Lorsqu'aucun des motifs légitimes de traitement énumérés ci-
dessus n'est applicable ou lorsque le droit applicable l'exige, nous nous appuyons sur
votre consentement pour traiter vos données a caractére personnel.

Si nous avons besoin de votre consentement, nous vous le demanderons dans le cadre de la
procédure de candidature en ligne. Sivous refusez de donner votre consentement, il se peut
que vous ne puissiez pas utiliser la page de candidature en ligne pour postuler chez nous et
que Brink's ne puisse pas vous prendre en considération pour le poste pour lequel vous
postulez.

Si vous ne fournissez pas les informations demandées ou si vous fournissez des informations
falsifiées, nécessaires a l'examen de votre candidature (telles que des preuves de vos
qualifications ou de vos antécédents professionnels), nous ne serons pas en mesure de traiter
votre candidature avec succes.

7. Informations sur vos condamnations pénales, votre genre et votre état de
santé

Les services administratifs compétents peuvent recueillir des informations sur vos
antécédents judiciaires, votre sexe et votre état de santé en fonction du poste que vous
occupez chez nous, conformément a la législation en vigueur.

e Dans certains pays, hous sommes légalement tenus de faire procéder a des
vérifications du casier judiciaire afin de confirmer gu'il n'y a aucun antécédent de
condamnation pénale qui vous rende inapte a occuper le poste.

e Nous pouvons collecter votre genre a des fins de diversité, conformément a la
législation applicable.
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e Nous pouvons recueillir des informations sur votre santé dans le but d'évaluer votre
aptitude au travail, de répondre a une demande d'aménagement dans le cadre de la
procédure de candidature ou de satisfaire aux exigences légales en matiere
d'embauche, conformément a la législation en vigueur.

8. Prise de décision automatisée

Vous ne serez pas soumis a des décisions ayant un impact significatif sur vous basées sur une
prise de décision automatisée au cours du processus de recrutement.

9. Partage des données
Pourquoi partagez-vous mes informations personnelles avec des tiers ?
Nous ne partagerons vos informations personnelles qu'en interne et avec les tiers suivants :

e Les sociétés affiliées a Brink's, telles qu'une société mere ou une filiale, a des fins de
recrutement et de maintien d'un vivier de talents.

e Les prestataires de services, pour fournir des services au nom de Brink's, tels que les
fournisseurs de stockage pour gérer nos bases de données de recrutement, les
prestataires de services administratifs pour aider au processus de recrutement, ou
d'autres tiers habilités pour effectuer des vérifications d'antécédents, de crédit et/ou de
criminalité, conformément a la loi applicable.

e Lorsque la loi l'exige, par exemple lorsque nous répondons a des citations a
comparaitre, a des ordonnances judiciaires ou a d'autres procédures légales.

Tous nos fournisseurs de services tiers et autres entités du groupe Brink's sont tenus de
prendre les mesures de sécurité appropriées pour protéger vos informations personnelles
conformément a nos politiques. Nous n'autorisons pas nos prestataires de services tiers a
utiliser vos informations personnelles a leurs propres fins. Nous ne les autorisons a traiter vos
informations personnelles qu'a des fins spécifiques et conformément a nos instructions.

Transferts internationaux

Les informations personnelles que nous recueillons a votre sujet dans le cadre de la
procédure de recrutement peuvent étre transférées et stockées sur nos serveurs situés aux
Etats-Unis et sur les serveurs de nos prestataires de services de recrutement qui se trouvent
également aux Etats-Unis.

Brink's et ses fournisseurs de services qui traitent les informations personnelles des candidats
se conforment au cadre de protection des données UE-Etats-Unis (EU-U.S. DPF), a l'extension
britannique du cadre de protection des données UE-Etats-Unis et au cadre de protection des
données Suisse-Etats-Unis (Swiss-U.S. DPF), tels que définis par le ministére américain du
commerce, chacun de ces cadres ayant été approuvé par l'autorité gouvernementale
compétente de l'UE, du Royaume-Uni ou de la Suisse comme offrant un niveau de protection
adéquat pour les données personnelles transférées. Pour en savoir plus sur le programme
Data Privacy Framework (DPF), et pour consulter notre certification et notre politique de
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confidentialité du Data Privacy Framework, veuillez visiter le site web du Data Privacy
Framework : https://www.dataprivacyframework.gov/.

10. Comment protégeons-nous vos données personnelles ?

Nous avons mis en place des mesures de sécurité appropriées pour éviter que vos
informations personnelles ne soient accidentellement perdues, utilisées ou consultées de
maniere non autorisée, modifiées ou divulguées. En outre, nous limitons 'accés a vos
informations personnelles aux employés, agents, sous-traitants et autres tiers qui ont besoin
de les connaitre pour des raisons professionnelles. Ils ne traiteront vos informations
personnelles que sur nos instructions et sont soumis a un devoir de confidentialité.

Nous avons mis en place des procédures pour faire face a toute suspicion de violation de la
sécurité des données et nous vous notifierons, ainsi qu'a tout régulateur applicable, une
violation des données lorsque nous sommes légalement tenus de le faire.

11.Pendant combien de temps utiliserez-vous mes informations ?

Si Brink's vous embauche, les informations personnelles que nous recueillons au cours du
processus de recrutement seront intégrées a votre dossier personnel et pourront étre utilisées
pour gérer la relation d'emploi et a des fins de reporting et d'archivage. Nous conserverons ces
informations pendant toute la durée de votre relation de travail avec nous et, par la suite,
pendant la période définie par nos calendriers de conservation et la loi applicable.

Nous conserverons les informations personnelles des candidats qui ne sont pas embauchés
uniguement pendant la durée autorisée par la législation applicable ou pendant deux ans
aprés gue nous vous avons communiqué notre décision de vous nommer ou non au poste, la
durée la plus courte étant retenue. Nous conservons vos informations personnelles pendant
cette période afin de pouvoir démontrer, en cas d'action en justice, que nous n'avons pas
exercé de discrimination a l'encontre de candidats pour des motifs interdits et que nous avons
mené l'exercice de recrutement de maniére équitable et transparente. A l'issue de cette
période, nous détruirons en toute sécurité vos informations personnelles conformément aux
lois et réglementations applicables.

Avec votre consentement, nous conserverons vos informations personnelles dans notre vivier
de talents pendant une période maximale de trois ans, dans 'éventualité ou une opportunité
se présenterait a l'avenir et ol nous souhaiterions vous prendre en considération.

12. Droits d'acces, de rectification, d'effacement et de limitation
Vos droits en matiére d'informations personnelles
Dans certaines circonstances et sous réserve des limitations et exceptions applicables, la loi
vous donne le droit de :
e Demander l'accés a vos informations personnelles (communément appelé "demande
d'acces de la personne concernée"). Cela vous permet de recevoir une copie des
informations personnelles que nous détenons a votre sujet et de vérifier que nous les
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traitons légalement, pour autant que le fait de fournir ces informations personnelles
n'affecte pas négativement les droits et libertés d'autres personnes.

e Demander la correction des informations personnelles que nous détenons a votre
sujet. Cela vous permet de faire corriger les informations incompléetes ou inexactes que
nous détenons a votre sujet.

e Demander l'effacement de vos informations personnelles. Cela vous permet de nous
demander d'effacer ou de retirer des informations personnelles lorsqu'il n'y a pas de
raison valable pour que nous continuions a les traiter. Vous avez également le droit de
nous demander de supprimer ou de retirer vos informations personnelles lorsque vous
avez exercé votre droit d'opposition au traitement (voir ci-dessous).

e S'opposer au traitement de vos informations personnelles lorsque nous hous
appuyons uniquement sur un intérét légitime (ou sur ceux d'un tiers) et qu'un élément
de votre situation particuliere vous incite a vous opposer au traitement pour ce motif. Si
VOUS Vous y opposez dans ces circonstances, le traitement de vos informations
personnelles sera interrompu, a moins gu'il n'existe une raison impérieuse et
prépondérante de poursuivre le traitement ou que le traitement soit nécessaire pour
établir, poursuivre ou défendre des réclamations légales.

e Demander larestriction du traitement de vos informations personnelles. Cela vous
permet de nous demander de suspendre le traitement des informations personnelles
vous concernant, par exemple si vous souhaitez que nous vérifiions leur exactitude ou
la raison de leur traitement.

e Demander le transfert de vos informations personnelles sous forme électronique que
vous avez fournies a Brink's a une autre partie.

Si vous souhaitez revoir, vérifier, corriger ou demander 'effacement de vos informations
personnelles, vous opposer au traitement de vos données personnelles ou demander que
nous transférions une copie de vos informations personnelles a une autre partie, veuillez
contacter dpo_gdpr@brinksinc.com par écrit. Nous répondrons a ces demandes
conformément a la législation applicable.

Droit de déposer une plainte

Sivous pensez que vos données personnelles ont été traitées en violation de la législation
applicable en matiere de protection des données, vous avez le droit de déposer une plainte
aupres de l'autorité de controle compétente dans le pays ou vous résidez, ou vous travaillez ou
ou la violation présumée s'est produite.

Droit de retirer son consentement

Lorsque vous avez postulé pour ce poste, vous avez consenti a ce que nous traitions vos
informations personnelles aux fins de l'exercice de recrutement. Vous avez le droit de retirer
votre consentement au traitement a cette fin a tout moment. Pour retirer votre consentement,
veuillez contacter dpo_gdpr@brinksinc.com. Tout retrait n'affectera pas la légalité du
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traitement fondé sur votre consentement avant son retrait, et la société continuera a
conserver les informations personnelles que vous nous avez fournies avant de retirer votre
consentement aussi longtemps que la loi applicable le permet ou l'exige.

13.Délégué a la protection des données

Nous avons désigné un délégué a la protection des données (DPD) chargé de veiller au respect
du présent avis de confidentialité. Si vous avez des questions sur le présent avis de
confidentialité ou sur la maniére dont nous traitons vos informations personnelles, veuillez
contacter le DPD a l'adresse suivante : dpo_gdpr@brinksinc.com. Vous avez le droit de
déposer une plainte a tout moment aupres de l'agence de protection des données qui est
responsable des questions de protection des données dans votre pays.
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VIll. French Canadian Global Applicant Privacy Policy - Avis de
Confidentialité du Candidat

1. Quel est l'objectif de ce document ?

Brink's est l'un des principaux fournisseurs mondiaux de services de gestion des espéces et
des objets de valeur, de solutions numériques pour les commerces, de services de
gardiennage et de de gestion des ATM. Au sein du service de recrutement des ressources
humaines de Brink's, nous sommes responsables du recrutement et de la sélection des
nouveaux collaborateurs, ainsi que du développement et de la croissance des collaborateurs
actuels. Cet avis de confidentialité vous est présenté parce que vous postulez a un emploi au
sein de la société Brink's ou de l'une de ses sociétés affiliées ("Brink's"). Il vous indique
comment et pourquoi vos données personnelles seront utilisées, a savoir pour les besoins du
recrutement, et pendant combien de temps elles seront généralement conservées.

Le responsable du traitement de vos données personnelles est le membre du groupe Brink's
aupres duquel vous avez postulé. Si vous souhaitez obtenir ces informations, veuillez envoyer
un courriel a dpo_gdpr@brinksinc.com.

2. Principes de protection des données
Nous nous conformons a la législation et aux principes relatifs a la protection des données, ce
qui signifie que vos données sont :
e Utilisées de maniére légale, équitable et transparente.
e Collectées uniguement a des fins clairement expliquées et non utilisées d'une maniére
incompatible avec ces fins.
e Pertinentes par rapport aux objectifs communiqués et limitées uniquement a ces
objectifs.
e Précises et mises ajour.
e Conservées uniquement le temps nécessaire aux fins que nous vous avons indiquées.

e Conservées en toute sécurité.

3. Le type d'informations que nous détenons sur vous
Dans le cadre de votre candidature a un emploi chez nous, nous collecterons, conserverons et
utiliserons les catégories suivantes d'informations personnelles vous concernant :

e Lesinformations que vous nous avez fournies dans votre curriculum vitae (CV).

e Lesinformations que vous avez fournies dans notre formulaire de candidature,
notamment vos prénoms et nom, votre adresse électronique, votre numéro de
téléphone, votre adresse, votre code postal, votre pays, les langues parlées, votre sexe,
vos précédents employeurs, la durée de votre emploi et les postes occupés, votre
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parcours scolaire, vos dipldbmes et votre domaine d'études, vos compétences, ainsi
que les copies de vos pieces d'identité et/ou de votre permis.

e Toute information que vous nous fournissez lors d'un entretien ou dans le cadre du
processus de recrutement.

e Toute information que nous recevons de sources tierces, telles que des références
professionnelles ou des antécédents de crédits, conformément a la législation
applicable.

4. Comment vos informations personnelles sont-elles collectées ?
Nous recueillons des informations personnelles sur les candidats a partir des sources
suivantes :
e Vous, le candidat.
e Desressources de recrutement tierces, telles que LinkedIn ou Indeed.
e D’autres tiers, y compris des références professionnelles, des fournisseurs de services
ou des administrations compétentes de vérification des antécédents, des agences de
crédit ou le gouvernement.

5. Comment nous utiliserons les informations vous concernant
Nous utiliserons les informations personnelles que nous recueillons a votre sujet pour :

e Evaluer vos compétences, vos qualifications et votre aptitude & occuper le poste

auquel vous postulez.

o [Effectuer des vérifications des antécédents et des références, le cas échéant.

e Communiquer avec vous au sujet du processus de recrutement.

e Conserver les dossiers relatifs a nos processus d'embauche.

e Respecter les exigences légales ou réglementaires.

e Adesfins de diversité, conformément a la législation applicable.
Apres avoir regu votre CV et/ou votre formulaire de candidature, nous traiterons ces
informations afin de déterminer si vous remplissez les conditions de base pour étre
présélectionné(e) pour le poste. Si tel est le cas, nous déciderons si votre candidature est
suffisamment solide pour vous convoquer a un entretien. Si nous décidons de vous convoquer
a un entretien, nous utiliserons les informations que vous nous fournirez lors de l'entretien
pour décider de vous proposer ou non le poste. Si nous décidons de vous proposer le poste,
nous pourrons faire procéder les services administratifs habilités a des vérifications de vos
antécédents et de votre casier judiciaire, et nous pourrons contacter des personnes de
référence, conformément a la législation en vigueur.
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6. Notre base légale pour le traitement

Lorsque la législation applicable en matiere de protection des données exige une base légale
pour la collecte, l'utilisation et le traitement de vos données a caractére personnel, la société
s'appuie sur plusieurs motifs pour traiter vos données a caractere personnel.

e Conclure un contrat de travail : Pour la plupart des informations personnelles, le
traitement est nécessaire pour permettre a l'entreprise de déterminer si elle doit
conclure un contrat de travail avec vous lorsque la loi applicable exige un contrat de
travail.

e Exigences légales : Dans certaines circonstances, par exemple lorsqu'un candidat
demande un aménagement pour un handicap, le traitement sera nécessaire pour se
conformer a la loi applicable.

e Intéréts légitimes : Lorsque les motifs ci-dessus ne s'appliquent pas, nous traitons

vos données a caractere personnel dans la mesure ou cela est nécessaire pour
poursuivre nos intéréts légitimes en matiere de recrutement et d'embauche de
personnel qualifié, par exemple pour rembourser vos frais de déplacement si vous vous
rendez dans nos bureaux pour un entretien d'embauche.

e Leconsentement: Lorsqu'aucun des motifs légitimes de traitement énumérés ci-

dessus n'est applicable ou lorsque le droit applicable l'exige, nous nous appuyons sur
votre consentement pour traiter vos données a caractére personnel.
Si nous avons besoin de votre consentement, nous vous le demanderons dans le cadre de la
procédure de candidature en ligne. Sivous refusez de donner votre consentement, il se peut
que vous ne puissiez pas utiliser la page de candidature en ligne pour postuler chez nous et
que Brink's ne puisse pas vous prendre en considération pour le poste pour lequel vous
postulez.
Si vous ne fournissez pas les informations demandées ou si vous fournissez des informations
falsifiées, nécessaires a l'examen de votre candidature (telles que des preuves de vos
qualifications ou de vos antécédents professionnels), nous ne serons pas en mesure de traiter
votre candidature avec succes.

7. Informations sur vos condamnations pénales, votre genre et votre état de

santé
Les services administratifs compétents peuvent recueillir des informations sur vos
antécédents judiciaires, votre sexe et votre état de santé en fonction du poste que vous
occupez chez nous, conformément a la législation en vigueur.

e Dans certains pays, hous sommes légalement tenus de procéder a des vérifications du
casier judiciaire afin de confirmer qu'il n'y a aucun antécédent de condamnation
pénale qui vous rende inapte a occuper le poste.

e Nous pouvons collecter votre sexe a des fins de diversité, conformément a la législation
applicable.
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e Nous pouvons recueillir des informations sur votre santé dans le but d'évaluer votre
aptitude au travail, de répondre a une demande d'aménagement dans le cadre de la
procédure de candidature ou de satisfaire aux exigences légales en matiere
d'embauche, conformément a la législation en vigueur.

8. Prise de décision automatisée

Vous ne serez pas soumis a des décisions ayant un impact significatif sur vous basées sur une
prise de décision automatisée au cours du processus de recrutement.

9. Partage des données
Pourquoi partagez-vous mes informations personnelles avec des tiers ?
Nous ne partagerons vos informations personnelles qu'en interne et avec les tiers suivants :

e Les sociétés affiliées a Brink's, telles qu'une société mere ou une filiale, a des fins de
recrutement et de maintien d'un vivier de talents.

e Les prestataires de services, pour fournir des services au nom de Brink's, tels que les
fournisseurs de stockage pour gérer nos bases de données de recrutement, les
prestataires de services administratifs pour aider au processus de recrutement, ou
d'autres tiers habilités pour effectuer des vérifications d'antécédents, de crédit et/ou de
criminalité, conformément a la loi applicable.

e Lorsque la loi l'exige, par exemple lorsque nous répondons a des citations a
comparaitre, a des ordonnances judiciaires ou a d'autres procédures légales.

Tous nos fournisseurs de services tiers et autres entités du groupe Brink's sont tenus de
prendre les mesures de sécurité appropriées pour protéger vos informations personnelles
conformément a nos politiques. Nous n'autorisons pas nos prestataires de services tiers a
utiliser vos informations personnelles a leurs propres fins. Nous ne les autorisons a traiter vos
informations personnelles qu'a des fins spécifiques et conformément a nos instructions.

Transferts internationaux

Les informations personnelles que nous recueillons a votre sujet dans le cadre de la
procédure de recrutement peuvent étre transférées et stockées sur nos serveurs situés aux
Etats-Unis et sur les serveurs de nos prestataires de services de recrutement qui se trouvent
également aux Etats-Unis.

Brink's et ses fournisseurs de services qui traitent les informations personnelles des candidats
se conforment au cadre de protection des données UE-Etats-Unis (EU-U.S. DPF), a l'extension
britannique du cadre de protection des données UE-Etats-Unis et au cadre de protection des
données Suisse-Etats-Unis (Swiss-U.S. DPF), tels que définis par le ministére américain du
commerce, chacun de ces cadres ayant été approuve par l'autorité gouvernementale
compétente de l'UE, du Royaume-Uni ou de la Suisse comme offrant un niveau de protection
adéquat pour les données personnelles transférées. Pour en savoir plus sur le programme
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Data Privacy Framework (DPF), et pour consulter notre certification et notre politique de
confidentialité du Data Privacy Framework, veuillez visiter le site web du Data Privacy
Framework : https://www.dataprivacyframework.gov/.

10. Comment protégeons-nous vos données personnelles ?

Nous avons mis en place des mesures de sécurité appropriées pour éviter que vos
informations personnelles ne soient accidentellement perdues, utilisées ou consultées de
maniere non autorisée, modifiées ou divulguées. En outre, nous limitons l'accés a vos
informations personnelles aux employés, agents, sous-traitants et autres tiers qui ont besoin
de les connaitre pour des raisons professionnelles. Ils ne traiteront vos informations
personnelles que sur nos instructions et sont soumis a un devoir de confidentialité.

Nous avons mis en place des procédures pour faire face a toute suspicion de violation de la
sécurité des données et nous vous notifierons, ainsi qu'a tout régulateur applicable, une
violation des données lorsque nous sommes légalement tenus de le faire.

11.Pendant combien de temps utiliserez-vous mes informations ?

Si Brink's vous embauche, les informations personnelles que nous recueillons au cours du
processus de recrutement seront intégrées a votre dossier personnel et pourront étre utilisées
pour gérer la relation d'emploi et a des fins de reporting et d'archivage. Nous conserverons ces
informations pendant toute la durée de votre relation de travail avec nous et, par la suite,
pendant la période définie par nos calendriers de conservation et la loi applicable.

Nous conserverons les informations personnelles des candidats qui ne sont pas embauchés
uniguement pendant la durée autorisée par la législation applicable ou pendant deux ans
aprés que nous vous avons communiqué notre décision de vous nommer ou non au poste, la
durée la plus courte étant retenue. Nous conservons vos informations personnelles pendant
cette période afin de pouvoir démontrer, en cas d'action en justice, que nous n'avons pas
exercé de discrimination a l'encontre de candidats pour des motifs interdits et que nous avons
mené l'exercice de recrutement de maniére équitable et transparente. A l'issue de cette
période, nous détruirons en toute sécurité vos informations personnelles conformément aux
lois et réglementations applicables.

Avec votre consentement, nous conserverons vos informations personnelles dans notre vivier
de talents pendant une période maximale de trois ans, dans l'éventualité ou une opportunité
se présenterait a l'avenir et ou nous souhaiterions vous prendre en considération.

12.Droits d'acces, de rectification, d'effacement et de limitation
Vos droits en matiéere d'informations personnelles
Dans certaines circonstances et sous réserve des limitations et exceptions applicables, la loi
vous donne le droit de.. :
e Demander l'acceés a vos informations personnelles (communément appelé "demande
d'acces de la personne concernée"). Cela vous permet de recevoir une copie des
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informations personnelles que nous détenons a votre sujet et de vérifier que nous les
traitons légalement, pour autant que le fait de fournir ces informations personnelles
n'affecte pas négativement les droits et libertés d'autres personnes.

e Demander la correction des informations personnelles que nous détenons a votre
sujet. Cela vous permet de faire corriger les informations incomplétes ou inexactes que
nous détenons a votre sujet.

e Demander l'effacement de vos informations personnelles. Cela vous permet de nous
demander d'effacer ou de retirer des informations personnelles lorsqu'il n'y a pas de
raison valable pour que nous continuions a les traiter. Vous avez également le droit de
nous demander de supprimer ou de retirer vos informations personnelles lorsque vous
avez exercé votre droit d'opposition au traitement (voir ci-dessous).

e Vous opposer au traitement de vos informations personnelles lorsque nous nous
appuyons uniquement sur un intérét légitime (ou sur ceux d'un tiers) et qu'un élément
de votre situation particuliere vous incite a vous opposer au traitement pour ce motif. Si
VOUS Vous y opposez dans ces circonstances, le traitement de vos informations
personnelles sera interrompu, a moins gu'il n'existe une raison impérieuse et
prépondérante de poursuivre le traitement ou que le traitement soit nécessaire pour
établir, poursuivre ou défendre des réclamations légales.

e Demander larestriction du traitement de vos informations personnelles. Cela vous
permet de nous demander de suspendre le traitement des informations personnelles
vous concernant, par exemple si vous souhaitez que nous vérifiions leur exactitude ou
la raison de leur traitement.

e Demander le transfert de vos informations personnelles sous forme électronique que
vous avez fournies a Brink's a une autre partie.

Si vous souhaitez revoir, vérifier, corriger ou demander 'effacement de vos informations
personnelles, vous opposer au traitement de vos données personnelles ou demander que
nous transférions une copie de vos informations personnelles a une autre partie, veuillez
contacter dpo_gdpr@brinksinc.com par écrit. Nous répondrons a ces demandes
conformément a la législation applicable.

Droit de déposer une plainte

Sivous pensez que vos données personnelles ont été traitées en violation de la législation
applicable en matiére de protection des données, vous avez le droit de déposer une plainte
aupres de l'autorité de controle compétente dans le pays ou vous résidez, ou vous travaillez ou
ou la violation présumeée s'est produite.

Droit de retirer son consentement

Lorsque vous avez postulé pour ce poste, vous avez consenti a ce que nous traitions vos
informations personnelles aux fins de l'exercice de recrutement. Vous avez le droit de retirer
votre consentement au traitement a cette fin 8 tout moment. Pour retirer votre consentement,
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veuillez contacter dpo_gdpr@brinksinc.com. Tout retrait n'affectera pas la légalité du
traitement fondé sur votre consentement avant son retrait, et la société continuera a
conserver les informations personnelles que vous nous avez fournies avant de retirer votre
consentement aussi longtemps que la loi applicable le permet ou l'exige.

13.Délégué a la protection des données

Nous avons désigné un délégué a la protection des données (DPD) chargé de veiller au respect
du présent avis de confidentialité. Si vous avez des questions sur le présent avis de
confidentialité ou sur la maniere dont nous traitons vos informations personnelles, veuillez
contacter le DPD a l'adresse suivante : dpo_gdpr@brinksinc.com. Vous avez le droit de
déposer une plainte a tout moment aupres de l'agence de protection des données qui est
responsable des questions de protection des données dans votre pays.
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IX. Greek Global Applicant Privacy Policy - AHAQZH-
ENHMEPQ2zH YNOWH®IOY INA THN EMNME=ZEPTAZIA
NMPOZQIMIKQN AEAOMENQN

1. MNMolog eival 0 oKOTIOC TOL TIAPOVTOC EYYPADOU;

H Brink’s gival évag kopudaiog TaykOopLlog TtAPOoX0G UTINPECLWY dlaxeiplong aslwyv, Ynolakwy
AUVCEWV AlaVLIKNG, uTtnpectwy GUAAENG kal dtaxeiptong ATM. Zto tuRua NpoocAnyewyv tng
AlevBuvoncg AvBpwrTiivou AuvapikoU tne Brink’s, eipaote utteVBLVOL yLa TNV ETTIAOYH KAl TNV
TIPOcANYN VEWYV £pyalOHEVWYV KAl LA TNV TIEPALTEPW AVATITUEN TWV UPLOTAPEVWYV
epyalopévwy. AuTo sival éva avtiypado tng AnAwonc - Evnuépwonc yla tnv Emeéepyaoia
MpoowTilkwv AedopEVwY TTOU oag TtapEXETAL KaBwc uTtoBaAate aitnon epyaciac otnv etalpeia
Brink’s 1 o€ kdamola ano ti¢ cuvdedepEveC He auTh etalpeieg (“Brink’s”). 210 Ttapov €yypado
OagC TIAPEXETAL N EVNUEPWON VLA TO TTWCE Ba XpNotpoTolnfouV Ta TPOCWTILKA oag dedopEva, yid
TOUC OKOTIOUC TNG dtadikaciag tpdoAnyng Kat yia Toco XPoVIKo dlactnua Ba diatnpndouv.

O umevBuUvoC eTteEepyaaciag TWV TPOCWTILKWY oag OedOUEVWY elval N eTalpeia-PUEAOC Tou
opiAou Brink’s otnv omoia £xete utoBdAel aitnon yla epyacia. Edv emBupeite va {ntioete
AUTEG TIC TANPOodopiec, TapakaAeiobe va oteilete e-mail 0T0 dpo gdpr@brinksinc.com.

2. Apxec MNpootaciag Aedopevwv
2uppopdwvopacTe Pe TN vopoBeaoia Kal TIg apxeg mpootaciag ded0PEVWY, TTOU onuaivel otL ta
0edouéva oac:
e Oaxpnolotmolnbouv vouLua, Bepttd kat pe dadavela.
e JUMEyovTAL HOVO Yla KABOPLOPEVOUC OKOTIOUC TIOU €XOUUE £ENYNOEL UE cadrvela Kal
OEV XPNOLUOTIOOUVTAL JE KavEVaV TPOTIO TIOU dEV CUVADEL IE AUTOUG TOUG OKOTIOUG.
e JUAAEYOVTAL OXETIKA PE TOUCG OKOTIOUC YA TOUC OTIOIOUG OAC EXOUHE EVNUEPWOEL KAl
ATTOKAELOTIKA YA AUTOUC TOUC OKOTIOUC.
e EivalakpiBn kat dlatnpouvTtal ETIKALPOTIONHEVA.
e Alatnpouvtal Povo yla 600 XPOoVIKO dlacTnua ival anapaitnto yia Toug OKoToUE Ttou
OaG EXOUUE EVNUEPWOEL.
e Alatnpouvtal pe achdiela.

3. To €idog Twv dedopeEvwy aag TTou dlatnPouuEe
210 TAAiolo TNG aitnong oag yla epyacia otnv Etalpeia pag, 6a cuAe€oupe, Ba
amoBnKeVOOUUE Kal Ba XPNOLUOTIOW)COUKE TIC TIAPAKATW KATNYOPIEC TIPOCWTIKWY
TAnpodoplwv cac:
e TigcmAnpodopieg oL pag Exete tapaoxel oto Bloypadiko cag onpeiwpa (CV).
e TicmAnpodopieg oL Pag EXETE TIAPACXEL OTNV aitnon epyaciag, cupmepAapBavopuEvou
TOU ovOpaToCg, TOU EMWVUHOU oag, TG NAEKTPOVIKN G oag dlevBuvong (email), Tou
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TNAEdWVIKOUL aplBpou oag, Tng dlevBuvong Katolkiag oag, Tou TaxudpPopLkol KwdLKa,
NG XWPOAG KATAYyWYNg 0ag, TNC/TwV YAWooac/yYAwoowyV TTou opIAe(iTe, Tou pUAOU oag,
TWV TIPONYOUHEVWY EPYOJOTWYV GAC, TNG JLAPKELAC ATIACXOANCNC KAL TWV OXETIKWY
BEocwyv, TOU LOTOPLIKOU eKTIAIdELONG, TITUXIWYV KAl TOPEA OTIOLD WYV Oag, TwWV defloTATWY
oag, kabwc kal avtiypada TautomolnTikwy eyypddwyv Kar/n adelwv/TioToTolCEWV.

e Ormolacdnmote MAnpodopiag pag mapeEXete Katd tn dlApKela plag cuvevteuéng n Ye aAlo
TPOTIO KATA TN dlapKela TN¢ dladikaaoiag tpoocAndnc.

e Otmoladnmote MAnpodopia AauBavoupe armod TPITEC TTNYEC, OTIWC CUCTATIKEC ETILOTOAEC I
LOTOPLKO TIOTOANTITIKAC LKAVOTNTACG, cLUUdWVA PE TNV loXVouoa vopobeaia.

4. Muwc cuMéeyovTal Ta TIPOoWTIKA oag dedopEVQ;

ZUMEYOUHE TIPOCWTILKECG TIANPOodOopieg yia Toug uTtoPndLoUC ATIO TIC TIAPAKATW TNYEC:

e Eodg, tovumoynaolo.

o AmO AM\eg, Tpiteg, tNyEg eTAoYN G/ TtpooAnding, ottwg to LinkedlIn i to Indeed.

o AMeC TpitEC TINYEG, OTIWC CUCTATIKEC ETILOTOAEC, TTAPOXOUCG UTINPECLWYV EAEYXOU
LOTOPLKOU, TIOTWTIKA 1dpUHATA 1 KUBEPVNTIKEG UTINPECIEG, Yla TTapAdELyUa TV
Yrinpeoia ArtokaAung kat Artayopeuvonc (Disclosure and Barring Service) oto Hvwpuévo
BaoiAelo.

5. Mwcg Ba XpNOLUOTIOL|COVHE AUTEC TIC TTANpodopleg

Oa XpNOLUOTIOCOUHE TIC TIPOCWTILKEC TIANPODOPIEC TTOU CUAAEYOUUE YIa EGAC, WOTE:

e Na a&loAoyricoupe TI¢ OEEOTNTEC, TA TIPOCOVTA KAl TNV KATAAANASTNTA oag yia th 6€on
yla TNV ottoia uTtoBANETE aitnon.

e NaTpayuatonolr)couUpe EAEYXOUG LOTOPLIKOU KAl CUCTACEWY, OTIOU aUTO eival
edappooiyo.

e Na emkowwvnooupe padi oag oxetika pe tn dladikacia emAoyng Kat tpocAnync.

e Nadlatnpoupue apxeia oxeTkd pe TI¢ dladlkaoieg eTAoyng kat tpocAnyngc.

e NaoUPpopdOWVOUACTE HE VOULKEC I KAVOVIOTIKEC ATIAITACELC.

e [la okomoucg tolkIAopopdiacg/ diadopetikdTnTag, cUPPWVA pe TNV LoxVouoa vouoBbeaia.

Adou AdBoupe to Bloypadkd cag Znpeiwpa kay r tnv aitnon epyaciag mou £xete

OUUTIANPWOEL, Ba eme€epyacToUPE AUTEC TIC TTANpodopieg wote va anodpacicouvpe av

TIANPOITE TIC BACIKEC ATTAUTACELG YA va cupTiepAnNd Beite otnv TeAk Alota uTtoPndiwv yia tn
B€on. Av tAnpoite TIc antatthoelg, 6a armodacicovpe av n aitnon oag eivat apkeTa Loxupn yla

Va 0a¢ KAAECOUHE Yla CUVEVTEUEN. AV eTUAEEOUIE va 0aC KAAECOUE yla ouVEVTELEN, Ba

XPNOLUOTIO)COUE TIC TTANpOodopiec TTou Ba pag mapAcxeTe KAtd tn OLAPKELA TNG CUVEVTEUENG

yla va anodpacicouvpe av 6a cag mpoopEpoupe tn B€on epyaciac. Av antopacicovpe va oag

tpoodEpou e TN B€on epyaciag, EVOEXETAL VA TIPAYHATOTIOW)COUHE OXETIKOUC EAEYXOUC

LOTOPLKOU KAl TIOWVIKOU PNTPWOU KAl EVOEXETAL VA ETILKOWVWVHCOUME PHE TIPONYOUHEVOUC

£PYODOTEC TIOU £XOUV TIAPACXEL CUCTACELS, cUPdWVA PE TNV LoXVouaodad vouoBeaia.
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6. Nopkn Bdon yia tnv eneéepyacia dedopevwv

‘Ormou amnatteitat cupdwva Pe TNV Woxvouoa vouoBeaoia pootaciag dedOPEVWY HLA VOULUN
BdAon yla T cuAAoyn, XPAoN KAl YEVIKOTEPA ETEEEPYATIA TWV TIPOCWTIKWY cac OEOHEVWVY, N
Etalpeia otnpidetaioe dladpopa VouIKA epeiopaTa yla Tnv EMeEEPYATia TWV TTPOCWTIKWY OAG
0eOOUEVWV.

e JUvayn Zoppaocng Epyaociag: lNa ti¢ meplocdTEPEC TPOCWTIKEG TIANPOdOpPIES, N
emeepyacia eival avaykaia wote va anodacioest n Etalpeia av 6a cuvagel cuppacn
epyaociag padi oag, 6mMou n Woxvouoa vouoBbeaoia anattei cuuBaocn epyaciag.

e Amaitnon tng oxvouoag vopuoOeaiag: e OPIOUEVEG TIEPITTWOELG, Yid TTapadelypa otav
karmolog uttoPriploc/a ¢ntd eVAoyn dleuKOALVon Adyw avarnpiag, aratteitat
enefepyaocia wote va emiteuxbel cuppopdwon e TNV Loxvouoa vouobeaia.

e ‘'Evvopa Zupdépovta: Av ol tapanavw Adyol de Bpiokouv epappoyn, enteéepyaldpyaocte
TA TTPOCWTIKA oag dedopéva KaBwg evdExeTal va eivat avaykaio yla tnv emdiwén Twv
EVWOHWYV CUUPEPOVIWY PG OTNV ETIAOYH KAl 0TNV TtPOcAnYN Tou KAtaAAnAou
TIPOCWTILKOU, yid Ttapddelypa yia tnv anolnuiwon twy e£6dwyv taéldlov oag, av
TaéldEYPete ota ypadeia pag yia GUVEVTEUEN.

e ZuykataBeon: Otav dev LoXUEL KAVEVACG ATIO TOUG TIAPATIAVW VOULHOoUE AGyoug yla TV
emeepyacian otav n loxvovoa vopobeaoia to anattei, Baocllépaote otn cuykatabeon
oag yla va enegepyacTtoU e TA TIPOCWTILKA oag dedopeva.

Av artaitnBei n cuykatdbeon oag, 8a oag tn NTHOOUKE KATA TN dLAPKELA TNC NAEKTPOVIKAG
dladkaaciag aitnong epyaciag. Av apvnBeite va dwaoete tn ocuykatdbeor oag, evogExetal va pnv
HTIOPECETE VA XPNOLUOTIOCETE TNV NAEKTPOVIKA oeAida UTIOBOANRG altnong yia va uTtoBAMETE
TNV aitnon oac kat n Brink’s evdéxetal va punv eivat oe 8€on va e€etdoel Tnv vtoPndloTNTA OAC
yla tn 8€on ya tnv omoia uTtoBAMETE aitnon.

Av dev tapexete Anpodopieg otav Zntnbouv n av tapexete Peudeic TAnpodopieg, ol otmoieg
elval artapaitnteg yla egag wote va eEETACOUHE TNV aitnor odg (OTIWC TILOTOTIONTLKA
TIPOCOVIWY N EPYACLAKNACG EUTIELPIAC), Oev Ba UTIOPECOUHE va eMEEEPYACTOUE HE ETUTUXIA TNV
aitnon oac.

7. NMAnpodopieg OXETIKEC PE TIOWVIKEC 0aC Katadikeg, To GUAO KAl TNV LyEila
Evoéxetal va cuMeEEoupe TIANPOPOPIEG OXETIKEG UE TO TIOWVIKO GaC UNTPWO, To GUAO Kal TNV
vyeia oac avaloya pe tn 6€on yla tnv omoia uTtoBAANAETE altnon kKat cUPPWvA Pe TNV Loxvouoa
vopoBeaoia.
® & OPLOMEVEG XWPEC, EINAOCTE VOULKA UTIOXPEWHEVOL VA TIPAYHATOTIOLOUHE EAEYXOUG
TIOWIKOU PUNTPWOU Yyla va eTRERALLICOUHE OTL OEV UTIAPXEL KATL OTO TIOWVLIKO INTPWO 0ag
TIOU va 04 KaBlotd akatdAAnAoucg yla tn 6€on.
e YmdpxeliBavotnta va cUAEEoUE TIANPOodopiec yia To GUAO Cag yia OKOTIOUG
OXETIKOUC e TN dladopETIKOTNTA, cUPPWVA LE TNV LoXVouod vopoBeaia.
o Evdéxetalva cUAEEOLE TTANPOodOpieC yla TNV Lyeia oag Pe okoto TNV a&loAdynaon tng
LKavoTNTAC oag, anod armoyPn GUOLKNC KATACTACNG, VA avianokplOeite ota kabnkovta tng
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Beong, yla va e€etdoou e €va aitnua tapoxng dleukoAuvong otn dladlkaoia aitnong,
yla va CUPHOPPWOOUNE PE TIC VOUIKEC amtaltfoelg tTng mtpocAndng, cUPdwva PE TNV
loxUouoa vouoBeaia.

8. Autopatorotnuevn Angn anodpacewv

Aev Ba amoteAEoeTe AVTIKEIPEVO ATTOGACEWYV TIOU £XOUV CNUAVTIKA ETOPACN 0€ £0AC KAl
Baoidovtal o autopartomolnueveg dladikaoieg AnPng anddaong Katd tn SLApKeLa TNG
mpooAnyng.

9. Alapolpacpocg Aedopevwv

Ma oo Adyo evdéxetal va dtapfiBactolv ol TPOCWTIKEG Hou TTAnpodopieg oe Tpitoug;
Oa dlapolPACOUE TIC TIPOCWTILKEG oag TTANPOPOPIEC ATTOKAEIOTIKA ECWTEPLIKA KABWCE KAl oTa
Ttapakatw tpita yépn:

e uvdedepévec etalpeieg tne Brink’s 0Ttwe n uNTPLKA €TALPEia ) KATTOLW BUYATPLKN
gTalpeia yla okotmoug emAoync, TpocAndng Kat dtatrnpnong Jag Baong dedouevwy
TaAavToUXwV uTtoPndLwv.

e [lapoxoug YINpeoLwy, TIOU EKTEAOUV UTINPECIEC yla Aoyaplacpo tng Brink’s, omtwg
TTapoOxou¢ arnobnkevong dedopevwy Tou dlaxelpidovtal Tig Bacelgc 5eO0UEVWY ETIIAOYAG
avlpwTIlVOU JUVAULKOU, TIAPOXOUC OLOLKNTIKWY/ CUPBOUAEUTIKWY UTINPECLWY TIOU
vtootnpidouv tn dladilkaacia TMAOYNC KAl TtPOcANYNC, 1 AAAOUC, e OKOTIO TN dleaywyn
EAEYXWV LOTOPLKOU-CUCTACEWY, TIOWIKOU HNTPWOU f/KAL TIUOTOANTITIKAG LKAVOTNTAC,
ocUudwva Pe TNV LIoxvouoa vouobeaoia.

e 'Omou amrtatteitat amod 1o Voo, OTTw 0Tav AVIATTOKPWVOHACTE 08 KANTEVOELG, OIKACTIKEC
armodAoelg, 1 AAEC VOULKEC dladikaoiec. OAol ol Tpitol TTAPOXOL UTINPECLWY KAl OL AOLTTEG
ovTOTNTEC TOL OpiAou Brink’s eival utoxpewpévol va epappolouv KAataAAnAa HETpa
aocdaleiag yla tnv mPooTacia TwWV TTPOCWTIKWY cag dedoPEVWY, CUHGWVA PE TIG
TIOMTIKEG Hag. Aev ETUTPETIOVUE O TPITOUC TIAPOXOUC UTINPECLWY VA XPNOLKOTIoOoUV T
TIPOCWTILKA oag dedopeva yla Toug SLKOUG TOUG OKOoTtouG. Emitpenovpe povo tnv
eMeéepyacia TWV MPOCWTIKWY 0ag ESOUEVWYV VIO CUYKEKPLHEVOUCG OKOTIOUG Kal
oVLpdwva pe TIg dIkEC pacg odnyiec.

AweOveic Awapipaoccelg

Ta mpoowTtikd cag dedopEva TTou CUAAEYOUHE KaTd Th dladlkaaoia tng eTAoyng kat tpécAnding
evdExetal va dlaBLBactolV Kat va anobnkeutoUV 0Toug OLOKOULOTECG Hag Ttou Bpiokovial oTig
H.T.A kal 0TouC SLAKOULOTECG TTOU dlatnPoUV oL TTAPOXOL UTINPECLWY ETIAOYNC Kal TTpocAndng ot
omoiol emiong Bpiokovtat otigc Hvwpéveg MoAteieqg.

H Brink’s kat ol TTépoxol UTTNPECLWY PE TOUC OTIOI0UC auTr cuvepydalsTal Kal ol oTtoiol
enefepyalovtal TPoowTikA dedopéva vttoPndiwy cuppopdwvovtal ye to MAaiolo E.E.-H.IM.A
yla tnv Mpootacia Asdopévwy (EU — US DPF), tnv mpooxwpnon tou Hvwpévou BaolAeiov oto
MAaiolo Mpootaciag Aedopévwy E.E.-H.T.A (EU — US DPF) kat to NMAaiolo EABetiag - H.IM.A. yia
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tnv Npootacia Aedopévwy (Swiss- U.S. DPF) ontwg opidetal amo to Yroupyeio Epmopiou twyv
HIMA. KaBe éva amoé autd £xel eykplBei amo tnv appodia apxn tng E.E., tou Hvwpévou
Baoeiou 1 tng EABeTiag we tapExov eapKEC emtinedo mpootaaciag yia ta dapipalopeva
TIpoowTIKA dedopéva. MNa va pabete meplocodtepa yia to MNMAaiolo MNMpootaciag Asdopévwyv
(DPF) kat yia va deite tnv motomoinon pag kat tnv MoAwtikn pag ya tnv MNpootacia twv
Aedopévwy, pttopeite va etiilokedBeite tnv LotooeAida tou MNMAalciou Mpootaciac AsdopuEvwv:

https://www.dataprivacyframework.gov/.

10.Mw¢ 6a pooTatEPoupe Ta TIPOCWTIKA oac OEOOUEVQ;

Exoupe edappodoel ta KatdAnAa petpa achaleiag yia va amotpePoue TNV TuXaia anwaAielq,
xpnon, un e€ovclodotnuévn mpocfacn, aAAoiwaon f AmoKAAL YN TWV TIPOCWTILKWY OAC
TAnpodoplwy. ETmAgoy, teplopiouvpe tnv mpocfacn ota IMPoowTKA oag dedopeva
ATTOKAELOTIKA O€ EKEIVOUCG TOUC EpYAlOUEVOUC, TIPOOTNOEVTEC, CUVEPYATEC, Kal AAAoULC TpiToug
TIou xpeladetal va yvwpidouv yla emixelpnolakog okotouc. Autoi Ba emeéepyaotolv ta
TIPOCWTILKA oac dedopéva povo cUPdWVA LE TIC 00NYIEC HAC KAl UTIOKELVTAL OE UTIOXPEWON
EUTUOTEVTIKOTNTAC.

‘Exoupe Beottioel dladlkaoieg yla TNV avIlJeETWTILON TNE TiBavotntag mapaBiaong tng achdielag
Twv 0edOPEVWY Kal Ba evnUEPWOOUHE £0AC KABWCE KAl OTIOLAdNTIOTE APHOdLIa PUBULOTIKN apxn
yla tnv tapaBiaocn dedopévwy, OTTOU AuTo anatteital cupPWvVaA PE To VOUO.

11.T71600 kKapo Ba xpnotporoleite ta dedopeva pou;

Av tpooAndBeite amo tn Brink’s, ta mpoowTikd dedopéva TTou GUAAEYOUE KATA TN SLApKela
ng dradikaciag emAoyng Kat tpdcAnyng, Ba amoTteAECOULV PEPOC TOU UTINPECLAKOU 0ag
dakeNou Kal evdExetal va xpnotgomotlndouly yla tn dlaxeiplon Tng EPYACLAKAC OXECNC KAl yia
OKOTIOUC OXETIKOUC pe TN dlevepyela avadopuwy Kat TNV tnpnon apxeiwv.

Oa dlatnpnooupe auTeg TIC TTANpodopieg yia OAn Tn dLAPKELA TNG EPYACLAKNG OAC OXEONC HE
tnv Etalpeia kat yla tnv petemneita nepiodo, omtwe kabopidetal amo 1o xpovodlaypaupa
dlatnpnong Twy apxeiwyv pag kat tnv .oxvouoa vopobeaoia.

Oa dlatnpPAOOoUKE TA TIPOCWTIKA dedopéva TwV uTtoPndLlwy Ttou dev TpocAapBavovtal povo
elte yla 600 dlACTNHA ETUTPETETAL ATO TNV loxUouoad vopoBbeaia eite yla 2 €Tn petd tnv
KolvoTtoinon tng anodpach g Hag oXETIKA Ye To av Ba avaAdpete tn 6€on, avaioyd PE TO TIOL0
dldaotnua amo ta dVo eival PikpoTeEPO. AlaTnPOoUHE TA TIPOCWTILKA oag dedopéva yid auTr TV
Tepiodo waote va €xoupe T duvatotnta va anodeiovpe, o€ TEPITTTWON VOULKNG a&iwaong ott
Oev €xoupe TpoBel o anayopeupévndlakplon o€ Bapoc Kamolwy uttoPndiwv Katl 0tL EXoUUE
ole€ayayel tn dladlkaacia Aoy Kat TipoocAndng he dikato kat dadavn tpormo. Metd tnv
TIAPEAELON AUTAC TNG TIEPLOdOoL Ba KataoTpePou e Pe achAlela TA TIPOCWTIKA oag dedopEva
oLPdWVA PE TOUC LoXVOVTEC VOHOUC Kal KAVoVIeHoUG.

Me tn ouykatdBeon oag, 6a dlaTnPACOULE TA TTPOCWTILKA oag dedopéva oth BAaon dedopEVWY
vrtoPndiwy pag €wg 3 £tn, HE TNV TIPOOTITIKH OTL EVOEXETAL VA TIPOKUEL PJLa HEANOVTIKA
eukalpia kat epooov eMBUPOUHE va EEETACOUE TNV AiTNON CAG KAL YLA AUTHV.
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12. Aikawwpata poocBacng, dlopbwaong, dlaypadng Kat TTEPLOPLOHOU

Ta dikalwpata oag o€ oXEon HE Ta TPOCWTILKA oag dedopéva

YTt 0plOPEVEG CUVONKEC Kal e TNV eTIGUAAEN TWV TIEPLOPLOPWYV KAl TWV EEAIPETEWYV TIOU
LloXUOUV €K TOU VOUOU, €XETE TO dIKAlWHA, va:

e AwtnBeite mpooBacn ota MPOCWTIKA oag dedopEVA (KOWWC YVWOTO WC «aitnon
TIPOCRACNC UTIOKEIPEVOU dedopEVWV»). AuTO Ba oag eTutpedel va AdBeTe eva avtiypado
TWV TIPOCWTILKWY 0ag d€d0MEVWY TIOU dlatnpoU e Kal va emiBeBaltwoete OtL ta
eneepyalOPaoTe VOULHA, EHOCOV N TIAPOXH AUTWYV TWYV TIRPOCWTILKWY TIANPodopLwy dev
eMNPEAdEL APVNTIKA TA JIKALWHATA KAl TIG EAeUOEpieg AAWV.

e AtnBeite dL0pBWGON TWV TIPOCWTIKWY OESOUEVWY TIOU JLATnNPoUE yia £0dAc. AUTO odg
ETUTPETEL VA dlopBWOoETE oTolecdnTIoTE EAATIEIC 1) avakplBeic TAnpodopieg Tou
TNPOUUE yld E0AC.

e ArtnBeite dlaypadn TwWV TPOCWTIKWY cac dedopEVWY. AUTO OCC ETILTPETIEL VA HAC
{ntnoete va dlaypayoupe N va apalpECOUUE TIPOCWTILKA OedOUEVA OTaV JeV UTIAPXEL
Baolpocg Adyoc va cuvexiooupe tnv eneepyacia touc. Exete emiong to dikaiwpa va pag
{ntnoete va dlaypagou e n va adpalp€coUE TA TIPOCWTILKA oag dedopeva, Otav EXETE
aoknoel 1o dlkaiwpa oag va avtitaxbeite otnv emeéepyacia (BA. Tapakdatw)

e Avttaxbeite otnv emeepyacia Twv MPOCWTIKWY cag dedopEvwy, otav BactlOpacTte
ATIOKAELOTIKA O€ EvWOopO cUUGEPOV () o€ cUHPEPOVTA TPITOU HEPOUC) Kal UTIAPXEL KATL
otn OlKA oag epimtwon To omoio oag KAvel va B€Aete va avtitaxbeite otnv
eneepyacia yla to Adyo auto. Av avtitaxdeite uTtd AUTEC TIC OLVONAKEC, N eTteéepyacia
TWV TIPOCWTILKWY oag dedOoPEVWY Ba OTAPATAOEL, EKTOC AV UTIAPXEL UTIEPLOXV WY,
ETUTAKTIKOC AOYOC Yl TN CUVEXLON TNC EMEEEPYATIAC N av N eTeEepyania eival
arapaitntn yla tnv KatoxUPwaorn, AcKNaon ) UTIOOTHPLEN VOUIKWY ASloEWV.

e ZnTAOCETE TOV TTEPLOPLOMO TNC ETEEEPYATIaC TWV TPOCWTIKWY oag dedopEVWV. AuTO cag
ETUTPETIEL VA Pag {NTACETE va avaoTeiAou e TNV enteéepyacia TwWY TTPOCWTILKWY OCC
0edopEVWY av yla Ttapadelypa BEAETe va etaAnBeVoete TNV 0pBOTNTA TWV SEOOUEVWV I
TO AOYO yla Tov ottoio Ta emeepyalOPacTe.

e ZntAoete petadopd TWV TPOCWTILKWY oag dedopEVWY Ttou Ttapeixate otn Brink’s oe
NAEKTPOVLKI Hopdr), O€ KATIOLO TPITO HEPOC.

Av BéAete va eAeyéete, emaAnBevoete, dlopBwaoete N altnbeite Tnv dlaypadr TWV TTPOCWTILKWY
oag 0edopEVwY, va avtitaxbeite otnv emefepyacia Twy MPOCWTILKWY 0ag dES0MEVWY I va
artnbeite tn petadopd avilypddou TwV TPOCWTILKWY oag SESOUEVWY CGE TPITO HEPOC,
TIAPAKAAOUHE ETILKOWVWVNOTE eyypadwcg otn dievBbuvon dpo_gdpr@brinksinc.com . @a
aAvVIATTOKPLBOUUE O TETOLOU €id0UC alTAp AT, OE CUPPOPPWON PE TNV LIoxUouoa vouoBeaoia.

Awaiwpa YtopoAng KatayyeAiag
Av TiioteVETE OTL TA TPOCWTIKA oag dedopeva £xouv UTTOBANBEl oe eteéepyacia Katda

Tapdapacn tng loxvovoag vopoBeaoiag yla tnv tpootacia dedopevwy, EXETE TO dikaiwpa va
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uTtoBAMETE KatayyeAia oTnv appodia ETOTITIKA apxn TN XWPEAC TTou dLaPEVETE, EpYAleOTE, N
oTou cuveRn n depopevn tapaBiaon.

Awaiwpa AvakAnong Zuykatabeong

‘Otav utoBaAAate aitnon yla avtni tn 6€on epyaociag, mapeixate tn cuykatabeon cag yla tnv
eneepyaoia Twy MPOCWTILKWY oag OdOUEVWY YLa TOUCG oKOTIoUC TNE dladlkaoiag eTiAoync Kat
tpoocAnync. Exete 10 dikaiwpa va avakaA€oeTe TN oUYKATABEON oag yla auTh Ty emeéepyacia
avd taoca otypn. MNa va avakaA&oeTe T cuyKatdbeaor oag, TAPAKAAOUHE ETILKOWVWVHOTE OTN
dlevBbuvon dpo_gdpr@brinksinc.com. Omoladnmote avakAnon cuykatabeong dev emnpeddel tn
VOULPOTNTA TNC eTteéepyaciag Tou BaciotnKe otn cuykatdBeon cag PV TNV avakAnan tng, Kat
n Etaipeia 6a cuvexioel va dlatnpei ta mpoowTikd 6d0pEVA TIOU PAC TIAPEIXATE TPV TV
avAkAnon, yia 060 dlAoTnUa ETUTPETETAL | aatteital ano tnv .oxvouvoa vopobeaoia.

13. YrtevBbuvoc Npootaciac Asdopevwy (Data Protection Officer)

‘Exoupe opioel YteuBuvo MNpootaciag Asdopévwy (DPO) yla tnv emotteia tng cuppopdwoncg
pe Tnv mapovoa AnAwon-Evnuépwon ya tnv Eneéepyacia NMpoowtikwy Asdopevwy. Av €xete
OTIOLECONTIOTE ATIOPIEG OXETIKA e TNV TTapovoa AnAwon-Evnuépwon yla tnv Emeéepyaoia
MpoowTikwy AESOPEVWV I JE TOV TPOTIO HE TOV OTToi0 dlaxelpl{OPACTE TA TIPOCWTILKA 0aAG
0edopéva, TtapakaloU e eTikolvwyvnote Pe tov Yrteubuvo MNpootaciag Asdopévwy otn
dlevBbuvon dpo_gdpr@brinksinc.com. Exete o dikaiwpa va uttoBAMeTe kKatayyeAia ava taca
otypn otnv Apxn MNMpootaciag Asdopévwy, Ttou ival appodia yia Bepata mpoaotaciag
0edOUEVWY OTN XWpPaA oac.
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X. Hindi Global Applicant Privacy Policy - C’rﬂﬂﬁ‘ﬂﬁ'ﬂ?ﬂ
Tifew

1. 39 XTI BT I HT g2

foie T dl SR Jea avgsit & UeeH, fSfoied a1 TH1u™, JRam arsii 3R T et Jarsii &1
TS 307 afYes Uerar || i & Ara aryq Yot fRumT &, 89 7 SHamial &) el 3R 9 auT gdam
HHARG! B 3 & far 3R gis & foru rgR §1 smue! g3 Moo i &1 veb U s9fie uaH
B ST G § s 3y fefery ot a1 39 St praRe ggant (fiaar) & fore & & forw smae =
TR | U8 MUSD! 3T 1 T 3T HRIAT § [P 3MMTP AfGHTd STl BT IYINT HY 3R o} foam Sa,
3T Helf ufehar & TSIl & forg, TuT 39 3MHAR W fha- IHY de 3T SITa |

3T HIHIT ST BT SeT (g7 fsich BT HIuRe T o ¢ o fere s At & forg emae
forar 81 9 31U g SR T %A1 d18d & dl $UAT dpo_gdpr@brinksinc.com TR 38T HY |

2. ST YR&f gl
B ST WU B 3R Rigidl &1 srure &3, forqent o § fop simuest Ser:
3y, Fger vd R adies ¥ SuanT fpar S|
e  $HIF Y IS & [T UpiAd fpar a1 7, S IR & §HA 3MUD] WY 370 I a1 8 dUT 3BT
IUanT fopat 1 U8 i T 18T fohan SITET ST 34 S =41 o 1Y ST 1|
o I3 S o urfie R IR H g 31U /T § 3R $had 3] Il do Tfd 2|
o Gl T4 S W1 T
o U Had I Il & foru &) 331 ST AeT fS7oh IR | gHA U] saran g
o QRIET @

3. 3Ty IR H 8HAR U fb g UHR Bl BRI &

THR 1Y HTH B & (014 3TUd e & Ga¢ H, 89 3Mud IR H FafaiRaa ol &1 safaard
Wwﬁa TURId 3R STUNT B
3T B U IisTeT (I.d)) H S SHe R U &1 8|
o THR 3T UF H 3107 S BRI &t 8, ITH A1H, UIRaTRS F1H, 3-0d UdT, TeHHI Fa), T,
1P DI, T, T o4 arat 1), i, s Fitedn, Io7R & 3afd 3ik defda ue, fyen
BT 3faeTy, fSTIAT 3R 31eau &7 &4, HINF, 3R UgaH R/ aay o ufaai MAa g1
o TIETHR b SR T Haf UfhaT P SR 3MUD GRT EH U H1 T8 BIs W STHDR |
o TN HMA & SIAR, TH R U& & Fidl I U Big H STFHRY, S b JAsHR Tgy a1 swfee
sfagm|

4. 3| HfGITTd STHBRI Y Th AT B St g2
T Prfifad d & Suiieant ¥ o 3 et T e I
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o fRiges a1 Ete o qefta-ue vl et 4|
o 3T e, S et T, ggyfty St uerar, Hfge e, a1 WReR ;itd §, ISeRU &
fore g o gardiapRun SR Ufse Tar, gt ar |

5. §H 3TUH! THGR] BT ITANT B B

BH 3P IR H UHHEd &1 718 AfeaiTd SHBRI BT I fRufalRad Sl & fag o3

1 ug & T 31T 311ae HR I3 & ISP o 30 DI, AgdT 3R I BT M B |
STe1 ARL &Y, I51 gRY[H SR TeH S &

ol OfohdT & SR & ST0Y JaTg BT

AR U<t uforansil O deftrd Rapls 34|

HI a1 faf e sazadmarsii &1 Sgure @1 |

fafaerar & yaieHi & e, dr & & AR |

3{TOHT FTATSTET 3R/AT 3MTae U UT 811 & §1e, §H 39 ISR 6T YRR a3 Ig (ol ot i
T 31U 9 TS & [ Ia1d 814 B gATST STTRIHarst 1 QRI B ¢ | af 319 T Rl 8, A gd
0T T {3 STUeT 3MTde U= WeThR & o SiHfd - araes § a1 81 | fe 89 SHTId! WeThR &
forT gam &1 Fufa ad §, O 89 WIEThR & SR 30 R & s TSR & YR IR I8 07 o7t fas
3MTu! Ue fam Se ar gt | afe g1 Sueh! UfieT UeH &R &1 ol ad &, 0 g0 I gsyfl 3R
TR T HR Ahd §, 3R §H W& I AT HR UPhd &, AN B b SR |

6. TRITHRUT & foll GHRT 9 STUR
ST AN STl WREUT BIH ! 30D TG Sl Bl TBTA B, ST B SR ST YIRDHRUT & oy
Y YR P SALIHT Bl €, HUAT AT G STHBRY D! T B o 1T T YR WR
iR Bt B
o ISR SFEY ol BN ; YD AT THBR] b (01T, HI=1 & forg T8 FHuffRd o & fog
TRITHRUT SIS § (o ST T ASHTR S F Ya=T fham SiTe a1 =181, Sgt An &1 &
AR SI&Y BT ATTIHT gl | |
ST gRT SUfErd - $o a1, Iarexvr & oY, S5l HIs 3dgeh [deberirdl & fow
U &1 SRIY HT 5, N Uiehal B AR BT & SIUTe Bt Saadhdl gt
Y f3d : 6T SR AT T 3R A 81 81 §, 89 31U AfGavTd ST &l TIfed Hd &, 5t
Iuyer il @t HdT 3R Frgfa & g9 3y fRdi & 3 5gM & T 3iTawaes 8 g g,
IeTERU & forg, I Sy et & fore ArearR & forg gHR wraferdl &t arst Rd g < S A=
g &1 ufayfd o |
TEH : i TR0 & ol SR Yellag 3 94 MeRT H A g ot A -TeT a1 & a1 Sfei Ay
BT DI ATTGHAT 8l 8, §H 3P HfGHT STl D! TS B b oIT MUt TgHfd iR
R e gl
e g 3MUeh! HgHld o1 STa=aehdl g dl §H TS 1A Ufhdl & UM & =0 H 3HDT 3R1Y
H| TfS 3T TEAT G T STHR B &, 1 31T AR TN TG B b (018 TS 3 I ol
SUANT 18] B UTeH, 3R ST 30 gRT 31de fhU I g Ug & e 3110 IR faaR =78 & e
g 3T SRY fHT T R THSRI Y HA H fIwd gd § a1 7T6d STHHR! Ue o §, 5 30Uk
3{TaE R fIaR &3 & forg gAR forg sawae § (SR avvadn a1 &1 3faeT &1y, df 89 3adh
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3G R IHAAYdS HRATS ol BHR AT |

7. 3D RIS VRIS & IR T THBRT, i 3R Wy
T 3MT9% gRT AR o7 3M1de B 718 YHHT & YR W, AR HMA & SIUR, 30D RIS g,
o7 3R TR & IR T THSR! Ueha X A g |
o TN TH B IR W AU RIS Reple B ofid HRA BT ATTIHAT 81 ©, Mo T8
gy Pt 1 T b 31achs SoRIfeer 3faere & T oo ot 161 &, ST 3ueh! 39 Yf¥eT & forg

3Ugad ST 8l
o BHUAN DI & FIER, fafaear & wiieH! & fire smus fef fdazor ues X 9ehd &

o BH UD WY Haef THHR 1, S & [T 3Ue! {4 &1 Geich= d, 3de- Ufshar o

gfaen & fore SFRIY &, T ARSI & SR, Fgfad & fod e U ¥ ifard
TGS AT Bl TR B & 3230 I UH HR Ihd g |

8. Taaferd Auig-ufdsar
3 3 ot & 3refi et 8 forepT Half ufshan & SR Ia=ferd (Rug-fRHfur & SR UR 30 IR

TAE@YUl gHTd TS|

9. ScT TS Bl

3T B} SAfRIT ISR R & & 1Y TN HTST HR Hhd 82
B TS| G STHBRI had SR = 3, TUT FHfaRad ot &l & Tr Jrem d:
o foe & gearht wwfaar, S & go st a1 vere S, Yl & 383 @ qur ufauy ga
T 76 & e |
o QAaruerEr, fie @1 3R Y Ja1E UM H & forg, o fos gAR Yt Seray &1 ueed v & forg
HERUT UeTdT, Yl Ufehar § TeTadl &+ & ol TR a1 UerdT, I aF ST & SR
gRYH, HiSe 3R/ TR e 3 & TSI & forg 37 et ged|
o g B gRT 3MUfdra 8, S b STa g0 quH, <ATTad & TSR, AT 3 BT Ufeha 1 Sfara
S
AR Tt geita-ues Tar werarsit SR ffa H1aRe g &1 o T1aft & ARt ol & o=y et
G STHBRI Bt YRET P Forg Iferd YREM IUT B &1 ATTIH T § | §H U Jaitd-ues a1 verarsit
DI TP TG BRI BT 3T TGS P (oY SUTNT B B SIIHS el & & | 89 I8 $ad ey
I & forg 3R R SR & AR 3! e SR &1 T1fad 63 &1 SgAfd 3 B

VYTATIRUT
Hif ufgrar H 3muds IR A §UR gRI TS 1 T8 Afadid BRI &l AT # fRUd gHR Jdif R
RIFTANR a1 S qahdT § qUT 981 IR (a1 ST Hahdl 5, T4 THAR Yl AT UGS §RT SR Tar|
TRt Guid foar S gerar 8, S e Ia s A &Y Rua g
fioRT 3R I JaT USTdT, STt 3MTdedh! b G SFBRI ! TR B 8, 3 $9-J0YH ST Mu=iaar
Tad (39909 SIUTU), 39909 Srhuws & forg 3 Tawae e ofR Raw-gquy Ser e Srrad
(RT9-guy SIuw) &1 SrguTeH HRd g, oI fab SRt arforsy faum gry Fuffa fearmang, fomd &
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TS & A&fUd 57, b I7 RIT IRBR WIIHRUN §RT SR TG Sl B o1t Tt TR D1 GRET
U&H B o U § SfHITGd fohdl T 8 | ST MU= ShHad (DPF) HAHH & a1R H S1fd S &
forg, 3R gHR THTUA 3R AR ST Mu=iudl ShHad Mu-adT ifd &1 3= & forg, Huan Ser Mu-adr

ThHdP ad{-llsc TR SIT4: https://www.dataprivacyframework.gov/.

10. BH 3{TUP TG STl B YRET Y BHel?

TH 3T AT SIHBR! &l gUeTaRT |l 5T, SHIGHd dile ¥ ITANT a1 SUIRT H a1 o,
ufkafdd a1 gere fhT ST @ A & o Ifad JRem Ui fhu 8 | 39 Sifafved, 89 St safaaid
SHBR) deb UgT Y 3 HHATREN, Toiel, SHaR) 3R 3 Ity uall do Wit wad 8, e sgaaiie
IR IR TP THBRI BT HTIIS ¢ | I Had gHR R TR & MU AfGTd SHBRT T TRB T
BT 3R I MU= & Hofed & e 8|

B foradt ot vy Se1 JRen Ieere J Fues & forg uferams wifid &t § oiR afg st = 3 g
HRAT SAAD I dl 89 SIS 3R foredt off A fafarme &1 Ser S & g il

11. 3T B STHBRT BT SUINT Hd dPb HI?

T fsfer auen! e o &, l Well Ufshdl & SR GHR §RT U 1 115 HATRTId BRI ST
HIHP T3 BT feTT o+ ST 3R SHHT ITANT ASHTR Faiell Y Trferd B 3R Faiferd Ranfdar siiR
RepTSHIT I AT & foTT foaT ST HehdT § | T 3 ITFBRI Bl §HR A1 3D AR ae DT I 3fafey
¥ foTQ quUT I a1 Bt 3rafy & fore ST AT, ST fo ARY SfaeRor SIfat iR aR] ST g1
gfRuTia fear man g |

TH 3 HTAED| B! ATGHTI THBR] Pl hdd ARL B GRT SIHT Al dh T 3UH! 39 Ug W Hgad
P B TR T U1 (A0 3Tuh! Yferd 3 o a1e &1 auf aob, Sl 4l HH B, dh GRI& & | g7 39
31afer & forg 3Mueh feerTd SHHRY 3 U [ad g, dTfh foreht SIT a1d ot fufa & g0 ug fear 9
o g g 3R R IWieaR] & favg H1g NeHTd -Te! fhar § auT g4 Yl ufekar fAwer aik
ORI AR I T BT 5 | 5 3 & 91G, §H ARSI 3R fafFaHl & SR e sAfaad
SHGHRY D1 RIE&T T 8 HR & |

T Tl T, §H ST HfGTd BRI DI S0 UAHT Jet H i 981 db §T4 X8, T YR TR
o Ui B BIS 3aTR IUF Bl Tl & SR g9 3P 7T 319 TR IR FH1 918 |

12. U89, GUR, fade sik ufaee & ifieR

AT TSR & HaY H 3P fUPR
$o URTRUfTA T 3R A Hrarsi 3R Sfuara! & 31efiH, HH gRT MU 5 BT SR &:
o IRIY BT IYYNT HUDH! AfGRTd THDHRI b Ugd (o ATHIG: "Sel [dv Ugd SRiy" &
0 ST A1 ]) | 3 3T §HR UM HIS[E 31U §R § SafaavTd ST} & U Ufd Ut &9
Y1 3R T g G b 5 38 94 U J I R R €, S b SAR gRT AN
TSR TeH &3 I gaRI & ISRI 3R Tadsdl R ufdgd yqEa o |
o JUR P IAIRIY B 3Tb IR T AR YN HIS[g AT SHBRI BT [3aR0T| I 3T §AR
T TiS[G 3T R H foradt oft S1edt ar Terd TSR &) W8t HRa1 Jabil|
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o UM BT IRAY B TSB! AR SITHBR! BT, THY 3T FHY AfGHTd STHBR] Bl ge al
g & I &g Ihd &, 9181 38 T B B §HR UM Bl Ifoid R 1 ¢ | 3T Urg T8
HfIBR 4t 8 fob 30 g1 3ot TfdaTd SR} &Y g a1 fie™ & forg &g, Sigt o
TRERHRUT OR 3TUTR A b 30 (IR 1y fban 8 (F= 2|

o  TRITHRUT UR MU U] AfdaTd STHHRI & Yae H, gt g7 I ave  9¢ fed (@ forsht e
T %) W R & 3R 3yt fagiy fRufa & aR o oo T 8 e SRUT 3110 39 STYR R
TRIGHRUT TR STURT ST 9184 & | I 314 37 URTUfaal # Safy $vd &, dl 3t safaaid
SFBRI BT DT A [T ST, TS e o TRIRDHRUT IR} 3G & oTE Big Hedqy],
FILHRY HROT A G AT HTLA ardl b RATT FHRA, 3 T I1 §Td HRA P (o7 TEBRUT
ARS8l

o  VRIEHRUT WX UTAEY BT gAY B YD AT STHBRI DI, SN 31U gHY 304 IR T
HfRTTT THBRT & TETHRU B! (dfed B & [ B8 Tohd 8, IaTex0N b 1T IS 3T I1gd &
P 51 3@ TIHhdT I1 3P YRl BT HRUT I B |

o RATHIARUT BT SFRIY BN 31T GRT o7 DI UGH D1 T8 gaiae -1 70 H ST T HfRITd
BRI B! fohdl 3= U&f ol gxaiaie BT |

& 3T ST G THBRT B! THIET, AT, YR T fIAT9 FT SRIY HAT A8 §, 30
G STT P TETHIU TR AT BT AT8d &, T SR BT A18d & b §H MU AfGaTd BRI
ﬁ@qﬁwmq&faﬁmaﬁ,?ﬁm%@ﬁwffdpo_gdpr@brinksinc.com@wﬁl
Y U R T IR AN B P STIR 7|

Rrorad gof w3 o1 JfteR

3R 39 TfE TUH! TIAT & b MU AT ST Bl AL ST IRV HTH b Seare- | S faar
TR, 1 STUDT 39 =1 & WeH Gidef TfIdur & U RIGad &of a3 &1 ISR § 98l 3110 36d o,
ST 319 HTH FHRd &, IT o151 BT Seaie g g |

TgHfd aTuT A &1 PR

S 31T 39 Ug & forw 3imae- foar o1, df 3maa g4 it ufshar & yaiemnd smue! aafaara
STHBR! I GGTd B D JgdTd e ot Ot | 3! foet +f aHa 39 ygieH & fau
TRITHRUT 8 30 TgHf aTay A &1 TR 8 | 3Ot TgHf aray o & fore o
dpo_gdpr@brinksinc.com TR U Y| Wvﬂmﬁ, m@t@ﬁ Wﬂ’eﬁlﬁl% HTUR
TR UGB S UTehdT THIfId gt gRT, 3R U=t 3Mudh gRT IgH{d 910y o T Ugd 89
UG 1 715 AR SHBR] Bl AR BT §RT STH 3T SUfEd fafd T ST Q|

13. SCTEREIT JHITDRY

T S YRl ATy o SFUTAH i FIRTHT & g U SeT gRaf SaR (Sidtef) fgad far g 1 afg
3T UMY 39 MY-adr ey a1 81 3! AfadiTd STHBR H8 U §, & IR J HIg U g, 4l o

DPO@[dpo_gdpr@brinksinc.com R IUS B3 | 30D Uiy fHa) lﬁméaw&m@?ﬁﬁmmwﬁ

1 ARIBR & S 3P T F ST W& et & forg ReR 21
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XI.

Indonesia Global Applicant Privacy Policy - Pemberitahuan
Privasi Pelamar

1. Apa tujuan dokumen ini?

Brink's merupakan penyedia layanan global terkemuka dalam pengelolaan uang tunai dan
barang berharga, solusi ritel digital, layanan keamanan, dan layanan pengelolaan ATM. Di HR
Recruitment Department di Brink's, kami bertanggung jawab atas perekrutan dan pemilihan
karyawan baru serta pengembangan dan pertumbuhan lebih lanjut dari karyawan saat ini.
Anda diberi salinan pemberitahuan privasi ini karena Anda melamar pekerjaan untuk
Perusahaan Brink's atau salah satu afiliasi korporatnya ("Brink's"). Ini membuat Anda
mengetahui bagaimana dan mengapa data pribadi Anda akan digunakan, yaitu untuk tujuan
perekrutan, dan berapa lama biasanya data tersebut akan disimpan.

Yang akan mengontrol data-data terkait data pribadi Anda di Brinks adalah anggota grup
perusahaan Brink's tempat Anda melamar pekerjaan. Jika Anda ingin meminta informasi ini
silakan kirimkan email ke dpo_gdpr@brinksinc.com.

2. Prinsip perlindungan data
Kami akan mematuhi hukum dan prinsip perlindungan data, yang berarti bahwa data Anda

akan:

Digunakan secara sah, adil dan transparan.

Dikumpulkan hanya untuk tujuan sah yang telah kami jelaskan dengan jelas kepada
Anda dan tidak digunakan dengan cara apa pun yang tidak sesuai dengan tujuan
tersebut.

Relevan dengan tujuan yang telah kami sampaikan kepada Anda dan terbatas hanya
pada tujuan tersebut.

Akurat dan selalu diperbarui.

Disimpan hanya selama diperlukan untuk tujuan yang telah kami beritahukan kepada
Anda.

Disimpan dengan aman.

3. Jenis informasi yang kami simpan tentang Anda
Sehubungan dengan lamaran Anda untuk bekerja dengan kami, kami akan mengumpulkan,
menyimpan, dan menggunakan kategori informasi pribadi berikut tentang Anda:

Informasi yang Anda berikan kepada kami dalam riwayat hidup (CV) Anda.

Informasi yang Anda berikan pada formulir lamaran kami, termasuk nama, nama
keluarga, alamat e-mail, nomor telepon, alamat, kode pos, negara, bahasa yang
digunakan, jenis kelamin, pemberi kerja sebelumnya, durasi kerja, dan posisi terkait,
riwayat pendidikan, ijazah, dan bidang studi, keahlian, dan salinan tanda pengenal
dan/atau lisensi.

Informasi apa pun yang Anda berikan kepada kami selama wawancara atau dalam
proses perekrutan

Informasi apa pun yang kami terima dari sumber pihak ketiga, seperti referensi
pekerjaan atau riwayat kredit, sesuai dengan hukum yang berlaku.

Page 68 of 156



mailto:dpo_gdpr@brinksinc.com

4. Bagaimana informasi pribadi Anda dikumpulkan?

Kami mengumpulkan informasi pribadi tentang kandidat dari sumber-sumber berikut:

¢ Anda, sebagai kandidat yang bersangkutan.

e Dari sumber perekrutan pihak ketiga, seperti Linkedln atau Indeed.

e Pihak ketiga lainnya, termasuk referensi pekerjaan, penyedia pemeriksaan latar
belakang, lembaga kredit, atau pemerintah, misalnya Layanan Pengungkapan dan
Larangan di Inggris, jika berlaku.

Bagaimana kami akan menggunakan informasi tentang Anda

5. Kami akan menggunakan informasi pribadi yang kami kumpulkan tentang

Anda untuk:

¢ Menilai keterampilan, kualifikasi, dan kesesuaian Anda untuk peran yang Anda lamar.

e Melakukan pemeriksaan latar belakang dan referensi, jika berlaku.

e Berkomunikasi dengan Anda tentang proses perekrutan.

e Menyimpan catatan yang terkait dengan proses perekrutan kami.

e Mematuhi persyaratan hukum atau peraturan.

e Untuktujuan keberagaman, sesuai dengan hukum yang berlaku.
Setelah menerima CV dan/atau formulir lamaran Anda, kami kemudian akan memproses
informasi tersebut untuk memutuskan apakah Anda memenuhi persyaratan dasar untuk
terpilih untuk peran tersebut. Jika ya, kami akan memutuskan apakah lamaran Anda cukup
kuat untuk mengundang Anda untuk wawancara. Jika kami memutuskan untuk memanggil
Anda untuk wawancara, kami akan menggunakan informasi yang Anda berikan kepada kami
saat wawancara untuk memutuskan apakah kami akan menawarkan peran tersebut kepada
Anda. Jika kami memutuskan untuk menawarkan peran tersebut kepada Anda, kami mungkin
akan menjalankan pemeriksaan latar belakang dan kriminal yang berlaku, dan kami mungkin
menghubungi referensi, sesuai dengan hukum yang berlaku.

6. Dasar hukum kami untuk pemrosesan

Jika hukum perlindungan data yang berlaku mengharuskan dasar hukum untuk
mengumpulkan, menggunakan, dan memproses data pribadi Anda, Perusahaan
mengandalkan beberapa alasan untuk memproses informasi pribadi Anda.

e Pembuatan Perjanjian Kerja : Untuk sebagian besar informasi pribadi, pemrosesan
diperlukan bagi Perusahaan untuk menentukan apakah akan membuat perjanjian kerja
dengan Anda jika hukum yang berlaku mengharuskan adanya perjanjian kerja.
Diwajibkan Oleh Hukum : Dalam keadaan tertentu, misalnya, jika seorang pemohon
meminta akomodasi untuk disabilitas, pemrosesan akan diharuskan mematuhi hukum
yang berlaku.

Kepentingan Sah : Apabila alasan di atas tidak berlaku, kami memproses data pribadi
Anda sebagaimana diperlukan untuk mengejar kepentingan sah kami dalam merekrut
dan mempekerjakan calon karyawan yang sesuai.

e Persetujuan: Jika tidak satu pun dasar hukum pemrosesan yang tercantum di atas
berlaku atau jika hukum yang berlaku mengharuskannya, kami mengandalkan
persetujuan Anda untuk memproses data pribadi Anda.

Jika kami memerlukan persetujuan Anda, kami akan memintanya sebagai bagian dari
proses aplikasi daring (online). Jika Anda menolak untuk menyetujui, Anda mungkin
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tidak dapat menggunakan halaman aplikasi daring untuk melamar pada kami, dan

Brink's mungkin tidak dapat mempertimbangkan Anda untuk posisi yang Anda lamar.
Jika Anda gagal memberikan informasi saat diminta atau memberikan informasi palsu, yang
diperlukan bagi kami untuk mempertimbangkan lamaran Anda (seperti bukti kualifikasi atau
riwayat pekerjaan), kami tidak akan dapat memproses lamaran Anda dengan sukses.

7. Informasi tentang hukuman pidana Anda, gender, dan kesehatan

Kami dapat mengumpulkan informasi tentang riwayat hukuman pidana, jenis kelamin, dan
kesehatan Anda tergantung pada peran yang Anda lamar, sesuai dengan hukum yang berlaku.
e Dibeberapa negara, kami diwajibkan secara hukum untuk melakukan pemeriksaan
catatan kriminal guna memastikan tidak ada catatan kriminal dalam riwayat Anda yang

membuat Anda tidak cocok untuk peran tersebut.

e Kamidapat mengumpulkan jenis kelamin Anda untuk tujuan keberagaman, sesuai
dengan hukum yang berlaku.

e Kamidapat mengumpulkan informasi kesehatan Anda untuk tujuan mengevaluasi
kebugaran Anda untuk bertugas, untuk menangani permintaan akomodasi dalam
proses lamaran, atau untuk memenuhi persyaratan yang diamanatkan secara hukum
untuk perekrutan, sesuai dengan hukum yang berlaku.

8. Pengambilan keputusan otomatis

Anda tidak akan tunduk pada keputusan yang akan berdampak signifikan terhadap Anda
berdasarkan pengambilan keputusan otomatis selama proses perekrutan.

9. Berbagi data

Mengapa kami mungkin membagikan informasi pribadi Anda dengan pihak ketiga?

Kami hanya akan membagikan informasi pribadi Anda secara internal, dan kepada pihak ketiga
berikut:
e Afiliasi Brinks, seperti perusahaan induk atau anak perusahaan, untuk tujuan
perekrutan dan pengumpulan kandidat potensial (talent pool).
¢ Penyedia Layanan, untuk menjalankan layanan atas nama Brinks, seperti penyedia
penyimpanan untuk mengelola basis data perekrutan kami, penyedia layanan
administratif untuk membantu dalam proses perekrutan, atau pihak ketiga lainnya untuk
tujuan melakukan pemeriksaan latar belakang, kredit, dan/atau kriminal, sesuai dengan
hukum yang berlaku.
¢ Jika Diwajibkan oleh Hukum, seperti saat kami menanggapi panggilan pengadilan,
perintah pengadilan, atau proses hukum lainnya.
Semua penyedia layanan pihak ketiga dan entitas lain dalam grup perusahaan Brinks
diharuskan mengambil langkah-langkah keamanan yang tepat untuk melindungi informasi
pribadi Anda sesuai dengan kebijakan kami. Kami tidak mengizinkan penyedia layanan pihak
ketiga kami menggunakan informasi pribadi Anda untuk tujuan mereka sendiri. Kami hanya
mengizinkan mereka untuk memproses informasi pribadi Anda untuk tujuan tertentu dan
sesuai dengan instruksi kami.
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Transfer Internasional

Informasi pribadi yang kami kumpulkan tentang Anda dalam proses perekrutan dapat
ditransfer ke, dan disimpan di, server kami yang berlokasi di Amerika Serikat, dan di server
yang dikelola oleh penyedia layanan perekrutan kami yang juga berada di Amerika Serikat.
Brink's dan penyedia layanannya yang memproses informasi pribadi pelamar mematuhi EU-
U.S. Data Privacy Framework (EU-U.S. DPF), UK Extension to the EU-U.S. DPF, dan Swiss-U.S.
Data Privacy Framework (Swiss-U.S. DPF) sebagaimana ditetapkan oleh Departemen
Perdagangan AS, yang masing-masing telah disetujui oleh otoritas pemerintah Uni Eropa,
Inggris, atau Swiss yang relevan sebagai penyedia tingkat perlindungan yang memadai untuk
data pribadi yang ditransfer. Untuk mempelajari lebih lanjut tentang program Data Privacy
Framework (DPF), dan untuk melihat sertifikasi kami dan Data Privacy Framework Privacy
Policy kami, silakan kunjungi situs web DPF: https://www.dataprivacyframework.gov/.

10. Bagaimana kami akan melindungi data pribadi Anda?

Kami telah menerapkan langkah-langkah keamanan yang tepat untuk mencegah informasi
pribadi Anda hilang secara tidak sengaja, digunakan atau diakses dengan cara yang tidak sah,
diubah atau diungkapkan. Selain itu, kami membatasi akses ke informasi pribadi Anda kepada
karyawan, agen, kontraktor, dan pihak ketiga lainnya yang memiliki kebutuhan bisnis untuk
mengetahuinya. Mereka hanya akan memproses informasi pribadi Anda berdasarkan instruksi
kami dan mereka tunduk pada kewajiban kerahasiaan.

Kami telah menerapkan prosedur untuk menangani setiap dugaan pelanggaran keamanan
data dan akan memberitahukan Anda dan regulator yang berlaku tentang pelanggaran data
jika kami secara hukum diharuskan melakukannya.

11. Berapa lama kami akan menggunakan informasi Anda?

Jika Brink's mempekerjakan Anda, informasi pribadi yang kami kumpulkan selama proses
perekrutan akan menjadi bagian dari berkas personal Anda dan dapat digunakan untuk
mengelola hubungan kerja dan untuk tujuan pelaporan dan penyimpanan catatan terkait.
Kami akan menyimpan informasi ini selama seluruh hubungan kerja Anda dengan kami dan
untuk periode setelahnya sebagaimana ditentukan oleh jadwal penyimpanan dan hukum yang
berlaku.

Kami akan menyimpan informasi pribadi pelamar yang tidak dipekerjakan hanya selama
diizinkan oleh undang-undang yang berlaku atau selama dua tahun setelah kami
mengomunikasikan kepada Anda keputusan kami tentang apakah akan merekrut Anda untuk
peran tersebut, dan akan dipilih waktu mana yang lebih pendek. Kami menyimpan informasi
pribadi Anda selama periode tersebut sehingga kami dapat menunjukkan, jika terjadi tuntutan
hukum, bahwa kami tidak melakukan diskriminasi terhadap kandidat dengan alasan yang
dilarang dan bahwa kami telah melakukan proses rekrutmen dengan cara yang adil dan
transparan. Setelah periode ini, kami akan menghancurkan informasi pribadi Anda secara
aman sesuai dengan hukum dan peraturan yang berlaku.

Dengan persetujuan Anda, kami akan menyimpan informasi pribadi Anda di kumpulan
kandidat potensial kami hingga tiga tahun, atas dasar bahwa peluang lain mungkin muncul di
masa depan dan kami mungkin ingin mempertimbangkan Anda untuk itu.
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12. Hak akses, koreksi, penghapusan, dan pembatasan

Hak Anda sehubungan dengan informasi pribadi

Dalam keadaan tertentu dan tunduk pada batasan dan pengecualian yang berlaku, secara
hukum Anda berhak untuk:

e Meminta akses ke informasi pribadi Anda (umumnya dikenal sebagai "permintaan
akses subjek data" / "data subject access request"). Hal ini memungkinkan Anda
menerima salinan informasi pribadi yang kami simpan tentang Anda dan memeriksa
apakah kami memprosesnya secara sah, selama penyediaan informasi pribadi tersebut
tidak akan berdampak buruk pada hak dan kebebasan orang lain.

e Meminta koreksi informasi pribadi yang kami miliki tentang Anda. Hal ini
memungkinkan Anda untuk memperbaiki informasi yang tidak lengkap atau tidak
akurat yang kami miliki tentang Anda.

e Meminta penghapusan informasi pribadi Anda. Hal ini memungkinkan Anda untuk
meminta kami menghapus atau membuang informasi pribadi apabila tidak ada alasan
kuat bagi kami untuk terus memprosesnya. Anda juga memiliki hak untuk meminta
kami menghapus atau membuang informasi pribadi Anda apabila Anda telah
menggunakan hak Anda untuk menolak pemrosesan (lihat di bawah).

e Keberatan terhadap pemrosesan informasi pribadi Anda jika kami hanya
mengandalkan kepentingan sah (atau pihak ketiga) dan ada sesuatu tentang situasi
khusus Anda yang membuat Anda ingin menolak pemrosesan atas dasar ini. Jika Anda
berkeberatan dalam keadaan ini, pemrosesan informasi pribadi Anda akan dihentikan
kecuali ada alasan yang lebih kuat dan mendesak untuk melanjutkan pemrosesan atau
pemrosesan tersebut diperlukan untuk menetapkan, mengajukan atau membela
tuntutan hukum.

e Meminta pembatasan pemrosesan informasi pribadi Anda. Hal ini memungkinkan
Anda untuk meminta kami menangguhkan pemrosesan informasi pribadi tentang Anda,
misalnya jika Anda ingin kami memastikan keakuratannya atau alasan pemrosesannya.

e Meminta transfer informasi pribadi Anda dalam bentuk elektronik yang Anda berikan
kepada Brink's kepada pihak lain.

Jika Anda ingin meninjau, memverifikasi, mengoreksi, atau meminta penghapusan informasi
pribadi Anda, menolak pemrosesan data pribadi Anda, atau meminta kami mentransfer
salinan informasi pribadi Anda ke pihak lain, silakan hubungi dpo_gdpr@brinksinc.com secara
tertulis. Kami akan menanggapi permintaan tersebut sesuai dengan hukum yang berlaku.

Hak untuk Mengajukan Keluhan

Jika Anda meyakini bahwa data pribadi Anda telah diproses dengan melanggar undang-undang
perlindungan data yang berlaku, Anda berhak mengajukan keluhan kepada otoritas pengawas
yang berwenang di negara tempat Anda tinggal, tempat Anda bekerja, atau tempat terjadinya
dugaan pelanggaran.

Hak untuk menarik persetujuan

Saat Anda melamar posisi ini, Anda memberikan persetujuan kepada kami untuk memproses
informasi pribadi Anda untuk tujuan perekrutan. Anda memiliki hak untuk menarik persetujuan
Anda untuk pemrosesan untuk tujuan tersebut kapan saja. Untuk menarik persetujuan Anda,
silakan hubungi dpo_gdpr@brinksinc.com. Penarikan apa pun tidak akan memengaruhi
keabsahan pemrosesan berdasarkan persetujuan Anda sebelum penarikannya, dan
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Perusahaan akan terus menyimpan informasi pribadi yang Anda berikan kepada kami sebelum
Anda menarik persetujuan Anda selama diizinkan atau diharuskan oleh hukum yang berlaku.

13. Petugas perlindungan data

Kami telah menunjuk petugas perlindungan data (DPO) untuk mengawasi kepatuhan terhadap
pemberitahuan privasi ini. Jika Anda memiliki pertanyaan tentang pemberitahuan privasi ini
atau bagaimana kami menangani informasi pribadi Anda, silakan hubungi DPO di
dpo_gdpr@brinksinc.com. Anda berhak mengajukan keluhan kapan saja kepada Badan
Perlindungan Data yang bertanggung jawab atas masalah perlindungan data di negara Anda.
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XV. Latvian Global Applicant Privacy Policy - Privatuma
Pazinojums Kandidatiem

1. Kads ir St dokumenta mérkis?

Brink’s ir pasaules vadoSais skaidras naudas un vértslietu parvaldibas, digitalo
mazumtirdzniecibas risinajumu, apsardzes pakalpojumu un bankomatu parvaldito
pakalpojumu sniedzéjs. Més Brink’s personala dalad esam atbildigi par jaunu darbinieku atlasi
un pienemsanu darba, ka ari esoSo darbinieku turpmaku attistibu un izaugsmi. Jums tiek
sniegts Sis privatuma paziaojums, jo piesakaties darbam uznémuma Brink’s vai kdda no ta
filialem (“Brink’s”). Privatuma pazinojums informé& Jas par to, ka un kapéc tiks izmantoti Jisu
personas dati, proti, personala atlases mérkiem, un par to, cik ilgi tie parasti tiek saglabati.
JUsu personas datu parzinis ir Brink’s korporativas grupas dalibnieks, darbam kura esat
pieteikuSies. Ja vélaties pieprasit So informaciju, rakstiet uz e-pastu dpo_gdpr@brinsinc.com.

2. Datu aizsardzibas principi
Més ieveérosim datu aizsardzibas likumu un principus, kas nozimé, ka Jusu dati:
e tiks izmantoti likumigi, godigi un parskatami;
e tiks apkopoti tikai derigiem mérkiem, ko esam skaidri izskaidrojusi, un netiks izmantoti
neatbilstosi Siem merkiem;
e bus saistiti ar mérkiem, par ko esam miné€jusi, un tiks ierobezoti tikai ar Siem meérkiem;
e bus precizi un aktuali;
e tiks uzglabati tikai tik ilgi, cik nepiecieSams mérkiem, par ko esam mingjusi;

e tiks droSi uzglabati.

3. Informacija, kas mums ir par Jums
Saistiba ar JUusu pieteikumu darbam musu uznémuma meés apkoposim, uzglabasim un
izmantosim Sadas Jusu personas informacijas kategorijas:

e informacija, ko esat sniegusi mums sava dzives gajuma (CV);

e informacija, ko esat sniegusi musu pieteikuma forma, ieskaitot vardu, uzvardu, e-pasta
adresi, talruna numuru, adresi, pasta indeksu, valsti, parvaldama(s) valoda(s),
dzimumu, datus par iepriek§éjiem darba devéjiem, nodarbinatibas ilgumu un amatiem,
izglitibas vésturi, zinas par diplomiem, studiju jomu un prasmém un personas un/vai
vaditaja apliecibas kopijas;

e jebkurainformacija, ko sniedzat mums intervijas laika vai darba iekartoSanas proces3;

e jebkurainformacija, ko sanemam no treSo personu avotiem, pieméram, darba devéju
atsauksmes vai kreditvésture, saskana ar piemeérojamajiem likumiem.
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4. Ka tiek ieguta Jusu personas informacija?

Més ieglstam personas informaciju par kandidatiem no Sadiem avotiem:

no Jums, kandidata;

no treSo personu personala atlases resursiem, pieméram, LinkedlIn vai Indeed,;

no citam treSajam personam, tai skaita darba devéju atsauksmém, iepriekséjas
darbibas parbaudes pakalpojumu sniedzéjiem, kreditagentlras vai valdibas,
pieméram, Lielbritanija no Informacijas atklaSanas un darba iekartoSanas aizliegumu
dienesta, ja piemérojams.

5. Ka més izmantosim informaciju par Jums

Més izmantosim par Jums ieguto personas informaciju:

lai novertétu Jusu prasmes, kvalifikaciju un piemérotibu amatam, uz kuru pretendéjat;
ja piemérojames, lai veiktu iepriek§éjas darbibas un atsauksmiju parbaudes;

lai sazinatos ar Jums saistiba ar darba iekartoSanas procesu;

lai uzglabatu ierakstus saistiba ar musu darba pienemsanas procesiem;

lai ievérotu juridiskas vai regulativas prasibas;

dazadibas noluka saskana ar piemérojamajiem likumiem.

Péc Jusu CV un/vai pieteikuma sanems$anas meés apstradasim So informaciju, lai izlemtu, vai

atbilstat amata pamatprasibam. Ja atbilstat, més izlemsim, vai JUsu pieteikums ir pietiekami

labs, lai uzaicinatu Jus uz interviju. Ja més nolemsim uzaicinat Jus uz interviju, més

izmantosim informaciju, ko sniedzat mums intervija, lai izlemtu, vai piedavat Jums amatu. Ja

mes nolemsim piedavat Jums amatu, més varam veikt attiecigas iepriek§éjas darbibas un

sodamibas parbaudes un varam sazinaties ar atsauksmju sniedzéjiem saskana ar

piemérojamajiem likumiem.

6. Muasu likumigais apstrades pamats

Ja piemérojamie datu aizsardzibas likumi pieprasa likumigu pamatu Jusu personas datu

ieguSanai, izmantoSanai un citai apstradei, Uznémums palaujas uz vairakiem pamatiem Jusu

personas datu apstradei.

Darba liguma noslégsana: lielakajai personas informacijas dalai apstrade
Uznémumam ir nepiecieS8ama, lai noteiktu, vai noslégt ar Jums darba ligumu, ja
piemérojamie likumi pieprasa darba ligumu.

NepiecieSams saskana ar likumu: noteiktos apstaklos, pieméram, ja kandidats
pieprasa izmitinaSanu invaliditates dél, apstradei bus jaatbilst piemérojamajiem
likumiem.

Legitimas intereses: ja minétie pamati nav piemérojami, més apstradajam Jasu
personas datus, ja tas ir nepiecieSams, lai istenotu musu legitimas intereses personala
atlasé un atbilstoSa personala pienems$ana darba, pieméram, lai atlidzinatu Jums cela
izdevumus, ja JUs braucat uz musu biroju uz interviju.
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e PiekriSana: ja neviens no minétajiem likumigajiem apstrades pamatiem nav
piemeérojams vai to pieprasa piemeérojamie likumi, més palaujamies uz Jlsu piekriSanu
JUsu personas datu apstradei.
Ja mums bus nepiecieSama Jusu piekriSana, més to pieprasisim tieSsaistes pieteikSanas
procesa. Ja atteiksieties sniegt piekriSanu, JUs, iespéjams, nevarésiet izmantot tieSsaistes
pieteikuma formu, lai pieteiktos, un Brink’s, iespéjams, nevarés izskatit Jisu kandidattru
amatam, kuram JUs piesakaties.
Ja JUs nesniegsiet informaciju péc pieprasijuma vai sniegsiet viltus informaciju, kas mums
nepiecieSama, lai izskatitu Jusu pieteikumu (pieméram, kvalifikacijas vai darba véstures
apliecinajumu), més nevarésim sekmigi apstradat Jlsu pieteikumu.

7. Informacija par Jusu sodamibu, dzimumu un veselibu
Més varam iegut informaciju par Jusu sodamibu, dzimumu un veselibu atkariba no amata,
kuram JUs piesakaties pie mums, saskana ar piemérojamajiem likumiem.
e Dazas valstis mums saskana ar likumu ir javeic sodamibas ierakstu parbaudes, lai
parliecinatos, ka Jusu sodamiba nav neka tada, kas padaritu JUs nepiemérotu amatam.
e Meés varam apkopot Jisu dzimumu dazadibas mérkiem saskana ar piemérojamajiem
likumiem.
e Meésvaram iegutinformaciju par Jusu veselibu, lai novértétu Jisu piemeérotibu amatam,
lai pieteik§anas procesa izskatitu izmitinaSanas pieprasijumu vai izpilditu ar likumu
noteiktas prasibas pienemsanai darba saskana ar piemérojamiem likumiem.

8. Automatizéta lemumu pienemsana

Attieciba uz Jums netiks pienemti lemumi, kas JUs butiski ietekmés, pamatojoties uz
automatizetu lemumu pienems$anu darba pienemsanas procesa.

9. Datu kopigoSana
Kapeéec jums butu jakopigo mana personas informacija ar treSajam personam?
Més kopigosim Jusu personas informaciju tikai iek§€ji un ar $adam treSajam personam:

e Brink’s filiales, pieméram, mates vai meitas uznémumi, personala atlases mérkiem un
talantu bankas uzturéSanai.

e Pakalpojumu sniedzéji, lai sniegtu pakalpojumus Brink’s varda, pieméram,
uzglabasanas pakalpojumu sniedzéji, kas parvalda musu personala atlases datubazes,
administrativo pakalpojumu sniedzéji, kas palidz personala atlases procesa, vai citas
treSas personas, kuras veic iepriekSejas darbibas, kreditvéstures un/vai sodamibas
parbaudes, saskana ar piemérojamiem likumiem.

e Japieprasa likums, pieméram, ja més atbildam uz tiesas pavéstém, tiesas rikojumiem
vai citam juridiskam proceduram.
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Visiem musu treSo personu pakalpojumu sniedz€éjiem un citam vienibam Brink’s korporativaja
grupa ir javeic attiecigie droSibas pasakumi, lai aizsargatu Jasu personas informaciju saskana
ar musu politikdm. Més nelaujam musu treSo personu pakalpojumu sniedzéjiem izmantot
JUsu personas informaciju saviem meérkiem. Més laujam viniem apstradat Jusu personas
informaciju tikai noraditajiem meérkiem un saskana ar musu noradijumiem.

Starptautiska nodosana

Personas informacija, ko més apkopojam par Jums personala atlases procesa, var tikt nodota
un uzglabata musu serveros, kas atrodas ASV, un serveros, ko uztur misu personala atlases
pakalpojumu sniedz€ji, kuri ari atrodas Amerikas Savienotajas Valstis.

Brink’s un ta pakalpojumu sniedzéji, kas apstrada kandidatu personas informaciju, ievéro ES
un ASV Datu privatuma reguléjumu (EU-U.S. DPF), EU-U.S. DPF Lielbritanijas paplasinajumu
un Sveices un ASV Datu privatuma reguléjumu (Swiss-U.S. DPF), ka izklasta ASV Tirdzniecibas
departaments, un katru no tiem ir apstiprinajusi attieciga ES, Lielbritanijas vai Sveices valdibas
institlcija, nodroSinot atbilstoSu nodoto personas datu aizsardzibas limeni. Lai uzzinatu vairak
par Datu privatuma reguléjuma (DPF) programmu un apskatitos musu sertifikaciju un musu
Datu privatuma reguléjuma Privatuma politiku, apmekléjiet Datu privatuma reguléjuma
majaslapu: https://www.dataprivacyframework.gov/.

10.Ka meés aizsargasim Jusu personas datus?

Més esam ieviesusi attiecigus droSibas pasakumus, lai novérstu Jlsu personas informacijas
nejausu nozaudésanu, izmantoSanu vai neatlautu piekluvi, groziSanu vai izpauSanu. Papildus
meés ierobezojam piekluvi JUsu personas informacijai ar tiem darbiniekiem, agentiem,
darbuznémejiem un citam treSajam personam, kam ir lietiSka nepiecieSamiba zinat to. Tie
apstradas Jlsu personas informaciju tikai saskana ar misu noradijumiem, un uz tiem attiecas
konfidencialitates pienakums.

Més esam ieviesusSi procedduras, lai risinatu jebkadus iespéjamos datu droSibas parkapumus,
un informésim Jus un jebkuru piemérojamo regulatoru par datu parkapumu, ja mums juridiski
tasirjadara.

11. Cik ilgi més izmantosim Jusu informaciju?

Ja Brink’s pienems JUs darba, personas informacija, ko més apkopojam personala atlases
procesa, klls par Jusu personala lietas dalu un var tikt izmantota darba attiecibu
administréSanai un ar to saistitajiem uzskaitvedibas un lietvedibas mérkiem. Més saglabasim
So informaciju visu Jusu nodarbinatibas periodu un musu glabasanas terminu saraksta un
piemérojamajos likumos noteikto laiku péc tam.

Més saglabasim kandidatu, kuri nav pienemti darba, personas informaciju tikai tik ilgi, cik to
atlauj piemérojamie likumi, vai divus gadus péc tam, kad busim pazinojusi Jums savu lEmumu
par to, vai piedavasim Jums amatu, atkariba no ta, kur$ no Siem terminiem ir isaks. Més
saglabajam JUsu personas informaciju Saja perioda, lai prasibas gadijuma varéetu pieradit, ka
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neesam diskriminéjusi kandidatus uz aizliegta pamata un ka esam veiku$i personala atlases

proceduru godigi un parredzami. Péc 81 perioda més droSi iznicinasim Jlsu personas
informaciju saskana ar piemérojamiem normativajiem aktiem.
Ar Jusu piekriSanu més uzglabasim Jusu personas informaciju masu talantu banka lidz trim

gadiem, pamatojoties uz to, ka nakotné var rasties darba iesp&ja un mes, iesp&jams,

velesimies izskatit Jusu kandidaturu.

12.Piekluves, laboSanas, dzéSanas un ierobezosanas tiesibas

Jasu tiesibas saistiba ar personas informaciju

Noteiktos apstaklos un ievérojot piemérojamos ierobezojumus un iznémumus, saskana ar

likumu Jums ir tiesibas:

Pieprasit piekluvi savai personas informacijai (visparzinams ka “datu subjekta
piekluves pieprasijums”). Tas lauj Jums sanemt personas informacijas, kas mums ir par
Jums, kopiju un parbaudit, vai més apstradajam to likumigi, ja vien mums sniedzot
personas informaciju, tas negativi neietekmeés citu personu tiesibas un brivibas.
Pieprasit labot personas informaciju, kas mums ir par Jums. Tas lauj Jums panakt
jebkuras nepilnigas vai neprecizas informacijas, kas mums ir par Jums, laboSanu.
Pieprasit dzést Jusu personas informaciju. Tas lauj Jums lUgt mums dzést vai iznemt
personas informaciju, ja mums nav pamatota iemesla turpinat tas apstradi. Jums ari ir
tiesibas lugt mums dzést vai iznemt JUsu personas informaciju, ja esat izmantojusi
savas tiesibas iebilst pret apstradi (sk. Zemak).

lebilst pret JUsu personas informacijas apstradi, ja més palaujamies vienigi uz
legitimam interesém (vai treSas personas interesém), un Jasu konkrétaja situacija ir
kaut kas, kas liek Jums iebilst pret apstradi §a iemesla dél. Ja JUs iebilstat Sados
apstaklos, Jusu personas informacijas apstrade tiks partraukta, ja vien nav kada
ignoréjosa, parliecinoSa iemesla turpinat apstradi vai apstrade nav nepiecieSama, lai
izvirzitu, istenotu vai aizstavetu prasibas.

Pieprasit jusu personas informacijas apstrades ierobezoSanu. Tas lauj Jums lugt
mums apturéet personas informacijas par Jums apstradi, pieméram, ja vélaties, lai més
noskaidrotu tas precizitati vai apstrades iemeslu.

Pieprasit Jusu personas informacijas, ko esat iesniegusi Brink’s elektroniskaja forma,
nodosanu citai pusei.

Ja velaties parskatit, parbaudit, labot vai pieprasit dzést Jusu personas informaciju, iebilst pret

JUsu personas datu apstradi vai pieprasit, lai més nodotu Jusu personas informacijas kopiju
citai pusei, sazinieties ar dpo_gdpr@brinksinc.com. Més atbildésim uz Sadiem pieprasijumiem
saskana ar piemeérojamiem likumiem.
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Tiesibas iesniegt sudzibu

Ja uzskatat, ka JUsu personas dati ir apstradati, parkapjot piemérojamos datu aizsardzibas
likumus, Jums ir tiesibas iesniegt sudzibu kompetentajai uzraudzibas iestadei valsti, kura
dzivojat, kura stradajat vai kura notika iespéjamais parkapums.

Tiesibas atsaukt piekriSanu

Kad pieteicaties amatam, JUs sniedzat piekriSanu, ka més apstradajam Juasu personas
informaciju personala atlases mérkiem. Jums ir tiesibas jebkura laika atsaukt savu piekriSanu
apstradei Sim mérkim. Lai atsauktu savu piekriSanu, sazinieties ar dpo_gdpr@brinsinc.com.
Jebkada atsaukSana neietekmé apstrades, pamatojoties uz Jusu piekrisanu pirms
atsaukSanas, likumibu, un Uznémums turpinas uzglabat personas informaciju, ko JUs sniedzat
mumes pirms piekriSanas atsaukSanas, tik ilgi, cik to atlauj vai pieprasa piemeérojamie likumi.

13. Datu aizsardzibas specialists

Més esam iecélusi datu aizsardzibas specialistu (DAS), lai uzraudzitu Si privatuma pazinojuma
ievéroSanu. Ja Jums ir jebkadi jautajumi par So privatuma pazinojumu vai to, kd mes
apstradajam Jusu personas informaciju, sazinieties ar DAS, rakstot uz
dpo_gdpr@brinksinc.com. Jums ir tiesibas jebkura laika iesniegt sudzibu Datu aizsardzibas
agenturai, kas ir atbildiga par datu aizsardzibas jautajumiem Jusu valsti.
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XVI. Lithuanian Global Privacy Policy — PraneSimas Apie
Kandidato Privatuma

1. Kokia Sio dokumento paskirtis?

,»Brink’s“ jmoné yra pasaulyje pirmaujanti grynyjy pinigy ir vertingyjy daikty tvarkymo,
skaitmeniniy mazmeninés prekybos sprendimy, apsaugos paslaugy ir bankomaty valdymo
paslaugy teikéja. ,,Brink’s“ personalo atrankos skyriuje esame atsakingi uz naujy darbuotojy
paieska ir atrankg bei esamy darbuotojy tolesnj tobuléjima ir augima.

Jums pateikiama Sio praneSimo apie privatuma kopija, nes kreipiatés dél jsidarbinimo j
»Brink’s“ jmone (toliau — Jmone). PraneSime pateikiama informacija apie tai, kaip ir kodel jusy
asmens duomenys bus naudojami, butent jdarbinimo tikslais, ir kiek laiko jie paprastai bus
saugomi.

JUsy asmens duomeny valdytojas yra ,,Brink’s“ j kurj kreipétés dél darbo. Jei norite paprasyti
daugiau informacijos, prasau kreipkités el. pastu: dpo_gdpr@brinksinc.com.

2. Duomeny apsaugos principai
Laikysimés duomeny apsaugos jstatymy ir principuy, o tai reiskia, kad jisy duomenys bus:
e naudojamiteisétai, sgziningai ir skaidriai;
e renkami tik pagrjstais tikslais, kuriuos jums aiskiai paaiSkinome, ir nenaudojami jokiais
tikslais, kurie neatitinka Siy tiksly;
e susije su tikslais, apie kuriuos jus informavome, ir bus skirti tik Siems tikslams;
e tikslUs ir nuolat atnaujinami;
e saugomi tik tiek laiko, kiek reikia;
e tinkamai saugomi.

3. Musy turima informacija apie jus
JUsy pateiktg paraiSka dél darbo musy jmonéje, mes rinksime, saugosime ir naudosime:

e informacija, kuriag mums pateikéte savo gyvenimo aprasyme (CV);

e informacija, kurig pateikéte musy paraiskos formoje, jskaitant vardg, pavarde, el. pasto
adresg, telefono numerj, adresg, pasto koda, Salj, Snekamaja (-sias) kalbg (-as), lytj,
ankstesnius darbdavius, darbo trukme ir susijusias pareigas, iSsilavinimo istorija,
diplomus ir studijy sritj, jgudzius ir asmens tapatybées dokumento ir (arba) licencijos (-y)
kopijas;

e bet kokig informacijag, kuria mums pateikiate per darbo pokalbj ar kitaip jdarbinimo
proceso metu;

e bet kokia informacija, kurig gauname i$ treciyjy Saliy Saltiniy, pavyzdziui,
rekomendacijy dél jdarbinimo ar kredito istorijos, pagal galiojancius jstatymus.
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4. Kaip renkama asmeniné informacija apie jus
Asmenine informacijg apie kandidatus renkame i$ Siy Saltiniy:
e jusy, kandidato;
e iStrecCiyjy Saliy personalo paieSkos Saltiniy, pavyzdziui, ,LinkedIn“ arba ,Indeed”;
e kity trecCiyjy Saliy, jskaitant rekomendacinius laiSkus, biografijos tikrinimo paslaugy
teikeéjus, kredito agenturas arba vyriausybe, pavyzdziui, JK veikiancig - Atskleidimo ir
draudimo tarnyba, jei reikia.

5. Kaip naudosime su jumis susijusig informacijg
Apie jus surinktg asmenine informacijg naudosime:

e jvertinti jusy jgudZzius, kvalifikacijg ir tinkamuma pareigoms, j kurias pretenduojate;

e atliktiasmens duomeny ir informacijos patikra, jei reikia;

e bendrauti su jumis apie jdarbinimo procesg;

e saugotijraSus, susijusius su musy jdarbinimo procesais;

e laikytis teisiniy ar reguliavimo reikalavimuy;

e jgyvendinant jvairoves uztikrinimo tikslus pagal taikomus teisés aktus.
Gave jusy gyvenimo aprasyma (CV) Sig informacijg apdorosime ir nuspresime ar atitinkate
pagrindinius reikalavimus, kad batumeéte atrinktas j darbo pokalbj. Jeigu nuspresime, kad jasy
gyvenimo apraSymas yra tinkamas, pakviesime jus j darbo pokalbj. Jei nuspresime pakviesti
jus j darbo pokalbj, naudosime jlsy pokalbio metu pateiktg informacija, kad galétume
nuspresti, ar pasillyti jums darba. Jei nuspresime jums pasitlyti darbg, pagal galiojancCius
jstatymus galime atlikti atitinkamus asmens duomenuy ir teistumo patikrinimus, susisiekti
nurodytais kontaktais dél jusy pateikty rekomendacijy.

6. Musy teisétas duomeny tvarkymo pagrindas

Tais atvejais, kai taikomi duomeny apsaugos teisés aktai reikalauja teiséto pagrindo rinkti,
naudoti ir kitaip tvarkyti jusy asmens duomenis, Jmoné tvarkydama jisy asmenine
informacija, remiasi keliais pagrindais.

e Darbo sutarties sudarymas: daugelj asmens duomeny Jmoné tvarko tam, kad galéty
nuspresti, ar sudaryti su jumis darbo sutartj, jei pagal galiojancCius jstatymus reikia
sudaryti darbo sutart;.

e Privaloma pagal jstatyma: tam tikromis aplinkybémis, pavyzdziui, kai kandidatas
praso saglygy pritaikymo dél negalios, tvarkydami duomenis privalome laikytis
galiojancCiy teisés akty.

o Teisétiinteresai: jei pirmiau nurodyti pagrindai netaikomi, jusy asmens duomenis
tvarkome, kai tai gali bati batina musy teisétiems interesams, susijusiems su tinkamy
darbuotojy atranka ir jdarbinimu, pavyzdziui, kompensuoti jusy kelionés iSlaidas, jei
vykstate j musy biurus arba j darbo pokalbj.
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e Sutikimas: jei netaikytinas né vienas iS pirmiau iSvardyty teiséty duomeny tvarkymo
pagrindy arba jei to reikalauja galiojantys teisés aktai, tvarkydami jusy asmens
duomenis remiames jusy sutikimu.

Jei mums reikés jusy sutikimo, jo prasysime paraiSkos teikimo elektroniniu badu proceso
metu. Jei nesutiksite duoti sutikimo, jums gali nepavykti pasinaudoti elektroninés paraiskos
puslapiu ir pateikti paraiska, o ,,Brink’s”
kurig pretenduojate.

Jei nepateiksite praSomos informacijos arba pateiksite suklastotg informacija, buting jusy

gali negaléti svarstyti jusy kandidaturos j darbo vieta, j

paraiSkai apsvarstyti (pvz., kvalifikacijg patvirtinan€ius dokumentus ar darbo istorija),
negalésime tinkamai apdoroti jusy paraiskos.

7. Informacija apie jusy teistuma, lytj ir sveikatg
Pagal galiojancCius jstatymus galime rinkti informacijg apie jusy teistuma, lytj ir sveikata,
priklausomai nuo pareigy, j kurias kandidatuojate.

e Kai kuriose Salyse teisiSkai privalome atlikti teistumo patikrinima, kad jsitikintume, jog
jusy teistumo istorijoje néra jokiy duomeny, dél kuriy butumeéte netinkamas vykdyti
atitinkamas pareigas.

e Galime rinkti duomenis apie jusy lytj jvairovés uztikrinimo tikslais pagal galiojanCius
jstatymus.

e Galime rinkti informacijg apie jusy sveikatos bukle, kad galétume jvertinti jasy
tinkamuma darbui, iSnagrinéti praSyma dél sglygy pritaikymo jdarbinimo parai§kos
teikimo procese arba jvykdyti teisiSkai nustatytus jdarbinimo reikalavimus pagal
galiojancCius jstatymus.

8. Automatizuotas sprendimy priemimas

Jdarbinimo proceso metu jums nebus taikomi automatizuotu sprendimy priemimu pagrjsti
sprendimai, kurie turéty jums reikS§mingag poveikj.

9. Duomeny perdavimas
Dél kokiy priezasc¢iy galime perduoti jusy asmens duomenis treciosioms sSalims
Jasy asmens duomenis perduosime tik Jmonés viduje ir Sioms treCiosioms Salims:

e ,Brink’s“ filialams, pavyzdziui, dukterinei jmonei, jdarbinimo ir darbuotojy saraso
sudarymo tikslais;

e paslaugy teikéjams, kurie teikia paslaugas ,,Brink’s“ vardu, pavyzdziui, saugojimo
paslaugy teikéjams, kurie tvarko musy jdarbinimo duomeny bazes, administraciniy
paslaugy teikéjams, kurie padeda jdarbinimo procese, arba kitoms trecCiosioms Salims,
kurios atlieka asmens duomeny, kredito ir (arba) baudziamojo pobudzio patikrinimus
pagal galiojancius jstatymus;
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e kaito reikalauja jstatymas, pavyzdziui, kai reaguojame j teismo Saukimus, teismo
jisakymus ar kitus teisinius procesus.
Visi musy treciyjy Saliy paslaugy teikéjai ir kiti ,,Brink’s“ jmoniy grupei priklausantys subjektai
privalo imtis tinkamy saugumo priemoniy, kad apsaugoty jusy asmenineg informacija pagal
musy politikg. Mes neleidziame savo trec¢iyjy Saliy paslaugy teikéjams naudoti jlsy
asmeninés informacijos savo tikslais. Leidziame jiems tvarkyti jusy asmens duomenis tik
konkreciais tikslais ir pagal misy nurodymus.

Tarptautiniai perdavimai

Asmeniné informacija, kurig renkame apie jus jdarbinimo proceso metu, gali buti perduodama
ir saugoma musy ir paslaugy teikéjy serveriuose, esanciuose Jungtinése Amerikos Valstijose.
»Brink’s“ ir jos paslaugy teikéjai, kurie tvarko kandidaty asmens duomenis, laikosi ES ir JAV
duomeny apsaugos gairiy (toliau - DAG), Sveicarijos ir JAV duomeny apsaugos gairiy
(Sveicarijos ir JAV DAG), kurias nustaté JAV prekybos departamentas ir kuriy kiekviena
atitinkama ES, Jungtinés Karalystés ar Sveicarijos valdZios institucija patvirtino kaip
uztikrinan&iag tinkamag perduodamy asmens duomeny apsaugos lygj. Norédami daugiau
suzinoti apie Duomeny apsaugos gairiy programa (DAG), galite susipazinti su musy sertifikatu
ir Duomeny apsaugos gairiy privatumo politika, apsilankydami Duomeny apsaugos gairiy
svetaingje: https://www.dataprivacyframework.gov/.

10. Kaip saugosime jusy asmens duomenis

Taikome tinkamas saugumo priemones, kad jusy asmeniné informacija nebuty atsitiktinai
prarasta, naudojama ar prieinama neleistinu budu, pakeista ar atskleista. Be to, prieiga prie
jusy asmens duomeny suteikiame tik tiems darbuotojams, agentams, rangovams ir kitoms
treCiosioms Salims, kuriems tai batina Zinoti. Jie tvarkys jusy asmenine informacija tik misy
nurodymu ir konfidencialiai.

Esame jdiege proceduras, skirtas bet kokiam jtariamam duomeny saugumo pazeidimui Salinti,
ir apie duomeny saugumo pazeidima praneSime jums ir bet kuriai galiojanc¢iai reguliavimo
institucijai, jei esame teisiSkai jpareigoti tai padaryti.

11.Kiek laiko naudosime jusy duomenis

{3

Jei busite jdarbintas, ,,Brink’s“ jdarbinimo proceso metu surinkta asmeniné informacija taps
jusy asmens bylos dalimi ir gali blti naudojama administruojant darbo santykius bei
susijusiais ataskaity teikimo ir registravimo tikslais. Sig informacija saugosime visa jiisy darbo
santykiy su mumis laikotarpj ir véliau, kaip nustatyta miusy saugojimo tvarkarasciuose ir
taikomuose jstatymuose.

Nejdarbinty kandidaty asmenine informacijg saugosime tik tiek laiko, kiek leidzia galiojantys
jstatymai, arba dvejus metus po to, kai jums praneSéme apie savo sprendima del jusy
paskyrimo j pareigas, priklausomai nuo to, kuris laikotarpis yra trumpesnis. Jisy asmenine
informacijg saugome §j laikotarpj, kad teisinio ieSkinio atveju galétume jrodyti, jog
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nediskriminavome kandidaty draudziamais pagrindais ir kad atrankg vykdéme saziningai ir
skaidriai. Pasibaigus Siam laikotarpiui, saugiai sunaikinsime jlisy asmenine informacijg pagal
galiojancCius jstatymus ir kitus teisés aktus.

Gave jusy sutikima, jusy asmenine informacijg savo darbuotojy sgrase saugosime iki trejy
mety, nes ateityje gali bti pasiulyta jdarbinimo perspektyva, kurig galbut norésite apsvarstyti.

12. Prieigos, iStaisymo, iStrynimo ir apribojimo teisés

Jusy teisés, susijusios su asmens duomenimis

Tam tikromis aplinkybémis, atsizvelgiant j taikomus apribojimus ir iSimtis, pagal jstatyma turite
teise:

e prasyti prieigos prie savo asmeninés informacijos (paprastai vadinamas ,,duomeny
subjekto prieigos prasymu®). Taip galite gauti misy turimos jusy asmeninés
informacijos kopijg ir pasitikrinti, ar teisétai jg tvarkome, jei asmeninés informacijos
pateikimas neturés neigiamo poveikio kity asmeny teiséms ir laisvéms;

e prasSytiiStaisyti apie jus turimg asmenine informacija. Taip galite iStaisyti bet kokia
neiSsamig ar netikslig musy turima informacija apie jus;

e prasyti iStrinti asmenine informacija. Taip galite papraSyti muasy iStrinti arba pasalinti
asmenineg informacija, jei néra pagrjstos priezasties toliau jg tvarkyti. Taip pat turite
teise prasyti, kad iStrintume arba pasalintume jisy asmenine informacija, jei
pasinaudojote teise nesutikti su jos tvarkymu (zr. toliau);

e priestarauti jusy asmeninés informacijos tvarkymui, kai remiameés tik teisétais
interesais (arba trecCiosios Salies interesais) ir kai dél jusy konkrecios situacijos norite
prieStarauti tvarkymui Siuo pagrindu. Jei tokiomis aplinkybémis prieStaraujate, jusy
asmeninés informacijos tvarkymas bus nutrauktas, iSskyrus atvejus, kai yra svarbesnég,
itikinama priezastis testi tvarkyma arba kai tvarkymas yra bitinas teisiniams
reikalavimams nustatyti, vykdyti ar ginti;

e prasyti apriboti jusy asmeninés informacijos tvarkyma. Taip galite paprasyti
sustabdyti jisy asmeninés informacijos tvarkyma, pavyzdziui, jei norite, kad
nustatytume jos tiksluma arba jos tvarkymo priezast;;

e prasyti, kad jusy asmeniné informacija elektronine forma, kurig pateikéte bendrovei
,»Brink’s, buty perduota kitai Saliai.

Jei norite perziureéti, patikrinti, iStaisyti ar paprasyti iStrinti savo asmens duomenis, nesutikti su
savo asmens duomeny tvarkymu arba paprasyti, kad jusy asmens duomeny kopija
perduotume kitai Saliai, kreipkités el. pastu: dpo_gdpr@brinksinc.com. ] tokius prasymus
atsakysime pagal galiojancius jstatymus.

Teisé teikti skunda

Jei manote, kad jusy asmens duomenys buvo tvarkomi pazeidziant taikomus duomeny
apsaugos teisés aktus, turite teise teikti skundg kompetentingai prieziuros institucijai Salyje,
kurioje gyvenate, dirbate arba kurioje jvyko jtariamas pazeidimas.
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Teisé atSaukti sutikima

Pateikdami paraiSka dél Siy pareigy sutikote, kad tvarkytume jusy asmenine informacija
jdarbinimo tikslais. Turite teise bet kada atSaukti savo sutikimag tvarkyti duomenis Siuo tikslu.
Noredami atSaukti savo sutikima, kreipkités el. pastu: dpo_gdpr@brinksinc.com. Bet koks
sutikimo atSaukimas netureés jtakos duomeny tvarkymo, pagrjsto jlsy sutikimu iki jo
atSaukimo, teisetumui, o Jmoné ir toliau saugos asmens duomenis, kuriuos mums pateikete
pries atSaukdami sutikima, tiek laiko, kiek tai leidzZia ar reikalauja galiojantys teises aktai.

13. Duomeny apsaugos pareiginas

Paskyreme duomeny apsaugos pareigung (DAP), kuris priziari, kaip laikomasi jusy duomeny
privatumo. Jei turite klausimy apie §j praneSima, duomeny privatuma arba apie tai, kaip
tvarkome jisy asmens duomenis, kreipkités j DAP el. pastu: dpo_gdpr@brinksinc.com. Turite
teise bet kuriuo metu pateikti skundg duomeny apsaugos agentuarai, kuri yra atsakinga uz
duomeny apsaugos klausimus jlsy Salyje.
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XVII. Mexico Global Applicant Privacy Policy — Aviso de
Privacidad

SERVICIO PAN AMERICANO DE PROTECCION, S.A. DE C.V. (en adelante “la EMPRESA”), con
domicilioen .Encumplimiento con la Ley Federal de Proteccion
de Datos Personales en Posesidn de los Particulares y sus lineamientos (la “Ley”), hace de su
conocimiento como obtiene, usa, divulga y almacena sus datos personales (en conjunto,
“tratamiento”).

La EMPRESA recaba sus datos personales de manera directa ya sea personalmente o por
cualquier medio electrénico, equipos biométricos y/o por teléfono, etc. y de manera indirecta
por medios de transferencias que le hacen llegar terceros.

1. Datos Personales que se Recaban

Algunos de los datos personales que pudieran recabarse de forma directa o indirecta son:
nombre completo, género; fecha de nacimiento; estado civil; domicilio; pais, ciudadania o
nacionalidad; visas de trabajo o permisos para trabajar en el extranjero; teléfonos de casa y/o
celular; correo electréonico; documentos que acrediten preparacion académica y grado de
estudios; referencias laborales y personales; numero de afiliacion al Instituto Mexicano del
Seguro Social (IMSS); clave del Registro Federal de Contribuyentes (RFC); Clave Unica de
Registro de Poblacién (CURP); peso; altura; sefias particulares; informacion sobre familiares;
datos de dependientes econdmicos y/o beneficiarios. Ademas se podran recabar y realizar
examenes para recabar datos sensibles que requieren de especial proteccion como resultados
de evaluaciones y examenes psicométricos; resultados de examenes médicos, incluyendo
examenes de audiometria, exdmenes de sangre, radiografias, y pruebas de vision, antidoping,
datos biométricos faciales o de iris; fotografias; huellas dactilares; antecedentes médicos,
familiares, penales, laborales; datos financieros y patrimoniales como salarios, prestaciones
laborales y gastos, aportaciones a la caja de ahorro, cuotas obrero-patronales, datos de
créditos Instituto de Fondo Nacional de la Vivienda para los Trabajadores; resultados de
estudios socioeconémicos; informacién sobre pertenencia o afiliacién a un sindicato; en caso
de terminacidén de la relacion laboral con la EMPRESA, datos relativos al pago de finiquitos o
liguidaciones; cuentas bancarias y beneficiarios.

Adicionalmente se podra utilizar audios, fotografias y videos en eventos de caracter laboral
publicos o privados, asi como los que usted publique en el foro BYVE PanAmericano, o
manifieste libremente su consentimiento para utilizar su imagen.

2. Finalidades y/o uses de los Datos Personales

Mediante su firma al calce del presente Aviso de Privacidad los datos personales que recaba la
EMPRESA pueden ser utilizados para cualquier propdsito relacionado con el inicio,
administracion y terminacioén de su relacién de trabajo con la EMPRESA, control de asistencia
y jornada, otorgamiento de prestaciones a beneficiaros o familiares por temas de cobro de
polizas de seguros u beneficios analogos y para ser exhibida en caso de juicio nacional e
internacional o en cualquier procedimiento administrativo o de cualquier otra naturaleza
seguido ante una autoridad competente, ya sea nacional o internacional.
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3. Finalidades Secundarias.

Asimismo podran utilizarse para finalidades no necesarias o0 secundarias (“Finalidades
Secundarias”) tales como comunicaciones (incluyendo correos electronicos) relativas a la
EMPRESA; elaborar y mantener una base de datos para futuras oportunidades de empleo con
la EMPRESA,; vy realizar la promocién de su curriculum con terceros, para oportunidades de
empleo futuras. Los datos personales concernientes a la imagen personal seran utilizados en
las actividades encaminadas en la difusidon y promocién de las acciones que la EMPRESA lleva
a cabo en eventos laborales publicos y privados, foros de consulta, publicidad de actividades y
servicios y otros de naturaleza analoga.

En caso que no desee que sus datos personales sean tratados para Finalidades Secundarias,
usted puede en el momento que lo considere conveniente ejercer su Derecho ARCO de
Oposicién.

4. Comunicaciones que Pueden Realizarse con sus Datos Personales

La informacién podra ser almacenada y procesada por distintas areas de la EMPRESA, para el
cumplimiento de las diversas finalidades previstas, como realizar estudios y analisis
estadisticos, contactarlo o presentarle algin aviso, administrar prestaciones laborales,
difusiony promocion de actividades o servicios.

Hacemos de su conocimiento que sus datos personales pueden ser transferidos por la
EMPRESA vy tratados dentro y fuera del pais; enviados a su oficina matriz, a la sociedad
controladora, a sus subsidiarias o afiliadas o a cualquier sociedad o empresa diversa del
mismo grupo, para que se puedan proporcionar las prestaciones laborales y/o dar
cumplimiento a las obligaciones contractuales con los clientes y/o dar seguimiento a quejas
y/o0 denuncias a la linea de ética que se presenten y que dicha informacién sea necesaria para
su seguimiento, asi como para mantener controles administrativos y estadisticos; y a las
autoridades competentes que la requieran.

5. Resguardo de sus Datos Personales

La EMPRESA ha adoptado las medidas de seguridad, administrativas, técnicas y fisicas,
necesarias para proteger sus datos personales contra dafo, pérdida, alteracion, destruccion o
el uso, acceso o tratamiento no autorizado.

El acceso a sus datos personales, en poder de la EMPRESA, se limitara a las personas que
necesiten tener acceso a dicha informacidn, con el propdsito de llevar a cabo las finalidades
identificadas en este Aviso de Privacidad.

6. Derechos que le Corresponden al Titular de los Datos Personales

Asimismo, se informa que usted tiene derecho a ejercitar sus derechos ARCO o revocacién del
consentimiento establecidos en la Ley a fin de acceder a sus datos personales que poseemos,
rectificarlos en caso de ser inexactos o incompletos, cancelarlos cuando la Ley lo permita u
oponerse al tratamiento y/o transferencia de los mismos.

Para el ejercicio de los mencionados Derechos ARCO, debera presentar la solicitud respectiva
mediante el envio de un correo electréonico a la siguiente direccién de correo electrénico
datos.personales@panamericano.mx y/o la Secretaria de Anticorrupcidony Buen Gobierno.

La solicitud que presente para el ejercicio de los Derechos ARCO debera indicar su nombre y
correo electronico en el que desee recibir toda la informacidn relacionada con el tramite,
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ademas de estar acompanada del o los documentos que acredite su identidad. Asimismo, es
indispensable incluir una descripcién claray precisa de los datos respecto de los que se busca
ejercer alguno de los derechos ARCO y de cualquier otro elemento que nos permita identificar
o localizar los datos personales en cuestion. Cuando se trate rectificacion de sus satos
personales debera de indicarnos también cual es la modificacidén exacta que busca realizar y
presentar la informacion que soporte la peticion.

Una vez recibida su solicitud completa y debidamente integrada, nuestro departamento de
Recursos Humanos le comunicara la respuesta correspondiente en un plazo de 20 dias habiles.

7. Cambios al Aviso de Privacidad

La EMPRESA se reserva el derecho a actualizar o modificar el presente Aviso de Privacidad para
la atencidon de nuevas disposiciones legislativas, politicas internas o nuevos requerimientos
por autoridades. En todo caso, cualquier modificacion se hara de su conocimiento mediante el
aviso personal, envio de correo electrénico y/o publicaciones desde intranet.

Manifiesto que he leido y entiendo el presente Aviso de Privacidad y
[Favor de expresar su consentimiento marcando el(los) recuadro(s) correspondiente(s)]

Si otorgo mi consentimiento a fin de que se lleve a cabo el tratamientoy
D transferencia de mis datos personales, financieros y sensibles para las

finalidades primarias y finalidades secundarias en los términos del
presente y trasferencia de datos.

Siotorgo mi consentimiento a fin de que se lleve a cabo el tratamiento de
D mis datos personales, financieros y sensibles para las finalidades
primarias y para la transferencia de los mismos.
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XVIil.

Mongolian Global Applicant Privacy Policy - ©prenen
raprarunnd HYYUJ1AJ1IbIH M9 93

1. OHS 6apUMT BUUTMIH 30PUTO KOy BA?

Brink's 6011 6313H MBHTe, YHAT 3YW/ICUNH MEHEXKMEHT, AVXKUTAN XXUXKUTASHTUNH XyaannaaHsbl

Wnnaan, xaMraananTtblH yunumnraa , ATM-biH yaupanara ynnumnras 3spar JanxunH

TIPryynard yuaumnraa yayynary toM. BpuHKCninH XyH1Mim HeeUnnH axxmnng aBax XanATCUNH

XYP33HA4 61, LUMHS aXKMNUabir COHTOH LUanrapyynx aBax, 0400 6anraa axknnyabiH LaalluabiH

XOrKnn, ecentninr xapuyuaar. Ta BpuHKCHMNH KOMNaHW, 3CBaN TYYHUN HAr canbap KoMnaHua

(“BpPUHKCUIH”) aXknng, opox XyCcanT rapraxk 6anraa Tyn tTaHg, 9H3XYY HyyuaanbiH M3A3rANNNH

Xyyn6apbir TaHUALYYmK 6anHa. QHS Hb TaHbl XyBUINH M3O33NNTUNT X3PX3H, Aaraan, Tyxannban,

aXXumnpg asax sopunrog almnrnax, MXaB4sioH Xop yaaaH Xxagranargax tanaap tTaHa Maaaraax

6onHo.

TaHbl XyBVIVIH M3433/1/IMMH ererginnH XaHard Hb TaHbl aXKnUng, OPOX XYCaNT rapracaH

BpUHKCMINH KopnopauninH 6YArMinH rmilyyH FoM. X3p3B Ta 3H3 M3433/1TMAT aBaxbIr XYCB3/

dpo_gdpr@brinksinc.com xaAaraap UManI UNT33H3 VY.

2. Mapa33nan xaMraanax 3apyunmM

bua erergen xaMraanax Xyynb, 3ap4yMyyablr gara>xk Mepaex bereen 3H3 Hb TaHbl M3A33/13N

napaax 6anpgantav 6ariHa racaH yr oM.

e Xyynb €CHbI garyy, wygapra, un tog 6angnaap awimrnacaH.
3eBxeH 6ua TaHg Togopxon TannbapnacaH 30pMNTroopoo LyrnyyncaH bereen saraap
30punrod, yn HUMU3X AMap 4 bangnaap awmrnaxrym 60nHo.
BbuaHwnn TaHg xancaH 3o0punroton xonbootom 6ereen 36BX6H T3Ar33p 3o0punryyaaap
XA3raapnargaHa.
Hapuineunantaw, LUMH34YN3rOCOH.
buaHnn TaHg XaN1CaH 30pUATbIH YYAHA3C Laapanarartan yen n xagranHa.
Aroynrym xagranua.

3. TaHbl Tyxan 6uasHg aMap TepnMnH Maa33n1an banaar

BuasHTam axkmunnax xycanTt rapracaHtam xonborayynaH 6ua TaHbl Tanaapx gapaax XyBUnH

M303311UNr LyrnyyrK, xagrasax, arunrnax 6onHo.

TaHbl (CV) erceH magaanan.

TaHbl aHKET 433p Opyy/icaH H3p, OBOT, N-M3WMN XaAr, yTaCHbl Ayraap, Xxasr, lwyyaaHrmmH
Ko, ync, Xan(yya), Xymc, eMHex axkxmn onroruna, a>xkunnacaH xyrauaa, xonéorgox anban
TyLiaan 33par M8433n131, 60N10BCPONbIH TYYX, OUMO0OM, cypanuax Ynrian, yp yagBapbiH
6ary, NpraHnin yHamnax 6a/acean NMUEH3UNH xyynbap.

ApwununarbiH yeap 3CcBan axkmng aBax asuag 6uasHg erceH anvBaa M34331an.
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e Xonb6oraoox xyynunH garyy a>knblH 6arpHbl TOAO0PXOMNONT, 333/TMNH TYYX 33par
rypaBgard aTrasguinH ax cypBasikaac aBcaH afimMBaa M3a93n3/1.

4. TaHbl XyBUIAH M3AI3NNNIT X3PX3H Lyryynaar Ba?

Bua papaax ax cypsanykaac Hap A3BLUNTYANNH XYBUNH M3O33NTNIAT Lyrayynaar.
o Ta.
e Linkedln acean Indeed rax MaT rypaegary aTrasguiiH axkung aBax ax cypBarkaac.
e bycapgrypaeaaru atrasg, tyxannban axkiblH 6anpHbl TO4OPXOWIONT, CYypb LWanranTbiH
VANMUUNTI3 Y3YY/1ary, 393/IMWH areHTnar 9CBa 3acrnminH rasap, Tyxamnban, Vix bputanum
naxb Mafgaannuinr Toapyynax, XOpurnox YMaunnraa.

5. bup TaHbl Tyxar M3A331/INAT X3PX3H aLuurnax B3

Buva TaHbl Tanaap wyrnyyncaH XyBUMH M34931133 gapaax 3o0punaroop awmrnax 6onHo. YyHa:
e TaHbl yp YagBap epregen rapraxk 6ym anbax TyLuaana TOXMPOX 3CIXMINT YHINIXaA.
e BonomxTon cyypb 6010H NaBnaraaHbl LLAAranTbir XMNXaa,.
e AXung aBax YW ABLbIH Tanaap TaHTam xonb6oo 6apuxyen.
e MaHan axxung aBax ymn asuram xonboorton 6ypTran xetnexeq,.
e Xyynb 3px 3yrmH 6010H 30XMLYYyNanTbiH LLaapAnarbIr gara>k Mepaexes,.
e Xonb6orpox xyynuinH garyy 6ycan 3o0punroop.

Tanbl CV 60N10H/3CB3N TaHbl 6Preg/AnnH MaarTbilr Xy/199H aBCHbI Aapaa 6mua TyxanH aXk/ibiH
6anpHbI XkarcaanTtag opox YHOC3H Llaapaarbir xaHraxk 6amraa aCcaxmnr LUMNAIXUIAH TyN 4,
TyxanH Magaannuur 6onoscpyynHa. IHracHaap TaHbl epreaen TaHbIr apuayaarag ypux
Laapgsiara xaHracaH acaxumr 6ua wmnngax 6onHo. Xapae 6ug TaHbIr gyyaaxk apununarag
opyynaxaap wunnacaH 6on apununaran erceH Magaanniaap TaHA axkuna caHan 601rox 9Caxas
wnnaax 6onHo. Xapae 6ua TaHa axkmn caHan 6onroxoop WMnAcaH 6o0n xonboraox yHAaCnan,
3PYYIMNH LanranTbIr ABYY/K, NaBnaraatam xon6oo 6apb>k 60n1Ho. /xyynunH garyy/

6. Mapaannunr 6onoBcpyynax Xyynb €CHbl YHAICNAN

e Xonborgox xyynb TOrTOOMXK Hb TaHbl XYBUWH M3A33M/TUAT LyTNyynax, alinriax,
6onoBcpyynax xyynb €cHbl yHASCNANMNUr waapaaar 6on KomnaHu Hb TaHbl XyBUNH
Maa2annnnr 6onoBcpyynax xag xaA3H yHaacnanunr 6apmmrangar.

e XepenMepuinH rapaa 6amryynax : VIXaHX XyBUNH M3433aN1Mnr 6010BCpyynax Hb
Xon60oraox Xyynb TOrTOOMXXMA Xe46/MepUIH rapaa banryynax Lwaapanararam
TOXMONA0NA TaHTan XeAe/IMepPUINH rapaa banryynax acaxmimnr Toao0pPxXomn10xoa,
aapanaratan 6anaar.

e Xyynuap waappacaH : Togopxoi Hexuen 6angang, >xuwwaanban, epregen raprard
OPOH CyyL, aBax XyCanT rapracaH TOXnmonaong xon6orgox xyynb TOrTOOMXKUIAT garax
Mepaex LWwaapanaratan.
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e Xyynb €CHbl aumMr coHupxon : [133px YHA3CN3NYYA XaMaapaxrymn toxmongong émna
TOXMPOX 6OMNOBCOH XYYHUWT 3/ICYYN3X, aXXUN4 aBax Xyynb €CHbl aLLIMUI COHUPXI00
X3ParKyynax, Tyxannban, xapaB 1a MaHan opdUC pyy axk/blH ApuaLnaraHg opoxoop
NPaX TOXMONAONA TaHbl 3aMblH 3apAbir Hexexen Wwaapanaratam 6amx 600X Tyn TaHbl
XYBUWMH M3a3annunr 6onoecpyynaar.

* 3eBweepen : [15ap aypacaH 60n10BCPYynanTbiH Xyy/b ECHbl YHAICNANYYANNH anb Hb
y 6anxryin, acean xonboraox Xyynb TOrTOOMXUINH aaryy YYHUWr waapaanar 6on éua taHbl
XYBUIMNH M3aaannmmnr 6onoscpyynax 3eBLueepeng Hangax 6anHa.

XapaB 6ua TaHbl 36BLLUEGPNANIT aBax LWWaapanaratan 6on 6uag yyHUIAT OHNaH epregen
raprax ymn siBLUbIH H3r Xacar 60/1roH xycax 60n1HO. X3paB Ta 36BLLO6P6/ erexeec
TaTran3san 6MAdHTIM XxaMT epreaen rapraxblH TyN4 OHNaMH epreanNinH Xyyacbir
awmrnax 6onomxrym 6onox 6a Brink's TaHbl epregen raprax 6y anban Tywaang TaHbIr
aBY y33x bonomxrym 6amx maraarym roMm.

X3apaB Ta XYCC3H yea M3433/13/1 ereerym, 3CBan TaHbl ©preanninr a4 y3ax
Wwaapgsaratam Maaaannimr erexryn 6on (MaprawcaH 6angan, axx/biH TYyX rax MaT) 6mag
TaHbl epreAnMnNr am>xunttam 6onoBcpyynax 60nomMxrymn 6onHo.

7. TaHbl rAMT X3parT XoN00rACcoH Tyxam M3a33nan , XYMc, apyya MaHL,
bua xon6oraox xyynb TOFTOOMXXWNH garyy TaHbl 9pYYrMnH AN LUMATF3TAC3H TYYX, XYUC, 3pyyn
M3HAOMWH Tanaapx MaA33NNNIT Lyrnyymk 601HO.

e TyxalH a>kung ToXMpox 60N0oMXKTOM raarnimr 6atnaxbiH Tyng 6mua raMT XaprumH
6YpPTranunr Wwanraxbir Xyynmap waapgaar.

e bupg xonb6oraoox xyynninH garyy TaHbl XYMCUNT O10H AH3 6ana/ibiH 30PUNTO0P LYTYYIK
6onHo.

e bup TaHbl 3pyyn MOHOUINH M3A331NNNT X0N60r40X Xyy/b4 3aacHbl garyy TaHbl a>Xkus
VYPraa bmenyynax yagBapram 9CIXUWT YHINIX, epreaen raprax AesLan aXxun ropmnox
XYCONTUNT LUMNABIPAX, SCBIN @KU 0POX04 Xyynmap XynasacaH Lwaapanarbir XxaHrax
30pUAroop Lyrnyymx 6onHo.

8. ABTOMaT>XyyncaH LUMNABap raprax

AXung aBax fBLaL aBTOMaTXKYyNCcaH LUNIAABIP raprax Hb LUMMAB3PUNH YP AYHA HONOenexryi.

9. ©rergen xyBaanuax
Ta aaraag, MMHUN XYBUH M34,33/I/IUAT rypaBaary aTrasaran xyBaanuax 6osox Ba?
Bwna 3eBXeH TaHbl XyBUNH M343311MNT oTO0AA00 60/0H Aapaax rypasgard aTrasaramn
XyBaanuax 60o/Ho.
* BpuHKCUIH Xapbaa 6auryynnaryyga, , Tyxannban, TONrom 3CB3/ OXMH KOMMNaHWU Hb
akung aBax, aBbsac YagBapTan axkmnTHaa TOrTooH 6apux 30pUNToOTON.
* BpPUHKCUIH H3PUINH 6MHOeC YUNUNIT33 Y3YYN3X TyCnaH rynuaTrarump, tyxamnban
MaHaw XyHUI Heew, bypayynax MaA33/1IMINH CaHr yaupaax, xagraaard Yuiumnras
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Yy3Yynaruma, axkung aBax ymn Aeuag Tycrax 3axmpraaHbl YUAUYUATSS Y3yynard acBan

bycan rypaegary aTrasguiH garyy cyypb, 333/1MNMH 60/10H/3CB3N 3pYYIUWH Wanrant

XUNX OPUNTroop XyYyNUNH aaryy.

e bwupg 3apnaH gyyaax xyyaac, LUYYXMNH LUMNAB3P 3CBaN bycan XyynnunH ymn aeuag,

Xapuy erex rax MaT Xyynbf 3aacaH TOXMONAo0NS,, .
MaHan 6yx rypasaary tanblH YWAYUATa3 y3yynarung 60noH bpmHKe KopnopauminH 6ynrmmH
bycap 6anryynnaryyn maHam 604n0rbiH garyy TaHbl XyYBUMH M3A33/I/TMIAT XaMraanaxbiH Ty,
30XMX atoynrymn 6ananbiH apra xaM>kaa aBax Waapgnaratan. bug rypasaary tanbiH YMnumnnraa
Y3YYN13ry HapT TaHbl XyBUNH M3433N/TMIAT ©66PCANNH 30PUTO0P alLunraxbir 36 BLLU6BPOXIYN.
bua T9403HA 36BX6H 3aacaH 30punroop, 6naHMM 3aaBpbliH Aaryy TaHbl XyBUMH M3433NNIAT
6onoBcpyynaxbir 3eBLUeepaer.

OnNOH yNCbIH WWMDKYYNar

Axxnng aBax yrMn aeUad TaHbl Tyxan LyrnyyncaH XyBumnH magaannuimr AHY-g 6anpnagar maHan
cepBepyya 6onoH AHY-g 6anpgar MaHam axkung aBax YUnuunraa y3yynaryanmH yYUnumnras
Y3YYN43T CEPBEPYYA PYY LLMMKYYMK, TOAr33pT Xagramk 60Ho.

Opreaen raprardymiii xyBMimnH magaannuur 6onoecpyyngar Brink's 6010H TyyHUIN yUAUMNTas
yayynaruma Hb EX-AHY-bIH Maa3annunH HyyunanbiH Torronuoo (EX-AHY-biH DPF), Nx
BputaHuinH EX-AHY-biH DPF-unH epretren, LLsenuapb-AHY-bIH M34331AMMH HYYyUNaMbIH XYP393
(Weenuapb-AHY DPF)-g Hunuaar. ) AHY-biH XypaangaaHol AaMHaac TOA0PXONCOH 6ereepq Tyc
b6ypunr EX, ix Bputanun acean LLBenuapuninH 3acrmH raspbiH xonborgox 6anryynnaraac
LUWIKYYACSH XYBUNH M3A33N/TUIAT 30XUX TYBLLHUW XaMraanantaap xaHragar raxk 6atancat.
MapasannuninH HyyuansiH TorronuooHsbl (DPF) xetenbepunind Tanaap wiyy MXMNr Maaaxminr
XYCB3/1 MaHam rapumnraa 6010H MaHam BreranninH HyyunanblH XypP33HUN HyyunanbiH
604N0TbIM Y33XUWT XYCBaN ©reraAnnH HyyuaasnbiH XYP3aHUM Ba6 canTan 30UMMHO VY.
https://www.dataprivacyframework.gov/.

10. bnag TaHbl XyBUWH M3O33M1TUAT X3PXOH XaMraanax Ba?

Bupg TaHbl XyBUWNH M3a23N/TMAT caHaMcaprynraap angax, awmriax, 3eBLUIeepenrym HaBTpax,
eepunex, 3agpyynaxaac ypbauynnaH CoOprunnaxmumH Tyng aroynrym 6amnanbiH 30xmx apra
XaMX33r aBcaH. Hamxx gypaaxan, 6ua TaHbl XyBUMH M3433N13/14 HIBTPAX SPXUNT TyXamH
aXkmnuua, areHTyya, ropaaT rynyatrardymg 60n1oH 6U3HECUINH 3aULLTYWM M3A3X LLaapanaratam
bycan rypaegard atrasasg xa3raapnagar. Tag 3eBxeH 6uaH1iM 3aaBpbliH garyy TaHbl XyBUNH
Mapaannunr 6onoecpyynax 6ereen Hyyunanbir xagranax yyparTon.

bua anneaa ereranmMnH aroynrymn 6angnbiH C3XXKMUIT3WM 36PUUNT apuarax xxypam rapracat
bereen xyynb ECOOp YYHUWT XX LLaapanaratam 6on taHa 60n1oH xonborgox soxmuyynarygag,
M34331/IMMH 38pY/IMMH Tanaap Maaargasx 601Ho.
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11. Ta MUHUI M3A3NNNNT X3P yAaaH aluurnax Ba?

XopaB bpuHKC TaHbIr axkung asban axxung aBax asuan 6uaHUN LYrnyyncaH XyBUMH M33319N
TaHbl 60NOBCOH XY4HUN PannblH HAr Xxacar 6o0n10x 6ereen xe4eMepPUNH xapunuaar
3oxumuyynax, xonborgox TamnaH, 6ypTran xetnex sopunroop awmrnax 6onHo. bug sHa3
M3A33MINNUT TaHbl BUASHTIN aXkKnnnax xeAenMepunH xapunuaaHol 6yx xyrauaang 6010H
xagranantbiH XyBaapb 6010H x0n60raox Xxyynb TOFrTOOMXXMA, 3aacaH XyrauaaHbl garyy xagranax
6onHo.

bua axxunpg aBaarym epregen raprariminH XyBUmMH Maaaannmnr 3eBxeH xonborgox xyynuap
36BLUGB6POraACeH XyrauaaHg 9CBa/ TaHbIr 9H3 anbaH TyLlaans TOMUIOX 9CaX3
WNNAB3PISCHI3C XOMLL XOEP XMNUIMH XyrauaaHg xagranax 6onHo. bug Hap asswmrygunr
XOPWUITIOCOH YHA3CN3M33p A/raBapnaH ragyypxaarym, COHIroH wanrapyynax axkabir wygapra,
VN TO4, ABYY/ICAH r3Aras XyynmmH aaryy HaXaMxkia1 rapracaH TOXMongona xapyynaxbiH Tyng
6u A TaHbl XyBUWNH M3A33MTNMIAT TYXaWH XyrauaaHg xagrangar. OHa xyrauaaHbl gapaa éug
Xon60oraox xyynb TOFTOOMXUWH Aaryy TaHbl XyBUWH M3433/1UNT HanaBapTam yctrax 60/Ho.
TaHbl 3eBLLUEGPCHBOP 6UA TaHbl XYBUNH M3A3NNMNT 3 XXUN XYPTINX XyrauaaHg aBbaac
YaaBapblH caHfaa xagranax 6ereea npasayng 6onomx rapy 6on3oLuryn Tyn 6mMa TaHbIr 3HI
Tanaap aB4 Y33XUNT XyCcY Maraarym oM.

12. HaBTpax, 3anpyynax, yctrax, xa3raapax apx

XyBUWH M34,93131T31 X0N1600TOM TaHbl 3pX
Topopxom Hexuen 6angan, xonborgox xa3raapnant, OHLIoOM TOXMONANYyAan Ta apaax dpXTan.

e XaHOanT XyCcax TaHbl XyBUMH M3A33/13N (MX3BUN3H "ereranmimnH cybbekTaa xaHaax
XYCanT" raxk Hapnaaar). AHS Hb BUAHNN XYBUMH M3A33NTUNT erex Hb BycablH 3pX, 3pX
UeneeHn cepreep Heneenexryn 60 TaHbl Tyxa 6MOHUN 933MLLUMXK By XyBUIH
M3A23MNMUMH XyynbapbIr XyNa3H aBY, 6ua YYHUNT Xyynb €CHbl Aaryy 6010BCpyyix
6arraa acoxmnr wanrax 60n1o0MXUNT TaH4 ONITOHO.

e 3anpyynra xycax TaHbl Tyxa 6uaHum a3amMLUmn>K 6yn XyBUMH M3439N3/1. DHS Hb TaHbI
Tanaapx 6uagHun a3amMLun 6yn ayTyy acean 6ypyy Maaaannmimr saacax 60n1oMXMNT TaHA
O/ITOHO.

e YcTraxbIr XyC3axX TaHbl XyBUNH M3A33/1NTMINH Tyxal. OH3 Hb TaHbl M34331NNIAT
YpramknyynaH 6onoBcpyynaxan xaHrantranm wantraan 6anxrym Toxmonaona 6uaHaac
XYBUMH M3433M1/IMNT YCTrax 3CBaN YCTraxbir Xycax 60/10MXXMIr onroHo. Ta MeH
60onoBCpyynanT XMNXMNT 3C3PIyYyLLOX 3PX33 X3PI3MKYYNC3H XyBUMNH M3433/1/193 yCTrax
3CBaN yCTraxbir 6BUAH33C LWaapaax 3pxTan (400POO0C Y3H3 VY).

e bonoecpyynax 06bekT bna 3eBxeH Xyynb €CHbl alLUT COHUPXO0AA (3CBaN rypasgary
3TrasaAnnH anr coHMpxona) Hanaaxx 6amnraa 6ereeg TaHg, YYHUIAT XYN33H
3eBLUeBPOXIryn 601 6010BCPYYNANTbIT YPIIKAYYNSX OHLFOM, 3aUILLINYM WanTraaH
6anxrymn acBan xyy/b ECHbl HOXaMXK/13/1 raprax, XeeLennex, xaMraanaxbiH Tyng
6onoBcpyynanT xmnx Laapgnararym 601 TaHbl XyBUMH M3433N1MNMH 6ONoBCpyynanTbir
3orcoox 6onHo.
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e bBonoBcpyynanTbir xA3raaprax XyCanT raprax TaHbl XYBUMH M3A33MINNH Tyxan. DH3 Hb
TaHbl TyXxawm XyBUMH M3A3311MMH 60N0BCPYYNanTbIr TYAran3yynaxmmr 6BUaH33C Xycax
60NOMXXUIT ONTroHO, Tyxannban, xapas Ta 6UAHI33C TYYHUM YHIH 36B 3C3aX, TYYHUNT
6onoBcpyynax 60NCOH LWanTraaHbIr TOFTOOXbIF XYCB3/1.

o LLnmkyynrnimnr xycax bBpuHKCUINH eep aTrasnag erceH TaHbl XyYBUMH M3A33MINNT
Laxmm xan6apaap.
X3paB Ta ©6PUNH XYBUINH M3A33NNUNT LLANrax, 3acBapiax, yCTrax XyCanT raprax, TaHbl XyBUNH
Maa23M1Nnnr 60noBCpyynaxbir 3C3PryyL3x, 3CB3/ TaHbl XyBUINH M34331TMNH Xyynbapsbir eep
3TrasAsg, WWMKYYNaxmmr xycean dpo_gdpr@brinksinc.com xadaraap 6muuraap xon6oo 6apuHa
yy. bua xonboroox xyynuinH garyy MiaM xycanTag xapuy erex 60/Ho.

FfoMmpon raprax apx

XapaB Ta TaHbl XyBUNH M3A33NNMNT X0N60rA0X Xyyb TOFTOOMXUNT 3ep4m>K 60no0BCpyyncaH
raX< Y3Ba/n Ta 66PUIAH OPLLUH cyyraa, axkunnax 6arraa, 9cBa1 3epUn/ rapcaH yncbiH 3pXx
Oyxmin xaHanTbiH 6anryynnarag romMaon raprax apxTan.

3eBLUBBpEN66Cee TaTran3ax apxTan

Ta aH3 anbaH Tywaang epregesn rapraxgaa axkung, asax 30punroop TaHbl XyBUMH M3L33NTNINT
6onoBcpyynaxbir 6nasHa 36BLUE6PCOH. Ta AMap Y yend 3H3 3opunroop 6onoscpyynax
36BLU66P/166 3PryyN3H TaTax 3pXxTan. 3eBLUeepniee uyunaxolH Tyng dpo_gdpr@brinksinc.com
xasraap xon6orgoHo yy. AnMBaa TaTaH aBa/T Hb LlyLl/laxaac eMHe TaHbl 36BLL66P6/ 433
yHAO3CcnaH 60noBCcpyynanTbiH Xyynb écHbl 6anaang Heneenexryn 6ereeg KomnaHu TaHbIr
36BLU66PN66 Lyl 1axaac eMHe 61a3HA4 6rceH XyBUNH M3A33NNNNT X0N60raoX Xyynb
TOITOOMXKMWH Aaryy 3eBLU66PCOH 3CB3/1 LLaapAcaH xyrauaaHg xagranax 6onHo.

13. Mapgaanan xaMraanax aXxuntaH

Bua aHaxyy HyyunanblH M3A3TANVNT faraxk Mepaexen XaHanT TaBuxaap ereraen xamraanax
akuntaH (DPO) TOMUNCOH. X3p3aB TaHA 3HAXYY HyyL/1a/blH M343r43n 9CBan 6ua TaHbl XyBUIH
M3O331/IMNT X3PXaH 3oxMuyynaar Tanaap acyyx aymn 6amean dpo_gdpr@brinksinc.com
xaaraap DPO-ton xon6orgoHo yy. Ta eepuninH yncbiH M3A33131 XaMraanax acyyasbir xapuyugar
Maaaanan xaMraanax areHTnarT XyYCCaH ye4as roMaos raprax apxTan.
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XIX. Morocco Global Applicant Privacy Policy - Avis de
Confidentialité du Candidat

1. Quel est l'objectif de ce document?

Brink's est l'un des principaux fournisseurs mondiaux de services de gestion des espéces et
des objets de valeur, de solutions numériques pour la vente au détail, de services de
gardiennage et de services gérés pour les distributeurs automatiques de billets. Au sein du
département de recrutement de Brink's HR, nous sommes responsables du recrutement et de
la sélection des nouveaux employés, ainsi que du développement et de la croissance des
employés actuels. Cet avis de confidentialité vous est présenté parce que vous postulez a un
emploi au sein de la société Brink's ou de l'une de ses sociétés affiliées ("Brink's"). Elle vous
indigue comment et pourquoi vos données personnelles seront utilisées, a savoir aux fins de
'exercice de recrutement, et pendant combien de temps elles seront généralement
conserveées.

Le responsable du traitement de vos données personnelles est le membre du groupe Brink's
aupres duquel vous avez postulé. Si vous souhaitez obtenir ces informations, veuillez envoyer
un courriel a dpo_gdpr@brinksinc.com.

2. Principes de protection des données
Nous nous conformons a la législation et aux principes relatifs a la protection des données, ce
qui signifie que vos données sont conservees :
e Utilisé de maniere légale, équitable et transparente.
e Collectées uniguement a des fins valables que nous vous avons clairement expliquées
et non utilisées d'une maniere incompatible avec ces fins.
e Pertinentes par rapport aux objectifs que nous vous avons communiqués et limitées
uniquement a ces objectifs.
e Précision et mise ajour.
e Conservés uniquement le temps nécessaire aux fins que nous vous avons indiquées.

e Conservé en toute sécurité.

3. Le type d'informations que nous détenons sur vous
Dans le cadre de votre candidature a un emploi chez nous, nous collecterons, conserverons et
utiliserons les catégories suivantes d'informations personnelles vous concernant :

e Lesinformations que vous nous avez fournies dans votre curriculum vitae (CV).

e Lesinformations que vous avez fournies dans notre formulaire de candidature,
notamment votre nom, votre nom de famille, votre adresse électronique, votre numeéro
de téléphone, votre adresse, votre code postal, votre pays, la ou les langues parlées,
votre sexe, vos précédents employeurs, la durée de votre emploi et les postes occupés,
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votre parcours scolaire, vos dipldbmes et votre domaine d'études, vos compétences,
ainsi que les copies de vos pieces d'identité et/ou de votre ou vos permis.

e Toute information que vous nous fournissez lors d'un entretien ou dans le cadre du
processus de recrutement.

e Toute information que nous recevons de sources tierces, telles que des références
d'emploi ou des antécédents de crédit, conformément a la législation applicable.

4. Comment vos informations personnelles sont-elles collectées ?
Nous recueillons des informations personnelles sur les candidats a partir des sources
suivantes:
e \ous, le candidat.
e apartir de ressources de recrutement tierces, telles que LinkedIn ou Indeed.
e d'autrestiers, y compris des références professionnelles, des fournisseurs de services
de vérification des antécédents, des agences de crédit ou le gouvernement, par
exemple le Disclosure and Barring Service au Royaume-Uni, le cas échéant.

5. Comment nous utiliserons les informations vous concernant

Nous utiliserons les informations personnelles que nous recueillons a votre sujet pour :
» Evaluez vos compétences, vos qualifications et votre aptitude & occuper le poste auquel
vous postulez.

o [Effectuer des vérifications des antécédents et des références, le cas échéant.

e Communiquer avec vous au sujet du processus de recrutement.

e Conserver les dossiers relatifs a nos processus d'embauche.

e Respecter les exigences légales ou réglementaires.

e Ades fins de diversité, conformément a la législation applicable.
Apres avoir regu votre CV et/ou votre formulaire de candidature, nous traiterons ces
informations afin de déterminer si vous remplissez les conditions de base pour étre
présélectionné(e) pour le poste. Dans ce cas, nous déciderons si votre candidature est
suffisamment solide pour vous inviter a un entretien. Si nous décidons de vous convoquer a un
entretien, nous utiliserons les informations que vous nous fournirez lors de cet entretien pour
décider de vous proposer ou non le poste. Si nous décidons de vous proposer le poste, nous
pourrons alors procéder a des vérifications de vos antécédents et de votre casier judiciaire, et
nous pourrons contacter des personnes de référence, conformément a la législation en
vigueur.

6. Notre base légale pour le traitement

e Lorsque la législation applicable en matiere de protection des données exige une base
légale pour la collecte, l'utilisation et le traitement de vos données a caractere
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personnel, la société s'appuie sur plusieurs motifs pour traiter vos données a caractere
personnel.

e conclure un contrat de travail: Pour la plupart des informations personnelles, le
traitement est nécessaire pour permettre a l'entreprise de déterminer si elle doit
conclure un contrat de travail avec vous lorsque la loi applicable exige un contrat de
travail.

e Exigences légales: Dans certaines circonstances, par exemple lorsqu'un candidat
demande un aménagement pour un handicap, le traitement sera nécessaire pour se
conformer a la loi applicable.

e Intéréts légitimes: Lorsque les motifs ci-dessus ne s'appliquent pas, nous traitons vos
données a caractere personnel dans la mesure ou cela est nécessaire pour poursuivre
nos intéréts légitimes en matiere de recrutement et d'embauche de personnel qualifié,
par exemple pour rembourser vos frais de déplacement si vous vous rendez dans nos
bureaux pour un entretien d'embauche.

e Leconsentement: Lorsqu'aucun des motifs légitimes de traitement énumérés ci-
dessus n'est applicable ou lorsque le droit applicable l'exige, nous nous appuyons sur
votre consentement pour traiter vos données a caractére personnel.

Si nous avons besoin de votre consentement, nous vous le demanderons dans le cadre de la
procédure de candidature en ligne. Sivous refusez de donner votre consentement, il se peut
que vous ne puissiez pas utiliser la page de candidature en ligne pour postuler chez nous et
que Brink's ne puisse pas vous prendre en considération pour le poste pour lequel vous
postulez.

Si vous ne fournissez pas les informations demandées ou si vous fournissez des informations
falsifiées, nécessaires a l'examen de votre candidature (telles que des preuves de vos
qualifications ou de vos antécédents professionnels), nous ne serons pas en mesure de traiter
votre candidature avec succes.

7. Informations sur vos condamnations pénales, votre sexe et votre état de

santé

Nous pouvons recueillir des informations sur vos antécédents judiciaires, votre sexe et votre
état de santé en fonction du poste que vous occupez chez nous, conformément a la législation
en vigueur.

e Dans certains pays, hous sommes légalement tenus de procéder a des vérifications du
casier judiciaire afin de confirmer qu'il n'y a rien dans vos antécédents de
condamnation pénale qui vous rende inapte a occuper le poste.

¢ Nous pouvons collecter votre sexe a des fins de diversité, conformément a la législation
applicable.

e Nous pouvons recueillir des informations sur votre santé dans le but d'évaluer votre
aptitude au travail, de répondre a une demande d'aménagement dans le cadre de la
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procédure de candidature ou de satisfaire aux exigences légales en matiére
d'embauche, conformément a la législation en vigueur.

8. Prise de décision automatisée

Vous ne serez pas soumis a des décisions ayant un impact significatif sur vous basées sur une
prise de décision automatisée au cours du processus de recrutement.

9. Partage des données

Pourquoi partagez-vous mes informations personnelles avec des tiers ?
Nous ne partagerons vos informations personnelles qu'en interne et avec les tiers suivants :

e Les sociétés affiliées a Brink's, telles qu'une société mere ou une filiale, a des fins de
recrutement et de maintien d'un vivier de talents.

e Les prestataires de services, pour fournir des services au nom de Brink's, tels que les
fournisseurs de stockage pour gérer nos bases de données de recrutement, les
prestataires de services administratifs pour aider au processus de recrutement, ou
d'autres tiers pour effectuer des vérifications d'antécédents, de crédit et/ou de
criminalité, conformément a la loi applicable.

e Lorsque la loi l'exige, par exemple lorsque nous répondons a des citations a
comparaitre, a des ordonnances judiciaires ou a d'autres procédures légales.

Tous nos fournisseurs de services tiers et autres entités du groupe Brink's sont tenus de
prendre des mesures de sécurité appropriées pour protéger vos informations personnelles
conformément a nos politiques. Nous n'autorisons pas nos fournisseurs de services tiers a
utiliser vos informations personnelles a leurs propres fins. Nous ne les autorisons a traiter vos
données personnelles qu'a des fins spécifiques et conformément a nos instructions.

Transferts internationaux

Les informations personnelles que nous recueillons a votre sujet dans le cadre de la
procédure de recrutement peuvent étre transférées et stockées sur nos serveurs situés aux
Etats-Unis et sur les serveurs de nos prestataires de services de recrutement qui se trouvent
également aux Etats-Unis.

Brink's et ses prestataires de services qui traitent les informations personnelles des candidats
se conforment au cadre de protection des données UE-Etats-Unis (EU-U.S. DPF), & l'extension
britannique du cadre de protection des données UE-Etats-Unis et au cadre de protection des
données Suisse-Etats-Unis (Swiss-U.S. DPF), tels que définis par le ministére américain du
commerce, chacun de ces cadres ayant été approuvé par l'autorité gouvernementale
compétente de l'UE, du Royaume-Uni ou de la Suisse comme offrant un niveau de protection
adéquat pour les données a caractere personnel transférées. Pour en savoir plus sur le
programme Data Privacy Framework (DPF), et pour consulter notre certification et notre
politique de confidentialité, veuillez visiter le site web du Data Privacy Framework :
https://www.dataprivacyframework.gov/.
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10. Comment protégeons-nous vos données personnelles ?

Nous avons mis en place des mesures de sécurité appropriées pour éviter que vos
informations personnelles ne soient accidentellement perdues, utilisées ou consultées de
maniere non autorisée, modifiées ou divulguées. En outre, nous limitons l'acces a vos
informations personnelles aux employés, agents, sous-traitants et autres tiers qui ont besoin
de les connaitre pour des raisons professionnelles. Ils ne traiteront vos informations
personnelles que sur nos instructions et sont soumis a un devoir de confidentialité.

Nous avons mis en place des procédures pour faire face a toute suspicion de violation de la
sécurité des données et nous vous notifierons, ainsi qu'a tout régulateur applicable, une
violation des données lorsque nous sommes légalement tenus de le faire.

11. Pendant combien de temps utiliserez-vous mes informations ?

Si Brink's vous embauche, les informations personnelles que nous recueillons au cours du
processus de recrutement seront intégrées a votre dossier personnel et pourront étre utilisées
pour gérer la relation d'emploi et a des fins de reporting et d'archivage.

Nous conserverons ces informations pendant toute la durée de votre relation de travail avec
nous et, par la suite, pendant la période définie par nos calendriers de conservation et la
législation applicable.

Nous conserverons les informations personnelles des candidats qui ne sont pas embauchés
uniguement pendant la durée autorisée par la législation applicable ou pendant deux ans
aprés gue nous vous avons communiqué notre décision de vous nommer ou non au poste, la
durée la plus courte étant retenue. Nous conservons vos informations personnelles pendant
cette période afin de pouvoir démontrer, en cas de recours en justice, que nous n'avons pas
exercé de discrimination a l'encontre de candidats pour des motifs interdits et que nous avons
mené l'exercice de recrutement de maniére équitable et transparente. Apres cette période,
nous détruirons en toute sécurité vos informations personnelles conformément aux lois et
réglementations applicables.

Avec votre consentement, nous conserverons vos informations personnelles dans notre vivier
de talents pendant une période maximale de trois ans, dans 'éventualité ou une opportunité
se présenterait a l'avenir et ou nous souhaiterions vous prendre en considération.

12. Droits d'acces, de rectification, d'effacement et de limitation
Vos droits en matiére d'informations personnelles
Dans certaines circonstances et sous réserve des limitations et exceptions applicables, la loi
vous donne le droit de.. :
e Demander l'acces a vos informations personnelles (communément appelé "demande
d'acces de la personne concernée"). Cela vous permet de recevoir une copie des
informations personnelles que nous détenons a votre sujet et de vérifier que nous les
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traitons légalement, pour autant que le fait de fournir ces informations personnelles ne
porte pas atteinte aux droits et libertés d'autrui.

e Demander la correction des informations personnelles que nous détenons a votre
sujet. Cela vous permet de faire corriger toute information incompléte ou inexacte que
nous détenons a votre sujet.

e Demander l'effacement de vos données personnelles. Cela vous permet de nous
demander de supprimer ou de retirer des informations personnelles lorsqu'iln'y a
aucune raison valable pour que nous continuions a les traiter. Vous avez également le
droit de nous demander de supprimer ou de retirer vos informations personnelles si
vous avez exerceé votre droit d'opposition au traitement (voir ci-dessous).

e S'opposer au traitement de vos informations personnelles lorsque nous nous appuyons
uniguement sur un intérét légitime (ou sur ceux d'un tiers) et qu'ily a quelque chose
dans votre situation particuliere qui vous incite a vous opposer au traitement pour ce
motif. Si vous vous y opposez dans ces circonstances, le traitement de vos
informations personnelles sera interrompu, sauf s'il existe une raison impérieuse et
prépondérante de poursuivre le traitement ou si le traitement est nécessaire pour
établir, poursuivre ou défendre des réclamations légales.

e Demander la restriction du traitement de vos informations personnelles. Cela vous
permet de nous demander de suspendre le traitement des informations personnelles
vous concernant, par exemple si vous souhaitez que nous vérifiions leur exactitude ou
la raison de leur traitement.

e Demander le transfert de vos informations personnelles sous forme électronique que
vous avez fournies a Brink's a une autre partie.

Si vous souhaitez revoir, vérifier, corriger ou demander 'effacement de vos informations
personnelles, vous opposer au traitement de vos données personnelles ou demander
gue nous transférions une copie de vos informations personnelles a une autre partie,
veuillez contacter dpo_gdpr@brinksinc.com par écrit. Nous répondrons a ces
demandes conformément a la législation applicable.

Droit de déposer une plainte

Sivous pensez que vos données personnelles ont été traitées en violation de la législation
applicable en matiére de protection des données, vous avez le droit de déposer une plainte
aupres de l'autorité de controle compétente dans le pays ou vous résidez, ou vous travaillez ou
ou la violation présumée a eu lieu.

Droit de retirer son consentement

Lorsque vous avez postulé pour ce poste, vous avez consenti a ce que nous traitions vos
informations personnelles aux fins de l'exercice de recrutement. Vous avez le droit de retirer a
tout moment votre consentement au traitement a cette fin. Pour retirer votre consentement,
veuillez contacter dpo_gdpr@brinksinc.com. Tout retrait n'affecte pas la légalité du traitement
fondé sur votre consentement avant son retrait, et la société continuera a conserver les
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informations personnelles que vous nous avez fournies avant le retrait de votre consentement
aussi longtemps que la loi applicable le permet ou l'exige.

13. Délégué a la protection des données

Nous avons désigné un délégué a la protection des données (DPD) chargé de veiller au respect
du présent avis de confidentialité. Si vous avez des questions sur le présent avis de
confidentialité ou sur la maniére dont nous traitons vos informations personnelles, veuillez
contacter le DPD a l'adresse suivante : dpo_gdpr@brinksinc.com. Vous avez le droit de
déposer une plainte a tout moment aupres de 'agence de protection des données qui est
responsable des questions de protection des données dans votre pays.
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XX. Portuguese Global Applicant Privacy Policy - Aviso de
Privacidade do Candidato

1. Qual é o propdésito desse documento?

A Brink’s é um fornecedor global lider em gestao de dinheiro e valores, solucoes digitais de
varejo e gerenciamento de caixas eletronicos (ATM). Dentro do departamento de
Recrutamento de Recursos Humanos da Brink’s, somos responsaveis pelo recrutamento e
selecao de novos empregados, assim como pelo desenvolvimento e crescimento dos nossos
atuais empregados. Vocé esta recebendo uma cdpia deste aviso de privacidade, porque esta
se candidatando a uma vaga na Brink’s Company ou em uma das nossas afiliadas (“Brink’s").
Este aviso informa como e por que seus dados pessoais serao utilizados, especificamente
para fins do processo de recrutamento, e por quanto tempo eles serdo normalmente retidos.
O controlador de dados dos seus dados pessoais € 0 membro do grupo corporativo Brink’s
para o qual vocé se candidatou a um emprego. Se vocé desejar solicitar essa informacao,
envie um e-mail para dpo_gdpr@brinksinc.com.

2. Principios da Protecao de Dados

Nos cumpriremos as leis e 0s principios de protegao de dados, o que significa que seus dados
serao:

e Usados legalmente, de forma justa e transparente.

e Coletados apenas para fins validos, que explicamos claramente a vocé e, nao

utilizados de maneira incompativel com esses fins.

e Relevantes para os fins que informamos e limitados apenas a esses propdsitos.

e Precisos e mantidos atualizados.

e Mantidos apenas pelo tempo necessario para os fins sobre os quais lhe informamos.

e Mantidos de forma segura.

3. O tipo de informagao que temos sobre vocé

Em relacao a sua candidatura de trabalho conosco, nés iremos coletar, armazenar e usar as
seguintes categorias de informagodes pessoais sobre vocé:

e Asinformacdes que vocé nos forneceu em seu curriculo (CV).

e Asinformacodes que vocé forneceu em nosso formulario de candidatura, incluindo
nome, sobrenome, e-mail, endereco, nimero de telefone, cddigo postal, pais,
idioma(s) falado(s), género, empregadores anteriores, duragdo do emprego e cargos
associados, histérico educacional, diplomas e area de estudo, habilidades, e cdpias de
identificacao e/ou licenca(s).

e Qualquerinformagéao que vocé fornecer durante uma entrevista ou de outra forma no
decorrer do processo de recrutamento

e Qualquerinformagao que nos recebermos de terceiros, como referéncias profissionais
ou histérico de crédito de acordo com a lei aplicavel
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4. Como suas informacoes pessoais sao coletadas?

Nos coletamos as informacgdes pessoais sobre candidatos das seguintes fontes:
e \océ, o candidato
e Derecursos de recrutamento de terceiros, como Linkedln or Indeed
e OQutros terceiros, incluindo referéncias de emprego, provedores de verificagao de
antecedentes, agéncias de crédito ou o governo, como o Disclosure and Barring
Service no Reino Unido, quando aplicavel.

5. Como nds usaremos as informacgoes sobre vocé

Nés usaremos as informacgdes pessoais coletadas sobre vocé para:

e Avaliar suas habilidades, qualificacdes e adequacéao para a vaga a qual vocé esta se

candidatando.

e Realizar verificagcdes de antecedentes e referéncias, quando aplicavel

e Comunicar-se com vocé sobre o processo de recrutamento

e Manter registros relacionados aos nossos processos de contratagao

e Cumprir com requisitos legais ou regulamentadores.

e Parafins de diversidade, de acordo com a lei aplicavel.
Recebendo seu CV e/ou formulario de candidatura, processaremos essas informagoes para
decidir se vocé atende aos requisitos basicos para ser selecionado para a vaga. Se vocé
atender, decidiremos se sua candidatura é forte o suficiente para convida-lo para uma
entrevista. Se decidirmos chama-lo para uma entrevista, usaremos as informagdes que vocé
nos forneceu para decidir se iremos oferecer a vaga. Se decidirmos oferecer a vaga, podemos
entdo realizar verificagdes de antecedentes criminais, e podemos entrar em contato com
referéncias, de acordo com a lei aplicavel.

6. Nossa base legal para processamento

Quando a lei de protecao de dados aplicavel exige uma base legal para coletar, usar e
processar suas informacgodes pessoais, a Empresa se baseia em varias fundamentagdes para
processar suas informacgodes pessoais.

e Entrar em um Acordo de Trabalho: Para a maioria das informacdes pessoais, o
processamento € necessario para que a Empresa determine se deve celebrar um
acordo de trabalho com vocé, onde a lei aplicavel exigir um acordo de trabalho.

e Exigido por Lei: Em certas circunstancias, por exemplo, quando um candidato solicita
uma adaptacao por causa de uma deficiéncia, o processamento sera necessario para
cumprir a legislacao aplicavel.

¢ Interesses Legitimos: Quando os motivos acima nao se aplicarem, nos
processaremos seus dados pessoais conforme necessario, para buscar nossos
interesses legitimos em recrutar e contratar pessoal adequado, por exemplo, para
reembolsar suas despesas de viagem se vocé viajar até nossos escritdrios para uma
entrevista de emprego.

e Consentimento: Quando nenhuma das bases legais para o processamento
mencionadas acima for aplicavel ou quando a legislacao aplicavel exigir, nds
dependeremos do seu consentimento para processar seus dados pessoais.
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Se exigirmos seu consentimento, solicitaremos isso como parte do processo de candidatura
online. Se vocé optar pelo ndo consentimento, pode ndo conseguir usar a pagina de
candidatura online para se inscrever conosco, e a Brink’s pode nao ser capaz de considerar
sua candidatura para a posicao a qual vocé esta se inscrevendo.

Se vocé nao fornecer as informacgdes solicitadas ou fornecer informacgdes falsas, que sao
necessarias para considerarmos sua candidatura (como comprovantes de qualificagdes ou
histdrico de trabalho), ndo poderemos processar sua candidatura com sucesso.

7. Informacodes sobre suas condenacodes criminais, género e saude.

Podemos coletar informacdes sobre seu histérico de condenagdes criminais, género e saude,
dependendo da vaga para a qual vocé se candidatar conosco, de acordo com a legislagao
aplicavel.

Em alguns paises, somos legalmente obrigados a realizar verificacdes de antecedentes
criminais para confirmar que nao ha nada em seu histérico que o torne inapto para a funcgao.
Podemos coletar seu género para fins de diversidade, de acordo com a legislagao aplicavel.
Podemos coletar suas informacgoes de salide com a finalidade de avaliar sua aptidao para o
trabalho, para atender a uma solicitacdo de acomodagao no processo de inscrigdo ou para
atender a requisitos legalmente obrigatérios para contratacdo, de acordo com a lei aplicavel.

8. Tomada de decisao automatizada

Vocé nao sera submetido a decisdes que tenham um impacto significativo sobre vocé, com
base em tomada de decisdo automatizada durante o processo de recrutamento.

9. Compartilhamento de Dados

Por que vocé poderia compartilhar minhas informagoes pessoais com terceiros?
Compartilharemos suas informacgodes pessoais somente internamente e com os seguintes
terceiros:

e Afiliadas da Brink’s, como uma empresa matriz ou subsididria, para fins de
recrutamento e manutencdo de um banco de talentos.

e Fornecedores de servigos, para realizar servicos em nome da Brink’s, como
provedores para gerenciar nossos bancos de dados de recrutamento, provedores de
servicos administrativos para auxiliar no processo de recrutamento ou outros terceiros
para a realizacao de verificagdes de antecedentes criminais ou de crédito, de acordo
com a legislacao aplicavel.

e Quando exigido por lei, como quando respondemos a uma intimacéo, ordens judiciais
ou outros processos legais.

Todos os hossos prestadores de servigos terceirizados e outras entidades do grupo
corporativo da Brink’s sdo obrigados a adotar medidas de seguranca adequadas para proteger
suas informacgdes pessoais, de acordo com nossas politicas. Nao permitimos que nossos
prestadores de servigos terceirizados usem suas informacgdes pessoais para seus proprios
fins. Apenas autorizamos o processamento de suas informacdes pessoais para fins
especificos e de acordo com nossas instrugdes.
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Transferéncias Internacionais

As informacgobes pessoais que coletamos sobre vocé no processo de recrutamento podem ser
transferidas e armazenadas em nossos servidores localizados nos EUA e em servidores
mantidos por nossos prestadores de servigos de recrutamento, que também estao nos
Estados Unidos.

A Brink’s e seus prestadores de servigos que processam as informagdes pessoais dos
candidatos cumprem com o Quadro de Privacidade de Dados EUA-UE (EU-U.S. Data Privacy
Framework - EU-U.S. DPF), a Extensdo do Reino Unido ao EU-U.S. DPF e a Estrutura de
Privacidade de Dados Suigo-EUA (Swiss-U.S. Data Privacy Framework - Swiss-U.S. DPF),
conforme estabelecido pelo Departamento de Comércio dos EUA, cada um dos quais foi
aprovado pela autoridade governamental relevante da UE, Reino Unido ou Suigca como
oferecendo um nivel adequado de protecao para os dados pessoais transferidos. Para saber
mais sobre o programa do Quadro de Privacidade de Dados (DPF) e para visualizar nossa
certificacao e nossa Politica de Privacidade do Quadro de Privacidade de Dados, visite o site
do Quadro de Privacidade de Dados: https://www.dataprivacyframework.gov/.

10. Como protegeremos seus dados pessoais?

Implementamos medidas de seguranca adequadas para prevenir que suas informacdes
pessoais ndo sejam acidentalmente perdidas, utilizadas ou acessadas de forma néo
autorizada, alteradas ou divulgadas. Além disso, limitamos o acesso as suas informagoes
pessoais aos funcionarios, agentes, contratados e outros terceiros que tenham uma
necessidade comercial de conhecé-las. Eles processarao suas informagoes pessoais apenas
conforme nossas instrugdes e estio sujeitos a um dever de confidencialidade.
Implementamos procedimentos para lidar com qualquer suspeita de violagdo de seguranca
de dados e notificaremos vocé e qualquer regulador aplicavel sobre uma violagédo de dados
quando formos legalmente obrigados a fazé-lo.

11. Por quanto tempo vocé usara minhas informacdes?

Se a Brink’s contratar vocé, as informacoes pessoais que coletamos durante o processo de
recrutamento se tornardo parte do seu arquivo de pessoal e poderao ser usadas para
administrar o relacionamento de emprego e para fins de relatérios e manutencao de registro.
Nos retermos essas informacdes durante toda a duracio do seu relacionamento de emprego
conosco e pelo periodo definido por nossas politicas de retencao e pela legislagao aplicavel.
Nos reteremos as informacdes pessoais dos candidatos que ndo forem contratados apenas
pelo tempo permitido pela legislagao aplicavel ou por dois anos apds comunicarmos a vocé
nossa decisdo sobre a sua nomeacao para a vaga, o que for mais curto. Manteremos suas
informacdes pessoais durante esse periodo para que possamos demonstrar, em caso de uma
reclamacao legal, que ndo discriminamos candidatos com base em fundamentos proibidos e
que conduzimos o processo de recrutamento de maneira justa e transparente. Apos esse
periodo, destruiremos suas informagodes pessoais de forma segura, de acordo com as leis e
regulamentos aplicaveis.

Com seu consentimento, manteremos suas informacgdes pessoais em nosso banco de
talentos por até trés anos, com base na possibilidade de que uma oportunidade futura possa
surgir e querermos considera-lo para isso.
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12.

Direitos de acesso, correcao, exclusao e restricao.

Seus direitos em relagao as informacgoes pessoais.
Sob certas circunstancias e sujeito a limitagdes e excecdes aplicaveis, por lei vocé tem o
direito de:

Solicitar acesso as suas informagdes pessoais (comumente conhecido como "pedido
de acesso do titular de dados"). Isso permite que vocé receba uma cdpia das
informacgodes pessoais que temos sobre vocé e verifique se estamos processando-as de
forma legal, desde que a nhossa entrega das informacdes pessoais ndo prejudique os
direitos e liberdades de terceiros.

Solicitar a correcao das informacdes pessoais que temos sobre vocé. Isso permite
que vocé faca corregcdes em qualquer informagéo incompleta ou imprecisa que
possuimos sobre vocé.

Request erasure of your personal information. This enables you to ask us to delete or
remove personal information where there is no good reason for us continuing to
process it. You also have the right to ask us to delete or remove your personal
information where you have exercised your right to object to processing (see below).
Solicitar a exclusao de suas informacgodes pessoais. Isso permite que vocé nos peca
para deletar ou remover informacdes pessoais quando ndo houver uma boa razao para
continuarmos a processa-las. Vocé também tem o direito de nos pedir para deletar ou
remover suas informacgdes pessoais quando tiver exercido seu direito de se opor ao
processamento (veja abaixo).

Opor-se ao processamento de suas informagodes pessoais quando estivermos nos
baseando apenas em um interesse legitimo (ou de terceiros) e houver algo em sua
situacao especifica que o faga querer se opor ao processamento por esse motivo. Se
VOCEé se opuser nessas circunstancias, o processamento de suas informacoes pessoais
sera interrompido, a menos que haja uma razdo convincente e superior para continuar
0 processamento ou se 0 processamento for necessario para estabelecer, buscar ou
defender reivindicagodes legais.

Solicitar a restricdo do processamento de suas informacdes pessoais. Isso permite
que vocé nos peca para suspender o0 processamento das suas informacgdes pessoais,
por exemplo, se vocé quiser que estabelegcamos sua precisdo ou o motivo para o seu
processamento.

Solicitar a transferéncia de suas informacdes pessoais em formato eletrénico que
vocé forneceu a Brink’s para outra parte.

Se vocé deseja revisar, verificar, corrigir ou solicitar a exclusao de suas informacgodes pessoais,
opor-se ao processamento de seus dados pessoais ou solicitar a transferéncia de uma cépia
de suas informacdes pessoais para outra parte, entre em contato com
dpo_gdpr@brinksinc.com por escrito. Responderemos a esses pedidos de acordo com a
legislacao aplicavel

Direito de Apresentar uma Reclamacao

Se vocé acredita que seus dados pessoais foram processados em desacordo a legislagao de
protecao de dados aplicavel, vocé tem o direito de apresentar uma reclamacéo a autoridade
de supervisdo competente no pais onde vocé reside, onde trabalha ou onde a suposta
violagao ocorreu.
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Direito de revogar o consentimento

Quando vocé se candidatou a vaga, vocé nos deu consentimento para processar suas
informacdes pessoais para os fins do processo de recrutamento. Vocé tem o direito de retirar
seu consentimento para esse processamento a qualquer momento. Para retirar seu
consentimento, entre em contato com dpo_gdpr@brinksinc.com. Qualquer retirada nao
afetara a legalidade do processamento baseado em seu consentimento antes disso, € a
empresa continuara a reter as informacoes pessoais que vocé nos forneceu antes de retirar
seu consentimento pelo tempo permitido ou exigido pela legislagao aplicavel.

13. Responsavel pela protecao de dados.

Nomeamos um encarregado de protecao de dados (DPO) para supervisionar a conformidade
deste aviso de privacidade. Se vocé tiver alguma duvida sobre este aviso de privacidade ou
sobre como lidamos com suas informagdes pessoais, entre em contato com o DPO pelo e-
mail dpo_gdpr@brinksinc.com. Vocé tem o direito de apresentar uma reclamacao a qualquer
momento a Agéncia de Protegcao de Dados responsavel pelas questdes de protecao de dados
em seu pais.
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XXI. Romanian Global Applicant Privacy Policy — Nota de
Informare Pentru Candidati

1. Care este scopul acestui document?

Brink's este unul dintre principalii furnizori globali de servicii de gestionare a numerarului sia
obiectelor de valoare, solutii digitale de retail, servicii de paza si servicii gestionate de ATM-uri.
In cadrul departamentului de recrutare a resurselor umane din Brink's, suntem responsabili de
recrutarea si selectia noilor angajati si de dezvoltarea si perfectionarea profesionala a
angajatilor actuali. Vi se prezinta o copie a acestei note de informare intrucat candidati pentru
a lucra pentru Societatea Brink's sau una dintre filialele corporative ale acesteia (,,Brink's").
Acest document va aduce la cunostinta cum si de ce vor fi utilizate datele dvs. cu caracter
personal, si anume in scopul recrutarii, si pentru cat timp vor fi pastrate Tn mod obisnuit.
Operatorul de date al datelor dumneavoastra cu caracter personal este membrul grupului
corporativ Brink's la care ati depus o cerere pentru un loc de munca. Daca doriti sa solicitati
aceste informatii, va rugam sa trimiteti un e-mail la dpo_gdpr@brinksinc.com.

2. Principiile privind protectia datelor
Vom respecta legislatia si principiile privind protectia datelor, ceea ce inseamna ca datele
dumneavoastra vor fi:
e utilizate Tn mod legal, corect si intr-o maniera transparenta.
e colectate numaiin scopurile valide pe care vi le-am expus in mod clar si nu sunt
utilizate Tn niciun mod incompatibil cu aceste scopuri.
e relevante pentru scopurile despre care v-am informat si limitate numai la aceste
scopuri.
e exacte si actualizate.
e pastrate doar atat timp cat este necesar pentru scopurile despre care v-am informat.
e pastratein siguranta.

3. Tipuri de informatii pe care le pastram despre dumneavoastra
n legatura cu cererea dvs. de a lucra cu noi, vom colecta, stoca si utiliza urmétoarele categorii
de informatii personale despre dvs.:

e Informatiile pe care ni le-ati furnizat in curriculum vitae (CV).

e Informatiile pe care le-ati furnizat in formularul nostru de aplicare, inclusiv numele,
numele de familie, adresa de e-mail, numarul de telefon, adresa, codul postal, tara,
limba (limbile) vorbita (vorbite), sexul, angajatorii anteriori, durata angajarii si posturile
asociate, istoricul educatiei, diplomele si domeniul de studiu, competentele si copiile
documentelor de identitate si/sau ale licentei (licentelor).

e Orice informatii pe care ni le furnizati in timpul unui interviu sau in cursul procesului de
recrutare.
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e Orice informatii pe care le primim din surse terte, cum ar fi referintele de angajare sau
istoricul de credit, in conformitate cu legislatia aplicabila.

4. Cum sunt colectate informatiile dvs. personale?

Colectam informatii personale despre candidati din urmatoarele surse:
e Dumneavoastra, candidatul.
e Dinresurse de recrutare terte, cum ar fi LinkedIn sau Indeed.
e Alte parti terte, inclusiv referinte profesionale, furnizori de servicii de verificare a
antecedentelor, agentii de credit sau guvernul, de exemplu Serviciul de Divulgare si
Excludere in Regatul Unit, dupa caz.

5. Cum vom utiliza informatiile despre dumneavoastra
Vom utiliza informatiile personale pe care le colectam despre dvs. pentru:

e evaluarea competentelor, calificarilor si aptitudinilor dvs. pentru rolul pentru care

candidati.

e efectuarea de verificari de fond si de referinta, dupa caz.

e comunicarea cu dvs. cu privire la procesul de recrutare.

e pastrarea evidentelor referitoare la procesele noastre de angajare.

e respectarea cerintelor legale sau de reglementare.

e in scopuride diversitate, in conformitate cu legislatia aplicabila.
Dupa primirea CV-ului si/sau a formularului de candidatura, vom prelucra aceste informatii
pentru a decide daca indepliniti cerintele de bazé pentru a fi preselectat pentru acest post. in
caz afirmativ, vom decide daca candidatura dumneavoastra este suficient de solida pentru a
va invita la un interviu. In cazulin care va invitdm la un interviu, vom utiliza informatiile pe care
ni le furnizati la interviu pentru a decide dac s& v& oferim postul. in cazul in care v& oferim
postul, putem efectua verificari ale antecedentelor si ale cazierului judiciar si putem contacta
referintele, in conformitate cu legislatia aplicabila.

6. Temeiul nostru legal pentru prelucrare

Deoarece legislatia aplicabila privind protectia datelor impune un temei legal pentru
colectarea, utilizarea si prelucrarea datelor dumneavoastra cu caracter personal, societatea
va prelucra informatiile dumneavoastra cu caracter personal intemeindu-se pe:

e Incheierea unui contract de munca: Pentru majoritatea informatiilor cu caracter
personal, prelucrarea este necesara pentru ca societatea sa decida daca sa incheie un
contract de munca cu dumneavoastra, in cazulin care legea aplicabila impune un
contract de munca.

e Cerute de lege: In anumite circumstante, de exemplu, in cazulin care un solicitant cere
o adaptare pentru o dizabilitate, prelucrarea va fi necesara pentru a respecta legislatia
aplicabila.
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e Interese legitime: In cazulin care temeiurile de mai sus nu se aplicd, prelucrdm datele
dvs. cu caracter personal in masura in care este necesar pentru a urmari interesele
noastre legitime in recrutarea si angajarea de personal adecvat, de exemplu, pentru a
va rambursa cheltuielile de calatorie daca va deplasati de la o distanta mare la birourile
noastre pentru un interviu de angajare.

e Consimtamantul: in cazulin care niciunul dintre aceste temeiuri legale de prelucrare
enumerate mai sus nu este aplicabil sau in cazulin care legea in vigoare o cere, datele
dvs. cu caracter personal vor fi prelucrate in baza consimtamantului dvs.

In cazulin care consimtamantul dumneavoastra este necesar, vi-l vom solicita ca parte a
procesului de candidare online. Daca refuzati sa va acordati consimtamantul, este posibil sa
nu puteti utiliza pagina de aplicare online pentru a candida la noi, iar Brink's s-ar putea sa nu
va poata luain considerare pentru postul pentru care candidati.

In cazulin care nu furnizati informatiile solicitate sau furnizati informatii sau documente false,
care sunt necesare pentru a lua in considerare candidatura dumneavoastra (cum ar fi dovezi
privind calificarile sau istoricul profesional), nu vom putea procesa cu succes aplicarea
dumneavoastra la post.

7. Informatii despre condamnarile dumneavoastra penale, sex si sanatate
Este posibil sa colectam informatii despre antecedentele penale, sex si sdnatate, in functie de
rolul pentru care candidati, in conformitate cu legislatia aplicabila.

e Inunele tari, suntem obligati prin lege sa efectudm verificari ale cazierului judiciar
pentru a confirma ca nu exista in istoricul dvs. condamnari penale care sa va faca
nepotrivit pentru un rol.

e Putem colecta informatia despre sexul dumneavoastra in scopuri ce tin de diversitate,
in conformitate cu legislatia aplicabila.

e Putem colecta informatiile privind starea dumneavoastra de sanatate in scopul
evaluarii aptitudinii dumneavoastra pentru munca, pentru a raspunde unei cereri de
adaptare in procesul de candidare sau pentru a indeplini cerintele impuse de lege
pentru angajare, in conformitate cu legislatia aplicabila.

8. Procesul decizional automatizat

In timpul procesului de recrutare, nu veti fi supus unor decizii care s& aiba un impact
semnificativ asupra dvs. pe baza unui proces decizional automatizat.

9. Partajarea datelor
De ce ati putea partaja informatiile mele personale cu terte parti?
Vom partaja informatiile dvs. cu caracter personal numai pe plan intern si catre urmatoarele
parti terte:
o Afiliatii Brink's, cum ar fi o societate mama sau o filiala, in scopul recrutarii si al
mentinerii unei rezerve de talente.
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e Furnizori de servicii, pentru a presta servicii in numele Brink's, cum ar fi furnizorii de
servicii de stocare pentru a gestiona bazele noastre de date de recrutare, furnizorii de
servicii administrative pentru a ajuta la procesul de recrutare sau alte parti terte in
scopul efectuarii de verificari de fond, de credit si/sau penale, in conformitate cu
legislatia aplicabila.

e incazulin care exista o cerinta legals (se prevede prin lege), cu titlu de exemplu,
cand raspundem la solicitari din partea autoritatilor sau instantelor judecatoresti puse
in vedere prin citatii, ordine judecatoresti sau alte proceduri legale.

Toti furnizorii nostri terti de servicii si alte entitati din grupul corporativ Brink's sunt obligati sa ia
masuri de securitate adecvate pentru a va proteja informatiile personale Tn conformitate cu
politicile noastre. Nu permitem furnizorilor nostri terti de servicii sa utilizeze informatiile dvs.
personale in scopuri proprii. Le permitem doar sa prelucreze informatiile dumneavoastra cu

caracter personal in scopuri specifice si Tn conformitate cu instructiunile noastre.

Transferuri internationale

Informatiile cu caracter personal pe care le colectam despre dvs. in procesul de recrutare pot
fi transferate si stocate pe serverele noastre situate in Statele Unite si pe serverele intretinute
de furnizorii nostri de servicii de recrutare care se afla, de asemenea, in Statele Unite.

Brink's si furnizorii de servicii ai acesteia care prelucreaza informatiile personale ale

solicitantilor respecta Cadrul de Confidentialitate a Datelor UE-SUA (EU-U.S. DPF), extensia
britanica a EU-U.S. DPF si Cadrul de Confidentialitate a Datelor Elvetia-SUA (Swiss-U.S. DPF),
astfel cum au fost stabilite de Departamentul de Comert al SUA, fiecare dintre acestea fiind
aprobate de autoritatea guvernamentala relevanta din UE, Marea Britanie sau Elvetia ca
oferind un nivel adecvat de protectie a datelor cu caracter personal transferate. Pentru a afla
mai multe despre programul Cadrul de Confidentialitate a Datelor (Data Privacy Framework -
DPF) si pentru a vizualiza certificarea noastra si politica noastra de confidentialitate privind
cadrul de confidentialitate a datelor, va rugam sa vizitati pagina de internet cu Cadrul de
Confidentialitate a Datelor: https://www.dataprivacyframework.gov/.

10.Cum vom proteja datele dumneavoastra cu caracter personal?

Am implementat masuri de securitate adecvate pentru a preveni pierderea accidentala,
utilizarea sau accesarea neautorizata, modificarea sau divulgarea informatiilor
dumneavoastra cu caracter personal. in plus, limitdm accesul la informatiile dvs. cu caracter
personal la acei angajati, agenti, contractanti si alte parti terte care au o necesitate
profesionala de a le cunoaste. Acestia vor prelucra informatiile dumneavoastra cu caracter
personal numai la instructiunile noastre si sunt supusi unei obligatii de confidentialitate.

Am implementat proceduri pentru a face fata oricarei suspiciuni de incalcare a securitatii
datelor si va vom notifica pe dumneavoastra si orice autoritate de reglementare aplicabila cu
privire la o incalcare a securitatii datelor, in masura in care exista o obligatie legala in acest

sens.
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11. Pentru cat timp veti utiliza informatiile mele?

n cazulin care Brink's va angajeaza, informatiile personale pe care le colectam in timpul
procesului de recrutare vor face parte din dosarul dumneavoastra de personal si pot fi utilizate
pentru a administra relatia de munca siTn scopuri conexe de raportare si evidenta. Vom pastra
aceste informatii pe intreaga durata a relatiei dvs. de munca cu noi si pentru perioada
ulterioara, astfel cum este definita de programele noastre de pastrare si de legislatia
aplicabila.

Vom pastra informatiile cu caracter personal ale candidatilor care nu sunt angajati doar atat
timp cat permite legislatia aplicabila sau timp de doi ani dupa ce v-am comunicat decizia
noastra de a va numi sau nu in functie, ludndu-se in considerare perioada cea mai scurta.
Pastram informatiile dvs. cu caracter personal pentru aceasta perioada, astfel incat sa putem
demonstra, in cazul unei actiuniin justitie, ca nu am discriminat candidatii pe criterii interzise
si ca am desfasurat procesul de recrutare intr-un mod corect si transparent. Dupa aceasta
perioada, vom distruge in siguranta informatiile dvs. cu caracter personal in conformitate cu
legile si reglementarile aplicabile.

Cu consimtaméantul dvs., va vom pastra informatiile personale in baza noastra de date de
talente pentru o perioada de pana la trei ani, pentru a va putea lua in considerare in cazul in
care vor aparea oportunitati de angajare viitoare.

12. Drepturile de acces, corectare, stergere si restrictionare

Drepturile dumneavoastra in legatura cu informatiile cu caracter personal

in anumite circumstante si sub rezerva limitarilor si exceptiilor aplicabile, aveti dreptul prin
lege sa:

e Solicitati acces la informatiile dvs. cu caracter personal (cunoscuta sub denumirea de
»cerere de acces a persoanei vizate"). Acest lucru va permite sa primiti o copie a
informatiilor cu caracter personal pe care le detinem despre dumneavoastra si sa
verificati daca le prelucram in mod legal, cu conditia ca furnizarea informatiilor cu
caracter personal sa nu afecteze negativ drepturile si libertatile altor persoane.

e Solicitati corectarea informatiilor personale pe care le detinem despre
dumneavoastra. Acest lucru va permite sa corectati orice informatii incomplete sau
inexacte pe care le detinem despre dumneavoastra.

e Solicitati stergerea informatiilor dvs. cu caracter personal. Acest lucru va permite sa
ne solicitati sa stergem sau sa eliminam informatiile cu caracter personal atunci cand
nu exista niciun motiv intemeiat pentru care sa continuam sa le prelucram. De
asemenea, aveti dreptul de a ne solicita sa stergem sau sa eliminam informatiile dvs.
cu caracter personalin cazul in care v-ati exercitat dreptul de a va opune prelucrarii (a
se vedea mai jos).

e Sava opuneti prelucrarii informatiilor dvs. cu caracter personal in cazulin care
prelucrarea se bazeaza exclusiv pe un interes legitim (sau pe cele ale unei parti terte) si
exista un motiv in situatia dvs. particulara care va determina sa va opuneti prelucrarii

Page 131 of 156




lor. Tn cazul in care va opuneti, prelucrarea informatiilor dvs. cu caracter personal va
inceta, cu exceptia cazului in care exista un motiv legitim si imperios care justifica
prelucrarea si care prevaleaza asupra intereselor, drepturilor si libertatilor
dumneavoastra sau daca prelucrarea este necesara este constatarea, exercitarea sau
apararea unui drept in instanta..

e Solicitati restrictionarea prelucrarii informatiilor dvs. cu caracter personal. Acest
lucru va permite sa ne solicitati sa suspendam prelucrarea informatiilor cu caracter
personal despre dumneavoastra, de exemplu daca doriti sa stabilim acuratetea
acestora sau motivul prelucrarii lor.

e Solicitati transferul catre o alta parte a informatiilor dvs. personale in format
electronic pe care le-ati furnizat Brink's.

Daca doriti sa revizuiti, sa verificati, sa corectati sau sa solicitati stergerea informatiilor dvs.
personale, sa va opuneti prelucrarii datelor dvs. cu caracter personal sau sa solicitati sa
transferam o copie a informatiilor dvs. personale unei alte parti, va rugam sa contactati
dpo_gdpr@brinksinc.com in scris. Vom raspunde la astfel de solicitari in conformitate cu
legislatia aplicabila.

Dreptul de a depune o plangere
Daca dvs. considerati ca datele dvs. cu caracter personal au fost prelucrate cu incalcarea

legislatiei aplicabile privind protectia datelor, aveti dreptul sa depuneti o plangere la
autoritatea de supraveghere competenta din tara in care locuiti, in care lucrati sau in care s-a
produs presupusa incalcare.

Dreptul de a retrage consimtamantul
Atunci cand v-ati depus candidatura pentru un post, v-ati exprimat consimtamantul cu privire

la prelucrarea informatiilor dvs. cu caracter personalin scopul exercitiului de recrutare. Aveti
dreptul de a va retrage consimtamantul pentru prelucrarea in acest scop in orice moment.
Pentru a va retrage consimtamantul, va rugam sa contactati dpo_gdpr@brinksinc.com. Nicio
retragere nu va afecta legalitatea prelucrarii bazate pe consimtamantul dvs. inainte de
retragerea acestuia, iar societatea va continua sa pastreze informatiile cu caracter personal pe
care ni le-ati furnizat Tnainte de retragerea consimtamantului dvs. atat timp cat este permis
sau impus de legislatia aplicabila.

13. Responsabil cu protectia datelor

Am numit un responsabil cu protectia datelor (DPO) pentru a supraveghea respectarea
prezentei notificari privind confidentialitatea. Daca aveti intrebari cu privire la aceasta
notificare de confidentialitate sau la modul in care tratam informatiile dvs. personale, va
rugam sa contactati DPO la dpo_gdpr@brinksinc.com. Aveti dreptul de a depune o plangerein
orice moment la Autoritatea de Supraveghere responsabila pentru aspectele legate de
protectia datelor in tara dumneavoastra.
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XXIl. Spanish Global Applicant Privacy Policy - Aviso de
Privacidad del Solicitante

1. ¢Cual es el propdsito de este documento?

Brink “s es un proveedor lider mundial de gestién de dinero en efectivo y objetos de valor,
soluciones digitales para el comercio minorista, servicios de vigilancia y servicios de gestién
de cajeros automaticos. En el departamento de contrataciéon de RR. HH. de Brink’s, somos
responsables de la contratacidn y seleccidon de nuevos empleados, asi como del desarrolloy
crecimiento de los empleados actuales. Se te presenta una copia de este aviso de privacidad
porque estas aplicando a un trabajo para la Compainia Brink’s o una de sus filiales
corporativas (“Brink’s”). Este aviso te informa como y para qué se utilizara tu informacion
personal, es decir, para los fines del proceso de contrataciodn, y durante cuanto tiempo se
conservaran normalmente.

Elresponsable del tratamiento de tu informacidn personal es la empresa miembro del grupo
corporativo Brink “s al que has solicitado un empleo. Si deseas solicitar esta informacién por
favor dirige un correo electronico a la siguiente direccion dpo_gdpr@brinksinc.com.

2. Principios de proteccion de informacion
Cumpliremos con la ley y los principios de proteccién de informacién, lo que significa que tu
informacidn sera tratada de la siguiente manera:

e Se utiliza de forma legal, justa y transparente.

e Serecopila solo para fines validos que te hemos explicado claramente y no se utiliza de
ninguna manera que sea incompatible con dichos fines.

e Esrelevante para los fines que te hemos indicado y se limita solo a esos fines.

e Esinformacioén precisay se mantienen actualizada.

e Se conserva solo durante el tiempo necesario para los fines que te hemos indicado.

e Seconserva de forma segura.

3. Eltipo de informacidn que tenemos sobre ti
En relacién a tu solicitud de trabajo con nosotros, recopilaremos, almacenaremosy
utilizaremos las siguientes categorias de informacién personal sobre ti:

e Lainformaciéon que nos has proporcionado en tu curriculum vitae (CV).

e Lainformacioén que has proporcionado en nuestro formulario de solicitud, incluido el
nombre, apellido, direccion de correo electrénico, numero de teléfono, direccion,
coédigo postal, pais, idioma(s) hablado(s), género, empleadores anteriores, duracion del
empleo y puestos asociados, historial educativo, diplomas y campo de estudio,
habilidades y copias de identificacidn y/o licencia(s).

e Cualquier informacion que nos proporciones durante una entrevista o de otro modo
durante el proceso de contratacion.

e Cualquierinformacion que recibamos de fuentes de terceros, como referencias
laborales o historiales crediticios, de acuerdo con la ley aplicable.
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4. ;Como se recopila tu informacion personal?
Recopilamos informacion personal sobre los candidatos de las siguientes Fuentes:
e Tu, el candidato.
e Derecursos de contratacion de terceros, como Linkedin o Indeed.
e Otros terceros, incluyendo referencias laborales, proveedores de verificacion de
antecedentes, agencias de crédito o del gobierno, por ejemplo, el Servicio de
Divulgacion y Exclusiéon en el Reino Unido, cuando corresponda

5. ¢Como utilizaremos la informacion sobre ti?
Utilizaremos la informacidén personal que recopilemos sobre ti para:

e Evaluar tus habilidades, calificaciones e idoneidad para el puesto que te postulas

e Realizar verificacion de antecedentes y referencias cuando corresponda.

e Comunicarnos contigo sobre el proceso de contratacion.

e Mantener registros relacionados con el proceso de contratacion.

e Cumplir con los requisitos legales y reglamentarios.

e Para propositos diversos, conforme la legislacion vigente.
Una vez que hayamos recibido tu CV o tu formulario de solicitud, procesaremos esa
informacion para decidir si cumples con los requisitos basicos para ser seleccionado para el
puesto. Si es asi, decidiremos si tu solicitud es lo suficientemente soélida como para invitarte a
una entrevista. Si decidimos llamarte a una entrevista, utilizaremos la informacién que nos
proporcionaste en la entrevista para decidir si te ofrecemos el puesto. Si decidimos ofrecerte
el puesto, podremos realizar la verificacion de antecedentes penales y demas
correspondientes, ademas podremos contactar a tus referencias, de acuerdo con la ley
aplicable.

6. Nuestro fundamento legal para el procesamiento de informacién
Cuando la ley de proteccion de informacidn aplicable requiere un fundamento legal para
recopilar, usary procesar de otro modo tu informacidén personal, la empresa se basa en varios
motivos para procesar tu informacién personal.

e Celebrarun Contrato Laboral: En el caso de la mayoria de la informacién personal, el
procesamiento es necesario para que la empresa determine si celebrara un contrato
laboral contigo cuando la ley aplicable lo exija.

e Requerimiento de Ley: En determinadas circunstancias, por ejemplo, cuando un
candidato requiere una adaptacién por una discapacidad, el procesamiento sera
necesario para cumplir con la ley aplicable.

¢ Intereses Legitimos: Cuando los motivos anteriores no sean aplicables,
procesaremos tu informacion personal segun sea necesario para perseguir nuestros
intereses legitimos en la contratacién de personal adecuado, por ejemplo, para
reembolsar tus gastos de viaje si viajas a nuestras oficinas para una entrevista de
trabajo.

e Consentimiento: Cuando ninguno de estos motivos o fundamentos legales para el
procesamiento enumerados anteriormente sea aplicable o cuando la ley aplicable lo
requiera, nos basamos en tu consentimiento para procesar tu informacioén personal.

Si necesitamos tu consentimiento, lo solicitaremos como parte del proceso de solicitud en
linea. Si te niegas a dar tu consentimiento, es posible que no puedas utilizar la pagina de
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solicitud en linea para presentar tu solicitud y que Brink’s no pueda considerarte para el
puesto para el que te postulas.

Si no proporcionas la informacién cuando te la solicitamos o proporcionas informacion
falsificada, que es necesaria para que consideremos tu solicitud (como evidencia de
calificaciones o historial laboral), no podremos procesar tu solicitud con éxito.

7. Informacion sobre tus condenas penales, género y salud

Podemos recopilar informacidén sobre tu historial de antecedentes penales, género y salud
segun el puesto al que te postulas con nosotros, de acuerdo con la ley aplicable.

En algunos paises, estamos obligados por ley a realizar verificacion de antecedentes penales
para confirmar que no hay nada en tu historial de antecedentes penales que te excluya del
puesto.

Podemos recopilar tu género con fines de diversidad, de acuerdo con la ley aplicable.
Podemos recopilar tu informacion de salud con el fin de evaluar tu aptitud para el trabajo, para
abordar una solicitud de adaptacién en el proceso de solicitud o para cumplir con los
requisitos exigidos por ley para la contratacion, de acuerdo con la ley aplicable.

8. Toma de decisiones automatizada
No estaras sujeto a decisiones que tengan un impacto significativo hacia ti basadas en la
toma de decisiones automatizadas durante el proceso de reclutamiento.

9. Intercambio de informacién
¢Por qué podrian compartir mi informacion personal con terceros?

e Solo compartiremos tu informacion personal internamente y con los siguientes
terceros:

¢ Filiales de Brink s, como una empresa matriz o subsidiaria, para fines de
reclutamiento y mantenimiento de un registro de talentos.

e Proveedor de servicios, para realizar servicios en nombre de Brink "s, como
proveedores de almacenamiento para administrar nuestras bases de datos de
reclutamiento, proveedores de servicios administrativos para ayudar en el proceso de
reclutamiento u otros terceros para realizar verificaciones de antecedentes, crédito y/o
antecedentes penales, de acuerdo con la ley aplicable.

e Cuando lo exija la ley, como cuando respondemos citaciones, ordenes judiciales u
otros procesos legales.

Todos nuestros proveedores de servicios externos y otras entidades del grupo empresarial de
Brink “s deben adoptar las medidas de seguridad adecuadas para proteger tu informacién
personal de acuerdo con nuestras politicas. No permitimos que nuestros proveedores de
servicios externos utilicen tu informacién personal para sus propios fines. Solo les permitimos
procesar informacién personal para fines especificos y de acuerdo con nuestras indicaciones.

Transferencias internacionales

La informacidon personal que recopilemos sobre ti en el proceso de reclutamiento podra ser
transferiday almacenada en nuestros servidores ubicados en EE.UU. y en servidores
mantenidos por nuestros proveedores de servicios de reclutamiento que también se
encuentran en Estados Unidos.
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Brink’s y sus proveedores de servicios que procesan la informacién personal de los
solicitantes cumplen con el Marco de Privacidad de Datos UE-EE.UU (EU.U.S. DPF), la
Extensiéon del Reino Unido al Marco de Privacidad de Datos UE-EE.UU. y el Marco de
privacidad de Datos Suiza-EE.UU (Swiss-U.S. DPF) segln lo establecido por el Departamento
del Comercio de los EE.UU, cada uno de los cuales ha sido aprobado por la autoridad
gubernamental pertinente de la Unién Europea, el Reino Unido o Suiza por brindar un nivel
adecuado de proteccién de transferencia de informacion personal. Para obtener mas
informacioén sobre el programa del Marco de Privacidad de Datos (DPF) y para ver nuestra
certificacion y nuestra Politica de Privacidad del Marco de Privacidad de Datos, visite el sitio
web del Marco de Privacidad de Datos: https://www.dataprivacyframework.gov/.

10. :;Como protegeremos tus datos personales?

Hemos implementado medidas de seguridad adecuadas para evitar que tu informacion
personal se pierda, utilice o acceda accidentalmente de forma no autorizada, se altere o
divulgue. Ademas, limitamos el acceso a tu informacién personal a aquellos empleados,
agentes, contratistas y otros terceros que tengan una justificacién comercial de conocerla.
Solo procesaran tu informacién personal siguiendo nuestras instrucciones y estan sujetos a
un deber de confidencialidad.

Hemos implementado procedimientos para abordar cualquier sospecha de violaciéon de
seguridad de la informacidn y te notificaremos a ti y a cualquier érgano regulador
correspondiente sobre una violacidon de informaciéon cuando estemos legalmente obligados a
hacerlo.

11. ¢ Durante cuanto tiempo utilizaran mi informacion?

Si Brink “s te contrata, la informacién personal que recopilemos durante el proceso de
contratacion pasard a formar parte de tu expediente personaly podra utilizarse para
administrar la relacion laboral y para fines relacionados de informes y mantenimiento de
registros. Conservaremos esta informacion durante toda la duracién de tu relacién laboral con
nosotros y durante el periodo posterior segun lo definido por nuestros cronogramas de
retenciény la ley aplicable.

Conservaremos la informacién personal de los candidatos que no sean contratados solo
durante el tiempo que permita la ley aplicable o durante dos afos después de haberle
comunicado nuestra decision sobre si te contrataremos para el puesto, lo que sea mas corto.
Conservamos tu informacién personal durante ese periodo para que podamos demostrar, en
caso de una demanda legal, que no hemos discriminado a los candidatos por motivos
prohibidos y que hemos llevado a cabo el proceso de contratacion de manera justay
transparente. Después de este periodo, destruiremos de forma segura tu informacion
personal de acuerdo con las leyes y regulaciones aplicables.

Con tu consentimiento, conservaremos tu informacion personal en nuestro grupo de talentos
durante un maximo de tres afnos, sobre la base de que puede surgir una oportunidad futuray
es posible que deseemos considerarte para ella.

12.Derechos de acceso, rectificacion, cancelacion y limitacion

Tus derechos en relacion con la informacion personal

En determinadas circunstancias y sujeto a las limitaciones y excepciones aplicables, por ley
tienes derecho a:
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e Solicitar acceso atu informacion personal (comunmente conocida como “solicitud de
acceso de titular de la informacion”). Esto permite recibir una copia de la informacion
personal que tenemos sobre tiy comprobar que la estamos procesando de manera
legal, siempre que el hecho de que proporcionamos la informacién personal no afecte
negativamente a los derechosy libertades de otros.

e Solicitar la correccion de la informacién personal que tenemos sobre ti. Esto te
permite corregir cualquier informacién incompleta o inexacta que tengamos sobre ti.

e Solicitar la eliminacion de tu informacién personal. Esto te permite solicitarnos que
eliminemos o borremos informacion personal cuando no exista una buena razén para
que sigamos procesandola. También tienes derecho a solicitarnos que eliminemos o
borremos tu informacion personal cuando hayas ejercido tu derecho a oponerte al
procesamiento (ver a continuacion)

e Oponerte al procesamiento de tu informacidén personal cuando nos basamos
Unicamente en un interés legitimo (o en el de un tercero) y hay algo en tu situacion
particular que te hace querer oponerte al procesamiento por este motivo. Si te opones
en estas circunstancias, se detendra el procesamiento de tu informacidén personal a
menos que exista una razén obligatoria y convincente para continuar con el
procesamiento o el procesamiento sea necesario para establecer, presentar o
defender alguna demanda legal.

e Solicitar larestriccion del procesamiento de tu informacién personal. Esto te
permite solicitarnos que suspendamos el procesamiento de informacién personal
sobre ti, por ejemplo, si deseas que precisemos su exactitud o e motivo del
procesamiento.

e Solicitar la transferencia de tu informacidén personal en formato electrénico que
proporcionaste a Brink “s o a otra parte.

Si deseas revisar, verificar, corregir o solicitar la eliminacién de tu informacién personal,
oponerte al procesamiento de tu informacién personal o solicitar que hagamos la
transferencia de una copia de tu informacidon personal a otra parte, comunicate por escrito a
dpo_gdpr@brinksinc.com. Responderemos a dichas solicitudes de conformidad con la
legislacion aplicable.

Derecho a presentar una queja

Si crees que tus datos personales han sido procesados en violacidn de la ley de protecciéon de
datos aplicable, tienes derecho a presentar una queja ante la autoridad supervisora
competente en el pais donde resides, donde trabajas o donde ocurrié la supuesta violacion.

Derecho de retirar el consentimiento

Cuando hayas presentado tu solicitud para este puesto, nos diste tu consentimiento para
procesar tu informacion personal con el fin de realizar el proceso de seleccion. Tienes
derecho a retirar tu consentimiento para el procesamiento con este fin en cualquier momento.
Para retirar tu consentimiento, comunicate con dpo_gdpr@brinksinc.com. Cualquier retiro no
afectara la legalidad del procesamiento basado en tu consentimiento antes de su retiro, y la
compania continuara reteniendo la informacién personal que nos proporcionaste antes de
retirar tu consentimiento durante el tiempo que permita o requiera la ley aplicable.
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13.Responsable de proteccion de la informacioén

Hemos designado a un responsable de proteccion de datos (DPO) para supervisar el
cumplimiento de este aviso de privacidad. Si tienes alguna pregunta sobre este aviso de
privacidad o cdmo manejamos tu informacién personal, comunicate con el DPO a
dpo_gdpr@brinksinc.com. Tienes derecho a presentar una queja en cualquier momento ante
la Agencia de Proteccion de Datos, que es responsable de las cuestiones de proteccion de
datos en tu pais.
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XXIV. Turkish Global Applicant Privacy Policy - Kiiresel Basvuru
Sahibi Gizlilik Bildiri

1. Bu belgenin amaci nedir?

Brink's, nakit ve degerli esya yonetimi, dijital perakende ¢ozumleri, koruma hizmetleri ve ATM
ydnetim hizmetleri konusunda lider bir kiiresel saglayicidir. Brink’s iK ise Aum departmani
blnyesinde, yeni calisanlarin ise alinmasi ve secgilmesinden ve ayni zamanda mevcut
calisanlarin daha da gelistirilmesi ve buyumesinden sorumluyuz. Brink's Company veya
kurumsal istiraklerinden biri ("Brink's") icin is bagvurusunda bulundugunuz icin bu gizlilik
bildiriminin bir kopyasi size sunulmaktadir. Kisisel verilerinizin nasil ve neden kullanilacagi,
yaniige alim tatbikati amaclariicin ve genellikle ne kadar sureyle saklanacagi konusunda sizi
bilgilendirir.

Kisisel verilerinizin veri sorumlusu, is basvurusunda bulundugunuz Brink's sirketler grubu
uyesidir. Bu bilgileri talep etmek isterseniz, litfen dpo_gdpr@brinksinc.com e-posta gonderin.

2. Veri koruma ilkeleri
Veri koruma yasasina ve ilkelerine uyacagimiz, bu da verilerinizin su sekilde kullanilacagi
anlamina gelir:

e Yasalara uygun, adil ve seffaf bir sekilde kullanilir.

e Yalnizca size agikca acgikladigimiz gecerli amacglar igin toplanir ve bu amaclarla uyumlu

olmayan herhangi bir sekilde kullanilmaz.

e Size anlattigimiz amacglarla ilgili ve yalnizca bu amaclarla sinirlidir

e Dogruve gluncel tutulur

e Yalnizca size bahsettigimiz amaclar icin gerekli oldugu surece saklanir.

e Guvenli bir sekilde saklanir.

3. Hakkinizda tuttugumuz bilgi turleri
Bizimle calismak icin yaptiginiz bagvuruyla baglantili olarak, sizinle ilgili agagidaki kisisel bilgi
kategorilerini toplayacak, saklayacak ve kullanacagiz:

e Ozgegmisinizde (CV) bize sagladiginiz bilgiler.

e Ad, soyad, e-posta adresi, telefon numarasi, adres, posta kodu, Ulke, konusulan dil(ler),
cinsiyet, dnceki isverenler, gcalisma suresi ve ilgili pozisyonlar, egitim gecmisi,
diplomalar ve calisma alani, beceri setleri ve kimlik ve/veya lisans(lar)in kopyalari dahil
olmak Gzere bagvuru formumuzda sagladiginiz bilgiler.

e Bir mulakat sirasinda veya ise alim sureci sirasinda bize sagladiginiz herhangi bir bilgi.

e stihdam referanslari veya kredi gecmisleri gibi ticlinci taraf kaynaklardan aldigimiz tiim
bilgiler, yururlikteki yasalara uygun olarak.
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4. Kigisel bilgileriniz nasil toplanir?

Adaylar hakkinda kisisel bilgileri agagidaki kaynaklardan topluyoruz:
e Sizden, aday olarak, gelen bilgiler.
¢ LinkedIn veya Indeed gibi G¢lncu taraf ise alim kaynaklarindan.
s referanslari, gegmis kontroli saglayicilari, kredi kuruluslari veya hiikiimet dahil olmak
tizere diger Uiclincii taraflar, 6rnegin gegerli oldugu durumlarda Birlesik Krallik'taki ifsa
ve Engelleme Hizmeti.

5. Hakkinizdaki bilgileri nasil kullanacagiz

Hakkinizda topladigimiz kisisel bilgileri su amacglarla kullanacagiz:

e Becerilerinizi, niteliklerinizi ve basvurdugunuz roligin uygunlugunuzu

degerlendirmek

e Uygun oldugunda arka plan ve referans kontrolleri yapmak

e Ise alim sireci hakkinda sizinle iletisim kurmak.

e ise alim sureclerimizle ilgili kayitlar tutmak.

e Yasal veya duzenleyici gerekliliklere uymak

e Cesitlilik amaciyla, yurtrlukteki yasalara uygun olmak
CV'nizi ve/veya basvuru formunuzu aldiktan sonra, roligin kisa listeye alinmak i¢in temel
gereksinimleri karsilayip karsilamadiginiza karar vermek icin bu bilgileri isleyecegiz. Bunu
yaparak, basvurunuzun sizi bir gorismeye davet edecek kadar glicli olup olmadigina karar
verecegiz. Sizi bir gérisme i¢cin cagirmaya karar verirsek, size rolu teklif edip etmemeye karar
vermek i¢in gorisme sirasinda bize sagladiginiz bilgileri kullanacagiz. Size bu roll teklif etmeye
karar verirsek, gecerli gecmis ve sabika kaydi kontrolleri yapabilir ve ylrarlukteki yasalara
uygun olarak referanslarla iletisime gecebiliriz.

6. isleme icin yasal dayanagimiz

Gecerli veri koruma yasasinin kisisel verilerinizi toplamak, kullanmak ve baska bir sekilde
islemek icin yasal bir dayanak gerektirdigi durumlarda, Sirket kisisel bilgilerinizi islemek icin
cesitli gerekgelere dayanir.

e Biristihdam Sozlesmesi: Cogu kisisel bilgi icin, gecerli yasalarin bir is sézlesmesi
gerektirdigi durumlarda, Sirketin sizinle bir is s6zlesmesi yapip yapmayacagina karar
vermesi i¢in isleme gereklidir.

e Yasalarin Gerektirdigi: Belirli durumlarda, érnegin, bir basvuru sahibinin bir engellilik
icin bir dizenleme talep ettigi durumlarda, islemenin yururlikteki yasalara uygun
olmasi gerekecektir.

e Mesru Menfaatler: Yukaridaki gerekcelerin gecerli olmadigl durumlarda, kisisel
verilerinizi, drnegin bir is gorismesi igin ofislerimize seyahat etmeniz durumunda
seyahat masraflarinizi geri ddemek gibi, uygun personeli ise alma ve ise alma
konusundaki mesru menfaatlerimizi sirduirmek icin gerekli olabilecek sekilde isleriz.

Page 146 of 156




e Riza: Yukarida listelenen bu yasal isleme gerekgelerinden higbirinin gecerli olmadigi
veya gecerli yasalarin gerektirdigi durumlarda, kigisel verilerinizi islemek icin izninize
guveniriz.

Onayiniza ihtiyag duyarsak, bunu ¢evrimici basvuru strecinin bir parcasi olarak talep edecegiz.
Onay vermeyi reddederseniz, bize bagvurmak igin gevrimicgi bagvuru sayfasini
kullanamayabilirsiniz ve Brink's sizi bagvurdugunuz pozisyon i¢in degerlendiremeyebilir.

Talep edildiginde bilgi vermezseniz veya bagvurunuzu degerlendirmemiz icin gerekli olan yanlis
bilgiler (nitelik kaniti veya ¢galisma gecmisi gibi) saglarsaniz, basvurunuzu basarili bir sekilde
isleme koyamayiz.

7. Ceza mahkumiyetleriniz, cinsiyetiniz ve sagliginiz hakkinda bilgi
Yurarlukteki yasalara uygun olarak, bize basvurdugunuz role bagli olarak sabika mahkumiyet
gecmisiniz, cinsiyetiniz ve sagliginiz hakkinda bilgi toplayabiliriz.

e Baz Ulkelerde, sabika gecmisinizde sizi bu rolicin uygun olmayan hale getiren hicbir sey
olmadigini dogrulamak icin yasal olarak sabika kaydi kontrolleri yapmamiz
gerekmektedir.

e Cinsiyetinizi, yururlukteki yasalara uygun olarak ¢esitlilik amaciyla toplayabiliriz.

e Saglik bilgilerinizi, géreve uygunlugunuzu degerlendirmek, basvuru surecinde bir
konaklama talebini ele almak veya yururlukteki yasalara uygun olarak ise alim icin yasal
olarak zorunlu gereklilikleri karsilamak amaciyla toplayabiliriz.

8. Otomatik karar verme

Ise alim siirecinde otomatik karar vermeye dayali olarak (izerinizde dnemli bir etkisi olacak
kararlara tabi olmayacaksiniz.

9. Veri paylasimi
Kisisel bilgilerimi neden li¢iinci taraflarla paylasabilirsiniz?
Kisisel bilgilerinizi yalnizca dahili olarak ve asagidaki iguncu taraflarla paylasacagiz:

e Brink'in istirakleri, 6rnegin bir ana sirket veya yan kurulus, ise alim amaciyla ve bir
yetenek havuzunu surdirmek igin.

e Hizmet Saglayicilar, ise alim veri tabanlarimizi ydonetmek icin depolama saglayicilari,
ise alim surecine yardimci olmak icin idari hizmet saglayicilari veya yururlukteki
yasalara uygun olarak ge¢cmis, kredi ve/veya cezai kontroller yapmak amaciyla diger
ucuncu taraflar gibi Brink’s adina hizmet vermek igin.

e Mahkeme celplerine, mahkeme emirlerine veya diger yasal islemlere yanit verdigimizde
oldugu gibi Yasalarin Gerektirdigi Durumlarda.

Tim Uguncda taraf hizmet saglayicilarimiz ve Brink's kurumsal grubundaki diger kuruluslar,
kisisel bilgilerinizi politikalarimiza uygun olarak korumak igin uygun guvenlik 6nlemlerini
almakla yukimladir. Uglinci taraf hizmet saglayicilarimizin kisisel bilgilerinizi kendi amacglari
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icin kullanmasina izin vermeyiz. Kisisel bilgilerinizi yalnizca belirtilen amaclaricin ve
talimatlarimiza uygun olarak islemelerine izin veriyoruz.

Uluslararasi Transferler

ise alim siirecinde hakkinizda topladigimiz kisisel bilgiler, ABD'de bulunan sunucularimiza ve
yine Amerika Birlesik Devletleri'nde bulunan ise alim hizmeti saglayicilarimiz tarafindan
saglanan sunuculara aktarilabilir ve bu sunucularda saklanabilir.

Brink's ve bagvuru sahiplerinin kisisel bilgilerini isleyen hizmet saglayicilari, AB-ABD Veri
Gizliligi Cercevesi (AB-ABD DPF), AB-ABD DPF'nin Birlesik Krallik Uzantisi ve isvigre-ABD
Mutabakat S6zlesmesi'ne (AB-ABD DPF) uymaktadir. Veri Gizliligi Cergevesi (isvigre-ABD DPF)
ABD Ticaret Bakanligl tarafindan belirtildigi sekilde ve her biri ilgili AB, Birlesik Krallik veya
isvicre hilkiimet makami tarafindan aktarilan kisisel veriler igin yeterli diizeyde koruma
sagladig onaylanmistir. Veri Gizliligi Cergevesi (DPF) programi hakkinda daha fazla bilgi
edinmek, sertifikamizi ve Veri Gizliligi Cergevesi Gizlilik Politikamizi gérintilemek icin Llutfen
Veri Gizliligi Cercevesi web sitesini ziyaret edin: https://www.dataprivacyframework.gov/.

10. Kigisel verilerinizi nasil koruyacagiz?

Kisisel bilgilerinizin yanlislikla kaybolmasini, kullanilmasini veya yetkisiz bir sekilde
erisilmesini, degistirilmesini veya ifsa edilmesini dnlemek i¢in uygun gluvenlik dnlemleri aldik.
Ayrica, kisisel bilgilerinize erisimi, bilmesi gereken bir is ihtiyaci olan ¢alisanlar, acenteler,
yukleniciler ve diger tglncu taraflarla sinirlandiriyoruz. Kisisel bilgilerinizi yalnizca
talimatlarimiz dogrultusunda isleyeceklerdir ve gizlilik yakumluligune tabidirler.

Herhangi bir stipheli veri givenligi ihlali ile basa ¢ikmak icin prosedurler uyguladik ve yasal
olarak bunu yapmamiz gereken bir veri ihlali hakkinda sizi ve gegerli herhangi bir diizenleyiciyi
bilgilendirecegiz.

11. Bilgilerimi ne kadar sureyle kullanacaksiniz?

Brink's sizi ige alirsa, ise alim surecinde topladigimiz kigisel bilgiler personel dosyanizin bir
parcasi haline gelir ve istihdam iliskisini yonetmek ve ilgili raporlama ve kayit tutma amaclari
icin kullanilabilir. Bu bilgileri, bizimle olan is iliskinizin tUm sUresi boyunca ve saklama
programlarimiz ve gecerli yasalar tarafindan tanimlanan stre boyunca saklayacagiz.

Ise alinmayan basvuru sahiplerinin kisisel bilgilerini, yalnizca yururlikteki yasalarin izin verdigi
sure boyunca veya sizi bu role atayip atamama konusundaki kararimizi size ilettikten sonra iki
yil boyunca (hangisi daha kisaysa) saklayacagiz. Kisisel bilgilerinizi, yasal bir hak talebi olmasi
durumunda, yasaklanmis gerekcgelerle adaylara karsi ayrimcilik yapmadigimizi ve ise alim
islemini adil ve seffaf bir sekilde yuruttugimuzu gésterebilmemiz icin bu sure boyunca
saklariz. Bu streden sonra, kisisel bilgilerinizi yururlikteki yasa ve ydnetmeliklere uygun olarak
guvenli bir sekilde imha edecegiz.
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Onayinizla, gelecekte bir firsatin ortaya cikabilecegi ve bunun igin sizi degerlendirmek
isteyebilecegimiz temelinde, kisisel bilgilerinizi yetenek havuzumuzda Gg¢ yila kadar
saklayacagiz.

12. Erisim, duzeltme, silme ve kisitlama haklari

Kisisel bilgilerle ilgili haklariniz

Belirli kosullar altinda ve gecerli sinirlamalara ve istisnalara tabi olarak, yasalar geregi
asagidaki haklara sahipsiniz:

e Kisisel bilgilerinize erisim talep edin (genellikle "veri sahibi erisim talebi" olarak bilinir).
Bu, hakkinizda tuttugumuz kisisel bilgilerin bir kopyasini almaniza ve kisisel bilgileri
saglamamizin bagkalarinin hak ve 6zgurliklerini olumsuz yonde etkilemedigi slrece
yasal olarak isleyip islemedigimizi kontrol etmenize olanak tanir.

e Hakkinizda tuttugumuz kisisel bilgilerin dlizeltilmesini talep edin. Bu, hakkinizda
tuttugumuz eksik veya yanlis bilgilerin duzeltilmesini saglar.

e Kisisel bilgilerinizin silinmesini talep edin. Bu, islemeye devam etmemiz igin iyi bir
neden olmadigl durumlarda kigisel bilgileri silmemizi veya kaldirmamizi istemenizi
saglar. Ayrica, islemeye itiraz etme hakkinizi kullandiginiz durumlarda kisisel bilgilerinizi
silmemizi veya kaldirmamizi isteme hakkina da sahipsiniz (asagiya bakin).

e Yalnizca mesru bir menfaate (veya Uglncu bir sahsin mesru menfaatine) dayandigimiz
ve 6zel durumunuzla ilgili olarak bu gerekgeyle islemeye itiraz etmek istemenize neden
olan bir sey oldugu durumlarda kisisel bilgilerinizin islenmesine itiraz edin. Bu
durumlarda itiraz ederseniz, islemeye devam etmek i¢in gegersiz kilici, zorlayici bir
neden olmadikga veya isleme yasal iddialari olusturmak, takip etmek veya savunmak
icin gerekli olmadikga, kisisel bilgilerinizin islenmesi durdurulacaktir.

e Kisisel bilgilerinizin islenmesinin kisitlanmasini talep edin. Bu, 6rnegin dogrulugunu
veya islenme nedenini belirlememizi istiyorsaniz, hakkinizdaki kisisel bilgilerin
islenmesini askiya almamizi istemenizi saglar.

e Brink's'e sagladiginiz kisisel bilgilerinizin elektronik ortamda baska bir tarafa
aktarilmasini talep edin.

Kisisel bilgilerinizi gozden gecirmek, dogrulamak, duzeltmek veya silinmesini talep etmek,
kisisel verilerinizin islenmesine itiraz etmek veya kisisel bilgilerinizin bir kopyasini baska bir
tarafa aktarmamizi talep etmek istiyorsaniz, litfen dpo_gdpr@brinksinc.com ile yazili olarak
iletisime gecin. Bu tur taleplere yururlukteki yasalara uygun olarak yanit verecegiz.

Sikayette Bulunma Hakki

Kisisel verilerinizin yururlukteki veri koruma yasasini ihlal edecek sekilde islendigine
inaniyorsaniz, ikamet ettiginiz, calistiginiz veya iddia edilen ihlalin meydana geldigi Ulkedeki
yetkili denetim makamina sikayette bulunma hakkiniz vardir.
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Rizayi geri gekme hakki

Bu goreve basvurdugunuzda, ise alim islemi amaciyla kisisel bilgilerinizi islememize izin vermis
oldunuz. Bu amacla isleme igin verdiginiz onayi istediginiz zaman geri cekme hakkina
sahipsiniz. Onayinizi geri cekmek icin lutfen dpo_gdpr@brinksinc.com ile iletisime gecin.
Herhangi bir geri cekilme, geri cekilmeden 6nce onayiniza dayali olarak islemenin yasalligini
etkilemeyecektir ve Sirket, onayinizi geri cekmeden 6nce bize sagladiginiz kisisel bilgileri,
yururlukteki yasalarin izin verdigi veya gerektirdigi siirece saklamaya devam edecektir.

13. Veri koruma gorevlisi

Bu gizlilik bildirimine uyumu denetlemek icin bir veri koruma gorevlisi (DPO) atadik. Bu gizlilik
bildirimi veya kisisel bilgilerinizi nasil ele aldigimiz hakkinda herhangi bir sorunuz varsa, lutfen
dpo_gdpr@brinksinc.com adresinden DPO ile iletisime gecin. Ulkenizdeki veri koruma
konularindan sorumlu olan Veri Koruma Ajansina istediginiz zaman sikayette bulunma hakkina
sahipsiniz.
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XXV. Vietnamese Global Applicant Privacy Policy - Thong Bao
Quyén Riéng Tw Cia Nguwdi Nop Pon

1. Muc dich cua tai liéu nay la gi?

Brink's la nha cung cap hang dau thé gidi vé dich vu quan ly tién mat va do vat cé gia tri, giai
phép ban L& ky thuat sé, dich vu bao vé va dich vu quan ly ATM. Trong bd phén Tuyén dung nhéan
sy culia Brink’s, chung téi chiu trach nhiém tuyén dung va lua chon nhan vién mdi cling nhu
phat trién va nang cao trinh do clia nhan vién hién tai. Ban dugc cung cdp mét ban sao théng
béo vé quyén riéng tu nay vi ban dang ndp dan xin viéc tdi Cong ty Brink's hodc mot trong
nhitng cong ty lién két clia cong ty nay ("Brink's"). N6 gilip ban biét dit liéu ca nhan cla ban sé
duoc str dung nhu thé nao va tai sao, cu thé a cho muc dich tuyén dung va thdng thudng dir
liéu sé dugc luu gilr trong bao lau.

Bén kiém soat dir liéu c4 nhan clia ban la cdng ty thanh vién cua Brink’s ma ban da ndp don xin
viéc. Néu ban mudn yéu cau théng tin nay, vui long giti email dén dpo gdpr@brinksinc.com.

2. Nguyén tac bao vé dit liéu
Chung t6i sé tuan thu luat va nguyén tac bao vé dit liéu, nghia la dir liéu clia ban sé:
e Duogc sir dung mdt cach hgp phap, cdng bang va minh bach.
e Chithuthap cho cac muc dich hgp & ma chung t6i da giai thich ro rang véi ban va
khong sir dung theo bat ky cach nao khéng phu hgp vdi cac muc dich doé.
e Codlién quan dén cac muc dich ma chang téi da noéi véi ban va chi gidi han trong nhirng
muc dich dé.
e Chinh xac va dugc cap nhat thuong xuyén.
e Chiluu gilr trong thdi gian can thiét cho nhirng muc dich ma chang toéi da néu.
e Dugc gilt an toan.

3. Loai théng tin chung tdi nam gitt vé ban
Lién quan dén don xin viéc clia ban v3i chung toi, ching tbi sé thu thap, luu trir va sir dung céac
loai théng tin ca nhan sau day vé ban:

e Thoéngtin ban da cung cp cho chung tbi trong sayéu ly lich (CV).

e Thoéngtin ban cung cap trén mau don dang ky, bao gom tén, ho, dia chi email, s6 dién
thoai, dia chi, ma buu chinh, qudc gia, ngén nglr sir dung, gidi tinh, céng ty trudc day,
thoi gian lam viéc va céac vi tri lién quan, trinh do hoc van, béng cép va linh vuc hoc tap,
ky nang va ban sao gidy tg tuy than va/hodac gidy phép.

e Batkythong tin ndo ban cung cap cho chuiing tdi trong budi phong van hodc trong qua
trinh tuyén dung.

e Bat ky thong tin nao chuing tdi nhan dugc tir ngudn ctia bén thit ba, chadng han nhu
thong tin gidi thiéu viéc lam hoac lich strtin dung, theo luat hién hanh.
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4. Théng tin ca nhan clia ban dugc thu thap nhu thé nao?
Chung toi thu thap théng tin cd nhan cla &ng vién tir cac ngudn sau:
e Ban, Uingculrvién.
e TUcéc ngudn tuyén dung clia bén thi ba, chang han nhu LinkedIn hodc Indeed.
e Cac bén thi ba khac, bao gom thong tin tham khao vé cong viéc, nha cung cép dich vu
kiém tra ly lich, co quan tin dung hodc chinh pha, vi du nhu Dich vu Tiét 16 va Cam &
Vuong quéc Anh, néu co.

5. Chung t6i sé s dung thong tin vé ban nhu thé nao
Chung t6i sé str dung thdng tin ca nhan ma chang téi thu thap vé ban dé:

e Danh gia ky nang, trinh dod va su phu hgp clia ban véi vai trd ban dang (ng tuyén.

e Tién hanh kiém tra ly lich va théng tin tham khao néu cé.

e Trao doéi vdi ban vé qua trinh tuyén dung.

e Luu gilr ho salién quan dén quy trinh tuyén dung clia chung toi.

e Tuan thd céc yéu cau phap ly hoac quy dinh.

e Vimuc dich da dang, phu hgp véi luat hién hanh.
Sau khi nhan dugc CV va/hodc don xin viéc clia ban, ching toi sé xir ly théng tin dé dé quyét
dinh xem ban c6 dap irng céc yéu cau co ban dé dugc chon vao vi tri nay hay khéng. Néu ban
lam vay, chang tbi sé quyét dinh xem dan clia ban co6 du stric thuyét phuc dé moi ban dén
phdng van hay khéng. Néu chang tdi quyét dinh goi ban dén phdng van, ching toi sé str dung
théng tin ban cung cap trong budi phdng van dé quyét dinh cé nén giao cho ban vi tri nay hay
khong. NEu chung toéi quyét dinh cung cdp cho ban vai trd nay, ching tdi co6 thé tién hanh kiém
tra ly lich va tién an cé lién quan va chung toi c6 thé lién hé véi ngudi tham khao, theo luat hién
hanh.

6. Co s@ phap ly cia ching toi dé xir ly

Trong truong hgp luat bao vé dir liéu hién hanh yéu cau phai c6 co sd hgp phap dé thu thap, su
dung va xr ly dir liéu ca nhan clia ban, Cong ty sé dua vao mot sé co sd dé xur ly thong tin ca
nhan ctia ban.

e Ky két Thoa thuén tuyén dung: D&i vdi hau hét thong tin ca nhan, Cong ty can x(r ly thong
tin dé xac dinh cé nén ky két thoa thuan tuyén dung vdi ban hay khdng khi luat hién hanh
yéu cau phai cé thoa thuan tuyén dung.

Yéu cau theo luat: Trong mot s6 trudng hop nhat dinh, vi du, khi ngudi nép don yéu cau
ho trg do khuyét tat, qua trinh x(¥ ly sé phai tuan tha theo luat hién hanh.

Lgi ich hgp phéap: Khi cac can cl trén khéng ap dung, chung toi sé xur ly dit liéu céd nhan
cua ban khi can thiét dé theo dudi céac Loi ich hgp phéap clia ching tdi trong viéc tuyén
dung va thué nhan su phu hgp, vi du, dé hoan tra chi phi di lai ciia ban néu ban dén van
phong clia chung t6i dé phdng van xin viéc.
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Su déngy: Khi khéng cé can ci hgp phap nao dudgc liét ké & trén dugc ap dung hoéc khi
luat hién hanh yéu cau, chung t6i sé dya vao sy dong y clia ban dé xur ly dit liéu ca nhan
cula ban.

Né&u chuing toi can sy dongy cuia ban, ching tbi sé yéu cau diéu dé nhu mét phan clia quy trinh
dang ky truc tuyén. NEu ban khéng déngy, ban c6 thé khéng sir dung dugc trang dang ky truc
tuy€n dé ndp don vdi chung toi va Brink's c6 thé khong xem xét ban cho vi tri ma ban dang &ing
tuyén.

Né&u ban khong cung cap thong tin khi dugc yéu cau hodc cung cap théng tin sai léch, théng tin
can thiét dé ching t6i xem xét don clia ban (chdng han nhu bang chitng vé trinh dé chuyén
mon hoac lich sir céng tac), ching tdi sé khéng thé xem xét don clia ban.

7. Thong tin vé cac ban an hinh su clia ban, gidi tinh va sic khoe
Chung tdi co6 thé thu thap théng tin vé tién an, gidi tinh va strc khde clia ban tuy thudc vao vai
tro ban ng tuyén tai cbngty chung téi, theo luat hién hanh.
e  O'motsd qudc gia, theo luat dinh, ching t6i phai tién hanh kiém tra ho so tién 4n dé xac
nhan khong co tién an nao trong ho so clia ban khi€n ban khéng phu hgp véi vi tri nay.
e Chungtdi c6 thé thu thap théng tin gidi tinh clia ban vi muc dich da dang, theo luat hién
hanh.
e Chungtdi c6 thé thu thap thong tin sitc khde ctia ban nham muc dich danh gid kha nang
ldm viéc cua ban, gidi quyét yéu cau ho trg trong qua trinh ndp don hodc dap &ng cac
yéu cau bat budc theo luat dinh dé tuyén dung, theo luat hién hanh.

8. Quyét dinh ty dong
Ban sé khdng phai chiu nhirng quyét dinh c6 tac déng dang ké dén ban dua trén qua trinh ra
quyét dinh tu déng trong qua trinh tuyén dung.

9. Chia sé dit liéu
Tai sao ban c6 thé chia sé thong tin ca nhan cla tdi véi bén thir ba?
Chung tbi sé chi chia sé thong tin ca nhan cuia ban trong ndi bd va cho cac bén thir ba sau day:

e Ciac congty lién két clia Brink’s, chang han nhu céng ty me hodc céng ty con, nham
muc dich tuyén dung va duy tri ngudn nhan tai.

e Nha cung cap dich vu, dé thuc hién cac dich vu thay mat Brink’s, chang han nhu nha
cung cap luu trir dé quan ly co s& dir liéu tuyén dung clia chiing t6i, nha cung cép dich
vu hanh chinh dé hé trg qua trinh tuyén dung hoac céc bén thit ba khac cho muc dich
tién hanh kiém tra ly lich, tin dung va/hodac tién an, theo luat hién hanh.

e Khi dugc phap luat yéu cau, chang han nhu khi ching tdi phan hoi trat doi hau toa, lénh
clia toa an hoac cac quy trinh phap ly khac.
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T4t ca cac nha cung cép dich vu bén th ba va céc t6 chirc khac trong tap doan Brink’s déu
phai thuc hién cac bién phap bao mat thich hgp dé bao vé thong tin ca nhan clia ban theo
chinh sach clia ching toi. Chung téi khdng cho phép cac nha cung cap dich vu bén th ba sir
dung théng tin ca nhan ctia ban cho muc dich riéng ctia ho. Chung tbi chi cho phép ho xtr ly
théng tin ca nhan cuia ban cho cac muc dich cu thé va theo dung huéng dan cuia chung toi.

Chuyén thdng tin qudc té

Théng tin ca nhan ma chung téi thu thap vé ban trong qua trinh tuyén dung co thé dugc chuyén
dén va luu trir trén may chu cla ching toi dat tai Hoa Ky va trén may chd do nha cung cap dich
vu tuyén dung clia chiang tdi quan ly tai Hoa Ky.

Brink’s va cac nha cung cap dich vu xr ly théng tin ca nhan cta ngudi ndp don tuén tha Khung
bao mat dir liéu EU-Hoa Ky (EU-US DPF), Phan md& réng clia Vuaong qudc Anh doi véi DPF EU-
Hoa Ky va Khung bdo mat dit liéu Thuy Si-Hoa Ky (DPF Thuy Si-Hoa Ky) do B6 Thuong mai Hoa
Ky quy dinh, trong d6 méi khung déu da duoc cd quan cé thdm quyén cla chinh pha EU, Vuong
quoc Anh hodc Thuy Siphé duyét la cung cdp mirc d6 bao vé phu hgp cho dif liéu cé nhén
dugc chuyén giao. D€ tim hiéu thém vé chuong trinh Khung bdo mat dir liéu (DPF) va xem
chirng nhan cling nhu Chinh sach bao mat cua Khung bao méat di¥ liéu, vui long truy cap trang
web Khung bdo mat di¥ liéu: https://www.dataprivacyframework.gov/.

10. Chung t6i sé bao vé dit liéu ca nhan cua ban nhu thé nao?

Chung to6i da ap dung cac bién phap bao mat phu hgp dé ngan chan théng tin ca nhan cuia ban
bi mat, sir dung hoac truy cap trai phép, thay déi hoac tiét 16 mdt cach vo tinh. Ngoai ra, ching
tdi han ché quyén truy cép vao thong tin ca nhan cuia ban chi danh cho nhirng nhan vién, daily,
nha thau va cac bén th ba khac c6 nhu cau can biét vi muc dich kinh doanh. Ho sé& chi xtr ly
théng tin ca nhan cuia ban theo hudng dan clia chiing t6i va ho phai tuan thu nghia vu bao mat.
Chung téi da dua ra cac quy trinh dé x&¥ ly moi nghi ngd vi pham bao méat dir liéu va sé théng
béo cho ban va bat ky co quan quan ly nao c6 thdm quyén vé vi pham dir liéu khi chiing t6i cé
nghia vu phap ly phai lam nhu vay.

11. Ban sé st dung thong tin cua toi trong bao lau?

Né&u Brink's tuyén dung ban, théng tin ca nhan ma ching tdi thu thap trong qua trinh tuyén
dung sé trd thanh mot phan hd so nhan sy clia ban va cé thé dugc sir dung dé quan ly méi
quan hé lao dong va cho muc dich bdo céo va luu trir ho sd lién quan. Chang toi sé luu gil
théng tin nay trong toan b thdi gian ban lam viéc vdi chung t6i va trong thdi gian sau dé theo
guy dinh cua lich trinh luvu gitr thong tin va luat hién hanh.

Chung toi sé chi luu gilr thong tin ca nhan clia nhirng (ng vién khong dugc tuyén dung trong
thai gian luat hién hanh cho phép hoac trong hai nam sau khi chung tdi thédng bao cho ban
quyét dinh vé viéc c6 b8 nhiém ban vao vi tri d6 hay khéng, tuy theo thdi gian ndo ngan hon.
Chung toi luu gilr théng tin cé nhan cuia ban trong khoang thdi gian dé dé c6 thé chirng minh,
trong trudng hap c6 khiéu nai phap ly, rang ching téi khéng phan biét ddi xir véi cac ing vién
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trén co s& bj cAm va rang chung toi da tién hanh hoat déng tuyén dung mot cach cong bang va
minh bach. Sau thdi gian nay, ching t6i sé hly thong tin cd nhan ctiia ban mét cach an toan
theo luat phap va quy dinh hién hanh.

V@i su ddng y cua ban, ching ti sé luu gilr théng tin ca nhan cia ban trong nhom tuyén dung
culia chung téi trong t8i da ba ndm, vdi ly do c6 thé c6 co hdi trong tuang lai va chang téi co thé
mudn can nhac ban cho co hdi doé.

12. Quyén truy cap, stra chira, x6a bo va han ché

Quyén ctia ban lién quan dén théng tin ca nhan

Trong mot sé trudng hgp nhat dinh va tuy thudc vao céac gidi han va ngoai L& hién hanh, theo
luat, ban c6 quyén:

e Y&u cau truy cap thong tin ca nhan cua ban (dugc goi la "yéu cau truy cap dir liéu cla
chu thé"). Biéu nay cho phép ban nhan dugc mot ban sao théng tin ca nhan ma ching
toi luu gilr vé ban va kiém tra xem chuiing tdi cé dang x(r ly thdng tin d6 mét cach hop
phap hay khéng, mién la viéc chung téi cung cap théng tin ca nhan sé khéng anh hudng
xau dén quyén va tu do cla ngudi khac.

e Yéu cau slra chita théng tin c4 nhan ma chung téi ndm gilr vé ban. Tinh nang nay cho
phép ban stra bat ky théng tin khéng day di hodc khéng chinh xac nao ma chuing toi
nam gilr vé ban.

e Y&u cau x0a théng tin ca nhan clia ban. Diéu nay cho phép ban yéu cau ching toi x6a
hoac loai bo théng tin ca nhan khi khéng cé ly do chinh déang nao dé ching téi tiép tuc
x(r ly théng tin dé. Ban ciling c6 quyén yéu cau ching tdi xda hodc g bd théng tin ca
nhan cutia ban khi ban da thuc hién quyén phan déi viéc xir ly (xem bén dudi).

e Phan déix(r ly théng tin ca nhan cla ban khi chiang toi chi duwa vao Lgi ich hgp phap
(hoéc lgi ich clia bén thir ba) va cé diéu gi do vé tinh huéng cu thé clia ban khién ban
mudn phan déi viéc xir ly trén co s& nay. Néu ban phan doi trong nhirng trudng hgp nay,
viéc xtr ly thdng tin c4d nhan cuia ban sé bj dirng lai trir khi c6 ly do chinh dang, bat buéc
dé ti€p tuc xir ly hoac viéc xir ly la can thiét dé thiét lap, theo dudi hodc bao vé céc khiéu
nai phap ly.

e Yé&u cau han ché x{r ly thong tin ca nhan cua ban. Diéu nay cho phép ban yéu cau ching
tdi tam dirng x&r ly thong tin ca nhan vé ban, vi du nhu khi ban mudén ching téi xac minh
tinh chinh xac ctia théng tin hoac ly do xtr ly théng tin.

e Y&u cau chuyén nhugng thdng tin ca nhan clia ban dudi dang dién tir ma ban da cung
cap cho Brink's cho mot bén khac.

Né&u ban mudn xem xét, xac minh, chinh sira hodc yéu cau xda thong tin ca nhan ctia minh,
phan dé&i viéc xr ly dir liéu ca nhan hodc yéu cau chuing téi chuyén mot ban sao théng tin ca
nhan clia ban cho mét bén khéc, vui long lién hé bang van ban t&i dpo_gdpr@brinksinc.com.
Chung t6i sé phan hoi nhirng yéu cau dé theo luat hién hanh
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Quyén ndp don khiéu nai

Né&u ban tin rang dif liéu ca nhan ctia ban da dugc xur ly theo céach vi pham luat bao vé dit liéu
hién hanh, ban c6 quyén nép don khiéu nai lén co quan giam sat c6 tham quyén tai qudc gia
noi ban cu trd, noi ban lam viéc hoac noi xay ra hanh vi vi pham bi cdo bubc.

Quyén rat lai sy dong y

Khi ban &rng tuyén vao vi tri nay, ban da dongy cho ching téi xtr ly thdng tin c4 nhan cua ban
cho muc dich tuyén dung. Ban c6 quyén rut lai sy dong y x(r ly théng tin cho muc dich dé bat cur
lic ndo. DE rut lai sy dong y clia ban, vui long lién hé dpo_gdpr@brinksinc.com. B4t ky viéc rat
lai nao cling sé khong anh hudng dén tinh hgp phap cua viéc xir ly dua trén sy dong y clia ban
trude khi rat lai va Cong ty sé tiép tuc luu gilr théng tin cd nhan ma ban da cung céap cho chiang
toi trudc khi ban rat lai sy ddong y clia minh trong thai gian cho phép hoéc theo yéu cau cla luét
hién hanh.

13. Nhan vién bao vé dit liéu

Chung tdi da chi dinh mot nhan vién bao vé dir liéu (DPO) dé gidm sat viéc tuan thi thong bao
vé quyeén riéng tu nay. Néu ban co bat ky cau hoi nao vé théng bao vé quyén riéng tu nay hoéc
cach chung t6i xtr ly thong tin cd nhan cua ban, vui long lién hé véi DPO theo dia chi
dpo_gdpr@brinksinc.com. Ban cé quyén khi€u nai bat c lic nao véi Co quan Bao vé D liéu
chiu trach nhiém vé céac van dé bao vé dir liéu tai qudc gia cua ban.
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